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***** First change *****
[bookmark: _Toc4580344][bookmark: _Toc4580467]4.1.1	Common configuration
An MCS service administrator can, using an MC UE configure the:
-	MCS UE initial configuration document;
The format of the MCS UE initial configuration document for configuration by an MCS service administrator is defined in subclause 7.2.
To create a new configuration document on the configuration management server, the MC UE uses the procedures in subclause 6.3.2.2.
NOTE:	If the MCS administrator includes a <Default-user-profile> element in the MCS UE initial configuration document as defined in subclause 7.2.2.1, at least one instance of an  MCS user profile configuration document needs to first be created on the configuration management server, containing the "XUI-URI" attribute and "user-profile-index" attribute (as defined in subclause 8.3.2.1) that are included in the <Default-user-profile> element.
To update an existing configuration document on the configuration management server, the MC UE uses the procedures in subclause 6.3.4.2.
To delete an existing configuration document on the configuration management server, the MC UE uses the procedures in subclause 6.3.5.2.
To create a new MC group document on the configuration management server, the MC UE uses the procedures in 3GPP TS 24.481 [5].
To update an existing MCPTT group document on the configuration management server, the MC UE uses the procedures in 3GPP TS 24.481 [5].
To delete an existing MC group document on the configuration management server, the MC UE uses the procedures in 3GPP TS 24.481 [5].
*** Next change ***
7.2.2.1	Structure
The MCS UE initial configuration document structure is specified in this subclause.
The <mcptt-UE- initial-configuration> document:
1)	shall include a "domain" attribute;
2)	may include a <mcptt-UE-id> element;
3)	may include a <name> element;
4)	may include a <Default-user-profile> element;
5)	may include an <on-network> element;
6)	may include an <off-network> element; and
7)	may include any other attribute for the purposes of extensibility.
[bookmark: _GoBack]The <Default-user-profile> element shall contain:
1)	a "User-ID" attribute; and
2)	a "user-profile-index" attribute.
The <on-network> element:
1)	shall contain a <Timers> element containing: 
a)	a <T100> element;
b)	a <T101> element;
c)	a <T103> element;
d)	a <T104> element; 
e)	a <T132> element; and
f)	may include any other element for the purposes of extensibility;
2)	shall contain an <HPLMN> element containing:
a)	a "PLMN" attribute;
b)	a <service> element; and
c)	a list of <VPLMN> elements; 
3)	shall contain an <App-Server-Info> element containing:
a)	an <idms-auth-endpoint> element;
b)	an <idms-token-endpoint> element;
c)	a <http-proxy> element;
d)	a <gms> element;
e)	a <cms> element; 
f)	a <kms> element; and
g)	a <tls-tunnel-auth-method> element containing:
i)	a <mutual-authentication> element;
ii)	optionally a <x509> element; and
iii)	optionally a <key> element; and
h)	may include any other element for the purposes of extensibility
4)	shall contain a <GMS-URI> element;
5)	shall contain a <group-creation-XUI> element;
6)	shall contain a <GMS-XCAP-root-URI> element; 
7)	shall contain a <CMS-XCAP-root-URI> element; 
8)	shall contain an <integrity-protection-enabled> element;
9)	shall contain a <confidentiality-protection-enabled> element; 
10) if the MCPTT service is supported, shall contain an <anyExt> containing an <MCPTT-Service-Details> element, containing:
a)	one <IPv6-Required> element; and 
b)	one <Server-URI> element;
11)	if the MCVideo service is supported, shall contain an <anyExt> containing an <MCVideo-Service-Details> element, containing:
a)	one <IPv6-Required> element; and 
b)	one <Server-URI> element;
12)	if the MCData service is supported, shall contain a <MCData-Service-Details> element, containing:
a)	one <IPv6-Required> element; and
b)	one <Server-URI> element; and
13)	may include any other element for the purposes of extensibility.
The <off-network> element:
1)	shall contain a <Timers> element containing:
a)	a <TFG1> element;
b)	a <TFG2> element;
c)	a <TFG3> element;
d)	a <TFG4> element;
e)	a <TFG5> element.
f)	a <TFG11> element;
g)	a <TFG12> element;
h)	a <TFG13> element;
i)	a <TFG14> element;
j)	a <TFP1> element;
k)	a <TFP2> element;
l)	a <TFP3> element;
m)	a <TFP4> element;
n)	a <TFP5> element;
o)	a <TFP6> element;
p)	a <TFP7> element;
q)	a <TFB1> element;
r)	a <TFB2> element;
s)	a <TFB3> element;
t)	a <T201> element;
u)	a <T203> element;
v)	a <T204> element;
w)	a <T205> element;
x)	a <T230> element;
y)	a <T233> element;
z)	a <TFE1> element;
za)	a <TFE2> element; and
zb)	may include any other element for the purposes of extensibility;
2)	shall contain a <Counters> element containing:
a)	a <CFP1> element;
b)	a <CFP3> element;
c)	a <CFP4> element;
d)	a <CFP6> element;
e)	a <CFG11> element.
f)	a <CFG12> element;
g)	a <C201> element;
h)	a <C204> element; 
i)	a <C205> element; and
j)	may include any other element for the purposes of extensibility; and
3)	may include any other element for the purposes of extensibility.
The <VPLMN> element shall contain:
1)	a "PLMN" attribute; and
2)	a <service> element.
The <service> element of the <HPLMN> element and the <VPLMN> element shall contain:
1)	an <MCPTT-to-con-ref> element;
2)	an <MC-common-core-to-con-ref> element; and
3)	an <MC-ID-to-con-ref> element.
The <mcptt-UE-id> element:
1)	may contain a list of <Instance-ID-URN> elements; and 
2)	may contain a list of <IMEI-range> elements.
The <IMEI-range> element:
1)	shall contain a <TAC> element;
2)	may contain a list of <SNR> elements; and
3)	may contain <SNR-range> element.
The <SNR-range> element:
1)	shall contain a <Low-SNR> element; and
2)	shall contain a <High-SNR> element.
*** Next change ***
[bookmark: _Toc4580522]8.4.2.7	Data Semantics
The "domain" attribute of the <service-configuration-params> element contains the domain name of the mission critical organization.
The <common> element contains service configuration data common to both on and off network service.
The <on-network> element contains service configuration data for on-network service only.
The <off-network> element contains service configuration data for off-network service only.
In the <common> element:
1)	the <min-length-alias> element contains the minimum length (N3) of  alphanumeric names assigned to MCPTT users by the MCPTT administrator, which corresponds to the "MinLengthAliasID" element as specified in subclause 7.2.9 of 3GPP TS 24.483 [4];
2)	the <num-levels- group-hierarchy> element of the <broadcast-group> element contains an integer indicating the number levels of group hierarchy for group-broadcast groups, which corresponds to the "NumLevelGroupHierarchy" element as specified in subclause 7.2.7 of 3GPP TS 24.483 [4]; and
3)	the <num-levels-user-hierarchy> element of the <broadcast-group> element contains an integer indicating the number levels of user hierarchy for user-broadcast groups, which corresponds to the "NumLevelUserHierarchy" element as specified in subclause 7.2.8 of 3GPP TS 24.483 [4];
In the <on-network> element:
1)	the <private-cancel-timeout> element of the <emergency-call> element contains the timeout value for the cancellation of an in-progress on-network emergency private call;
2)	the <group-time-limit> element of the <emergency-call> element contains the time limit for an in-progress on-network emergency call on an MCPTT group;
3)	the <hang-time> element of the <private-call> element contains the value of the hang timer for on-network private calls;
NOTE 1:	The hang time is a configurable maximum length of the inactivity (silence) period between consecutive MCPTT transmissions within the same call.
4)	the <max-duration-with-floor-control> element of the <private-call> element contains the maximum duration allowed for an on-network private call with floor control;
5)	the <max-duration-without-floor-control > element of the <private-call> element contains the maximum duration allowed for an on-network private call without floor control;
6)	the <num-levels-priority-hierarchy> element contains a priority hierarchy for determining what participants, participant types, and urgent transmission types shall be granted a request to override an active on-network MCPTT transmission. Absence of the <num-levels-priority-hierarchy> element in the <on-network> element indicates that the lowest possible value is used according to the schema, to represent the priority hierarchy;
NOTE 2:	The higher the value from the priority hierarchy assigned to a participant, the higher the priority given to override an active transmission.
7)	the <time-limit> element of the <transmit-time> element contains the transmit time limit in an on-network group or private call transmission;
8)	the <time-warning> element of the <transmit-time> element contains the warning time before the on-network transmit time is reached;
9)	the <hang-time-warning> element contains the warning time before the on-network hang time is reached;
10)	the <depth> element of the <floor-control-queue> element contains the maximum size of the floor control queue;
11)	the <max-user-request-time> element of the <floor-control-queue> element contains the maximum time for a user's floor control request to be queued;
12)	the <T1-end-of-rtp-media> element of the <fc-timers-counters> element contains the maximum allowed time between RTP media packets;
13)	the <T3-stop-talking-grace> element of the <fc-timers-counters> element contains the maximum time the floor control server shall forward RTP media packets after that the permission to send RTP media is revoked;
14)	the <T7-floor-idle> element of the <fc-timers-counters> element contains the retransmission interval of the Floor Idle message when the floor is idle. The maximum number of times the Floor Idle is retransmitted is controlled by the counter in the <C7-floor-idle> element;
15)	the <T8-floor-revoke> element of the <fc-timers-counters> element contains the retransmission interval time of the Floor Revoke message until the Floor Release message is received;
16)	the <T11-end-of-RTP-dual> element of the <fc-timers-counters> element contains the maximum allowed time between RTP media packets for the interrupting participant during dual floor operations;
17)	the <T12-stop-talking-dual> element of the <fc-timers-counters> element contains the transmit time limit in an on-network group for the interrupting participant during dual floor operations;
18)	the <T15-conversation> element of the <fc-timers-counters> element contains the maximum allowed time of silence in a group session involving an MBMS bearer before the MBMS subchannel shall be released;
19)	the <T16-map-group-to-bearer> element of the <fc-timers-counters> element contains the retransmission interval of the Map Group To Bearer message;
20)	the <T17-unmap-group-to-bearer> element of the <fc-timers-counters> element contains the retransmission interval of the Unmap Group To Bearer message;
21)	the <T20-floor-granted> element of the <fc-timers-counters> element contains the time the floor control server shall wait before retransmitting the Floor Granted message until the Floor Request message is received. The number of times the Floor Granted message shall be sent is controlled by the counter in <C20-floor-granted> element;
22)	the <T55-connect> element of the <fc-timers-counters> element contains the retransmission interval of the Connect message. The number of times the Connect message is retransmitted is controlled by the counter in <C56-disconnect> element;
23)	the <T56-disconnect> element of the <fc-timers-counters> element contains the retransmission interval of the Disconnect message. The number of times the Disconnect message is retransmitted is controlled by the counter in <C55-connect> element;
24)	the <C7-floor-idle> element of the <fc-timers-counters> element contains the maximum number of times the Floor Idle shall be sent;
25)	the <C17-unmap-group-to-bearer> element of the <fc-timers-counters> element contains the retransmission interval of the Unmap Group To Bearer message;
26)	the <C20-floor-granted> element of the <fc-timers-counters> element contains the maximum times the Floor Granted message shall be retransmitted.
27)	the <C55-connect> element of the <fc-timers-counters> element contains the maximum number of times the Connect message is retransmitted;
28)	the <C56-disconnect> element of the <fc-timers-counters> element contains the maximum number of times the Disconnect message is retransmitted;
29)	the <confidentiality-protection> element of the <signalling-protection> element contains a boolean indicating whether confidentiality protection of MCPTT signalling is enabled or disabled between the MCPTT client and MCPTT server;
30)	the <integrity-protection> element of the <signalling-protection> element contains a boolean indicating whether integrity protection of MCPTT signalling is enabled or disabled between the MCPTT client and MCPTT server;
31)	The <emergency-resource-priority> element is of type "resource-priorityType" and indicates how a Resource-Priority header field is to be populated for MCPTT emergency calls;
32)	The <imminent-peril-resource-priority> element is of type "resource-priorityType" and indicates how a Resource-Priority header field is to be populated for MCPTT Imminent Peril calls;
33)	The <normal-resource-priority> element is of type "resource-priorityType" and indicates how a Resource-Priority header field is to be populated when downgrading to normal priority from an MCPTT emergency call or MCPTT imminent peril call;
34)	the <allow-signalling-protection> element of the <protection-between-mcptt-servers> element contains a boolean indicating whether protection of MCPTT signalling is enabled between MCPTT servers; and
35)	the <allow-floor-control-protection> element of the <protection-between-mcptt-servers> element contains a boolean indicating whether protection of MCPTT floor control signalling is enabled between MCPTT servers;
36)	the <functional-alias> element of the <functional-alias-list> element is of type "anyURI" and contains the identity of a functional alias;
37)	the <max-simultaneous-activations> element of the <functional-alias-list> element is of type "positiveInteger" and contains the allowed number of concurrent activations that are allowed for the functional alias contained in the corresponding <functional-alias> element;
38)	the <allow-takeover> element of the <functional-alias-list> element is of type "boolean" and indicates whether  take over by another MCPTT user is allowed for a currently activated functional alias contained in the corresponding <functional-alias> element; and
39)	the <entry> element of the <mcptt-user-list> element of the <functional-alias-list> element is of type "entryType" and contains the MCPTT ID of an MCPTT user that is allowed to activate the functional alias contained in the corresponding <functional-alias> element.
NOTE 3:	The default values of the <confidentiality-protection> element, the <integrity-protection> element, the <allow-signalling-protection> element and the <allow-floor-control-protection> element are "true".
In the <off-network> element:
1)	the <private-cancel-timeout> element of the <emergency-call> element contains the timeout value for the cancellation of an in-progress off-network emergency private call, which corresponds to the "CancelTimeout" element as specified in subclause 7.2.14 of 3GPP TS 24.483 [4];
2)	the <group-time-limit> element of the <emergency-call> element contains the time limit for an in-progress off-network emergency call on an MCPTT group, which corresponds to the "MCPTTGroupTimeout" element as specified in subclause 7.2.16 of 3GPP TS 24.483 [4];
3)	the <hang-time> element of the <private-call> element contains the value of the hang timer for off-network private calls, which corresponds to the "HangTime" element as specified in subclause 7.2.13 of 3GPP TS 24.483 [4];
4)	the <max-duration-with-floor-control> element of the <private-call> element contains the maximum duration allowed for an off-network private call with floor control, which and corresponds to the "MaxDuration" element as specified in subclause 7.2.12 of 3GPP TS 24.483 [4];
5)	the <num-levels-priority-hierarchy> element contains a priority hierarchy for determining what participants, participant types, and urgent transmission types shall be granted a request to override an active off-network MCPTT transmission, which corresponds to the "NumLevelHierarchy" element as specified in subclause 7.2.17 of 3GPP TS 24.483 [4]. Absence of the <num-levels-priority-hierarchy> element in the <off-network> element indicates that the lowest possible value is used according to the schema to represent the priority hierarchy;
NOTE 4:	The higher the value from the priority hierarchy assigned to a participant, the higher the priority given to override an active transmission;
6)	the <time-limit> element of the <transmit-time> element contains the transmit time limit in an off-network group or private call transmission, which corresponds to the "TransmitTimeout" element as specified in subclause 7.2.18 of 3GPP TS 24.483 [4];
7)	the <time-warning> element of the <transmit-time> element contains the warning time before the off-network transmit time is reached, which corresponds to the "TransmissionWarning" element as specified in subclause 7.2.19 of 3GPP TS 24.483 [4];
8)	the <hang-time-warning> element contains the warning time before the off-network hang time is reached, which corresponds to the "HangTimeWarning" element as specified in subclause 7.2.20 of 3GPP TS 24.483 [4];
9)	the <default-prose-per-packet-priority> element contains priority values for off-network calls, for each of the following constituent elements: 
a)	mcptt private call signalling which corresponds to the "MCPTTPrivateCallSignalling" element as specified in subclause 7.2.22 of 3GPP TS 24.483 [4];
b)	mcptt private call media which corresponds to the "MCPTTPrivateCallMedia" element as specified in subclause 7.2.23 of 3GPP TS 24.483 [4];
c)	mcptt emergency private call signalling which corresponds to the "MCPTTEmergencyPrivateCallSignalling" element as specified in subclause 7.2.24 of 3GPP TS 24.483 [4]; and
d)	mcptt emergency private call media which corresponds to the "MCPTTEmergencyPrivateCallMedia" element as specified in subclause 7.2.25 of 3GPP TS 24.483 [4]; and
10)	the <allow-log-metadata> element which corresponds to the "LogMetadata" element as specified in subclause 7.2.26 of 3GPP TS 24.483 [4] and contains one of the following values:
a)	"true" which indicates that logging of metadata for MCPTT group calls, MCPTT private calls and non-call activities from MCPTT UEs operating in off-network mode, is enabled; and
b)	"false" which indicates that logging of metadata for MCPTT group calls, MCPTT private calls and non-call activities from MCPTT UEs operating in off-network mode, is not enabled.
*** Next change ***
[bookmark: _Toc4580540]9.2.2.7	Data Semantics
The "domain" attribute of the <mcvideo-UE-configuration> element contains the domain name of the mission critical organization.
The <name> element of the <mcvideo-UE- configuration> element contains the user displayable name of the MCVideo UE configuration document and corresponds to the "Name" element of subclause 12.2.3 in 3GPP TS 24.483 [4].
The creator of the MCVideo UE configuration document may include an <mcvideo-UE-id> element in the version of the MCVideo UE configuration document that is uploaded to the CMS and may also appear in the MCVideo UE configuration document when downloaded by the MCVideo system administrator. The <mcvideo-UE-id> element does not appear in the MCVideo UE configuration document that is configured to the MCVideo UE. If an <mcvideo-UE-id> element is included then the MCVideo UE configuration document applies only to the MCVideo UE(s) identified by the <mcvideo-UE-id> element. If no <mcvideo-UE-id> element is included then the MCVideo UE configuration document t applies to all the MCVideo UEs of the domain.
If one or more optional <Instance-ID-URN> elements is included in the <mcvideo-UE-id> element then the MCVideo UE configuration document applies to the MCVideo UE with an instance ID equal to the instance ID contained in the <Instance-ID-URN> element.
The <TAC> element of the <IMEI-range> element contains the Type Allocation Code of the MCVideo UE.
The optional <SNR> element of the <IMEI-range> element contains the individual serial number uniquely identifying MCVideo UE within the Type Allocation Code contained in the <TAC> element that the MCVideo UE configuration document applies to.
If an optional <SNR-range> element is included within the <IMEI-range> element then the MCVideo UE configuration document applies to all MCVideo UEs within the Type Allocation Code contained in the <TAC> element with the serial number equal or greater than the serial number contained in the <Low-SNR> element and less than or equal to the serial number contained in the <High-SNR> element.
If no <SNR> element nor <SNR-range> element is included within the <IMEI-range> element then the MCVideo UE configuration document applies to all the MCVideo UE(s) with the Type Allocation Code contained within the <TAC> element of the <IMEI-range> element.
If no <mcvideo-UE-id> element is included then the MCVideo UE configuration document applies to all MCVideo UEs of the mission critical organization identified in the "domain" attribute.
The <common> element contains MCVideo UE configuration data common to both on and off network operation.
The <on-network> element contains MCVideo UE configuration data for on-network operation only.
In the <common> element:
1)	the <Max-Simul-Call-Nc10> element of the <MCVideo-Private-Call> element contains an integer indicating the number of simultaneous calls (N10) allowed for an on-network or off-network private call and corresponds to the "MaxCallNc10" element of subclause 12.2.5B in 3GPP TS 24.483 [4];
2)	the <Max-Simul-Call-Nc4> element of the <MCVideo-Group-Call> element contains an integer indicating the number of simultaneous calls (N4) allowed for an on-network or off-network group call and corresponds to the "MaxCallNc4" element of subclause 12.2.7 in 3GPP TS 24.483 [4];
3)	the <Max-Simul-Trans-Nc5> element of the <MCVideo-Group-Call> element contains an integer indicating the maximum number of allowed simultaneous transmissions for an on-network or off-network group call and corresponds to the "MaxTransmissionNc5" element of subclause 12.2.8 in 3GPP TS 24.483 [4]; and
4)	the <Prioritized-MCVideo-Group> element of the <MCVideo-Group-Call> element corresponds to the "PrioritizedMCVideoGroup" element of subclause 12.2.9 in 3GPP TS 24.483 [4] contains a list of <MCVideo-Group-Priority> elements that contains: 
a)	<MCVideo-Group-ID> element identifying an MCVideo group that corresponds to the "MCVideoGroupID" element of subclause 12.2.11 in 3GPP TS 24.483 [4]; and 
b)	a <group-priority-hierarchy> element that contains an integer that identifies the relative priority level of that MCVideo group with 0 being the lowest priority and 7 being the highest priority and corresponds to the "MCVideoGroupPriorityHierarchy" element of subclause 12.2.12 in 3GPP TS 24.483 [4].
In the <on-network> element:
1)	if the <Relay-Service> element is set to "true" the MCVideo UE is allowed to offer a relay service, and if set to "false" the MCVideo UE is not allowed to offer relay service. This attribute corresponds to the "RelayService" element of subclause 12.2.14 in 3GPP TS 24.483 [4];
2)	an <IPv6Preferred> element which corresponds to the "IPv6Preferred" element of subclause 12.2.15 in 3GPP TS 24.483 [4],
a)	if the UE has both IPv4 and IPv6 host configuration:
i)	if IPv6Preferred is set to true then the UE shall use IPv6 for all on‑network signalling and media; otherwise
ii)	if IPv6Preferred is set to false then the UE shall use IPv4 for all on‑network signalling and media;
b)	if the UE has only IPv4 host configuration then the UE shall use IPv4 for all on‑network signalling and media; and 
c)	if the UE has only IPv6 host configuration then the UE shall use IPv6 for all on‑network signalling and media; and
3)	the <Relayed-MCVideo-Groups> element of the <Relay-Service> element which corresponds to the "RelayedMCVideoGroup" element of subclause 12.2.16 in 3GPP TS 24.483 [4] contains:
 a)	a list of <Relay-MCVideo-Group-ID> elements that contains:
i)	"MCVideo-Group-ID" attribute identifying an MCVideo group that is allowed to be used via a relay and corresponds to the "MCVideoGroupID" element of subclause 12.2.18 in 3GPP TS 24.483 [4]; and 
ii)	a <Relay-Service-Code> element as specified in 3GPP TS 24.333 [12] which corresponds to the "RelayServiceCode" element of subclause 12.2.19 in 3GPP TS 24.483 [4].
*** Next change ***
[bookmark: _Toc4580550]9.3.2.1	Structure
The MCVideo user profile configuration document structure is specified in this subclause.
The <mcvideo-user-profile> document:
1)	shall include an "XUI-URI" attribute;
2)	may include a <Name> element;
3)	shall include one <Status> element;
4)	shall include a "user-profile-index" attribute;
5)	may include any other attribute for the purposes of extensibility;
6)	may include one <ProfileName> element;
7)	may include a <Pre-selected-indication> element;
8)	shall include one or more <Common> elements, each of which:
a)	shall have an "index" attribute;
b)	shall include one <UserAlias> element containing one or more <alias-entry> elements
c)	shall include one <MCVideoUserID> element that contains an <entry> element;
d)	may contain one <ParticipantType> element;
e)	shall contain one <MissionCriticalOrganization>;
f)	shall include one <NotifyList> element that contains zero or more <entry> elements;
g)	shall include one <CatList> element that contains zero or more <catentry> elements; and
h)	shall include one <ReceptionPriority> element.
9)	shall include zero or more <OnNetwork> elements each of which:
a)	shall have an "index" attribute;
b)	shall include one or more <MCVideoGroupInfo> elements each containing:
i)	an <MCVideo-Group-ID> element;
ii)	an <GMS-App-Serv-Id> element containing one or more <entry> elements;
iii)	an <IdMS-Token-Endpoint> element containing one or more <entry> elements; and
iv)	one <RelativePresentationPriority> element;
c)	shall include one <MaxAffiliationsNc2>element; 
d)	may include an <ImplicitAffiliations> element, containing one or more <entry> elements;
e)	may include a <PresenceStatus> element containing one or more <entry> elements;
f)	may include a <RemoteGroupChange> element, containing one or more <entry> elements;
g)	may include a <DeletionPeriod> element
h)	may include a <MaxSimultaneousVideoStreams> element
i)	may include a <MandatoryReceiveGroups> element containing one or more <entry> elements; and
j)	shall include a <MaxTimeSingleTransmit> element.
10)	shall include zero or more <OffNetwork> elements each of which:
a)	shall contain an "index" attribute;
b)	shall include one or more <MCVideoGroupInfo> elements each containing:
i)	an <MCVideo-Group-ID> element;
ii)	an <GMS-App-Serv-Id> element containing one or more <entry> elements;
iii)	an <IdMS-Token-Endpoint> element containing one or more <entry> elements; and
iv)	one <RelativePresentationPriority> element;
c)	a <User-Info-Id> element; and
11)	a <ruleset> element conforming to IETF RFC 4745 [13] containing a sequence of zero or more <rule> elements:
a)	the <conditions> of a <rule> element may include the <identity> element as described in IETF RFC 4745 [13]; and
b)	the <actions> child element of any <rule> element may contain:
i)	an <allow-create-delete-user-alias> element;
ii)	an <allow-create-group-broadcast- group> element;
iii)	an <allow-create-user-broadcast-group> element; 
iv)	an <allow-modify-video> element;
v)	an <allow-renegotiate-codec> element;
vi)	an <allow-camera-control> element;
vii)	an <allow-remote-control> element;
viii)	an <allow-display-remote-ue> element;
ix)	an <allow-remote-camera> element;
x)	an <allow-push-video> element;
xi)	an <allow-auto-send-notify> element;
xii)	an <allow-request-affiliated-groups> element;
xiii)	an <allow-request-to-affiliate-other-users> element;
xiv)	an <allow-recommend-to-affiliate-other-users> element
xv)	an <allow-regroup> element;
xvi)	an <allow-presence-status> element;
xvii)	an <allow-request-presence> element;
xviii)	an <allow-activate-emergency-alert> element;
xix)	an <allow-cancel-emergency-alert> element;
xx)	an <allow-cancel-emergency-alert-any-user> element;
xxi)	an <allow-enable-disable-user> element;
xxii)	an <allow-enable-disable-UE> element;
xxiii)	an <allow-off-network-manual-switch> element;
xxiv)	an <allow-unlimited-video-streams> element;
xxv)	an <allow-auto-recv> element;
xxvi)	an <allow-auto-recv-emergency> element;
xxvii)	an <allow-auto-recv-imminent-peril> element;
xxviii)	an <allow-request-override> element;
xxix)	an <allow-select-override> element;
xxx)	an <allow-override-group-call> element; 
xxxi)	an <allow-off-network> element; and
xxxii)	an <anyExt> element which may contain:
A)	an <allow-private-call> element;
B)	an <allow-manual-commencement> element;
C)	an <allow-automatic-commencement> element;
D)	an <allow-failure-restriction> element;
E)	an <allow-emergency-group-call> element;
F)	an <allow-emergency-private-call> element;
G)	an <allow-cancel-group-emergency> element;
H)	an <allow-imminent-peril-call> element;
I)	an <allow-cancel-imminent-peril> element;
J)	an <allow-off-network-group-call-change-to-emergency> element;
K)	an <allow-imminent-peril-change> element;
L)	an <allow-request-remote-initiated-ambient-viewing> element; and
M)	an <allow-request-locally-initiated-ambient-viewing> element.
The <entry> elements: 
1)	shall contain a <uri-entry> element;
2)	shall contain an "index" attribute; and
3)	may contain a <display-name> element.
*** Next change ***
[bookmark: _Toc4580556]9.3.2.7	Data Semantics
The <Name> element is of type "token", and corresponds to the "Name" element of subclause 13.2.3 in 3GPP TS 24.483 [4].
The <alias-entry> element of the <UserAlias> element is of type "token" and indicates an alphanumeric alias of the MCVideo user, and corresponds to the leaf nodes of the "UserAlias" element of subclause 13.2.13 in 3GPP TS 24.483 [4].
The <uri-entry> element is of type "anyURI" and when it appears within:
-	the <MCVideoUserID> element of the <Common> element, contains the MCVideo user identity (MCVideo ID) of the MCVideo user, and corresponds to the "MCVideoUserID" element of subclause 13.2.7 in 3GPP TS 24.483 [4];
-	the <entry> element of the <NotifyList> list element of the <Common> element indicates an MCVideo ID of an MCVideo user for whom to receive notifications about video being pushed to them. , and corresponds to the "MCVideoID" element of subclause 13.2.34 in 3GPP TS 24.483 [4];
-	the <MCVideo-Group-ID> element of the <MCVideoGroupInfo> element of the <OnNetwork> element contains the MCVideo group ID of an on-network MCVideo group for use by the configured MCVideo user, and corresponds to the "MCVideoGroupID" element of subclause 13.2.43 in 3GPP TS 24.483 [4];
-	the <MCVideo-Group-ID> element of the <MCVideoGroupInfo> element of the <OffNetwork> element contains the MCVideo group ID of an off-network MCVideo group for use by the configured MCVideo user, and corresponds to the "MCVideoGroupID" element of subclause 13.2.93 in 3GPP TS 24.483 [4];
-	the <entry> element of the <GMS-App-Serv-Id> list element of the <MCVideoGroupInfo> element of the <OnNetwork> element, contains the URI of the group management server hosting the on-network MCVideo group identified by the <MCVideo-Group-ID> element, and corresponds to the "GMSAppServId" element of subclause 13.2.47 in 3GPP TS 24.483 [4];
-	the <entry> element of the <IdMS-Token-Endpoint> list element of the <MCVideoGroupInfo> element of the <OnNetwork> element, contains the URI used to contact the identity management server token endpoint for the on-network MCVideo group identified by the <MCVideo-Group-ID> element, and corresponds to the "IdMSTokenEndPoint" element of subclause 13.2.50 in 3GPP TS 24.483 [4]. If the entry element is empty, the idms-auth-endpoint and idms-token-endpoint present in the MCS UE initial configuration document are used;
-	the <entry> element of the <GMS-App-Serv-Id> list element of the <MCVideoGroupInfo> element of the <OffNetwork> element, contains the URI of the group management server hosting the off-network MCVideo group identified by the <MCVideo-Group-ID> element, and corresponds to the "GMSAppServId" element of subclause 13.2.97 in 3GPP TS 24.483 [4];
-	the <entry> element of the <IdMS-Token-Endpoint> list element of the <MCVideoGroupInfo> element of the <OffNetwork> element, contains the URI used to contact the identity management server token endpoint for the off-network MCVideo group identified by the <MCVideo-Group-ID> element, and corresponds to the "IdMSTokenEndPoint" element of subclause 13.2.100 in 3GPP TS 24.483 [4]. If the entry element is empty, the idms-auth-endpoint and idms-token-endpoint present in the MCS UE initial configuration document are used;
-	the <entry> element of the <ImplicitAffiliations> list element of the <OnNetwork> element indicates an MCVideo group ID of an MCVideo group that the MCVideo user is implicitly affiliated with, and corresponds to the "MCVideoGroupID" element of subclause 13.2.55 in 3GPP TS 24.483 [4];
-	the <entry> element of the <PresenceStatus> list element of the <OnNetwork> element indicates an MCVideo ID of an MCVideo user that the configured MCVideo user is authorised to obtain presence status, and corresponds to the "MCVideoID" element of subclause 13.2.60 in 3GPP TS 24.483 [4];
-	the <entry> element of the <RemoteGroupChange> list element of the <OnNetwork> element indicates an MCVideo ID of an MCVideo user whose selected groups are authorised to be remotely changed by the configured MCVideo user and corresponds to the "MCVideoID" element of subclause 13.2.65 in 3GPP TS 24.483 [4];
-	the <entry> element of the <MandatoryReceiveGroups> list element of the <OnNetwork> element indicates an MCVideo group ID of an MCVideo for which video can be automatically/mandatorily received, and corresponds to the "MCVideoGroupID" element of subclause 13.2.82 in 3GPP TS 24.483 [4];
The <display-name> element is of type "string", contains a human readable name and when it appears within:
-	the <entry> element of the <NotifyList> list element of the <Common> element indicates the name of an MCVideo user for whom to receive notifications about video being pushed to them,. and corresponds to the "DisplayName" element of subclause 13.2.35 in 3GPP TS 24.483 [4];
-	the <MCVideo-Group-ID> element of the <MCVideoGroupInfo> element of the <OnNetwork> element contains the name of an on-network MCVideo group for use by the configured MCVideo user, and corresponds to the "DisplayName" element of subclause 13.2.44 in 3GPP TS 24.483 [4];
-	the <MCVideo-Group-ID> element of the <MCVideoGroupInfo> element of the <OffNetwork> element contains the name of an off-network MCVideo group for use by the configured MCVideo user, and corresponds to the "DisplayName" element of subclause 13.2.94 in 3GPP TS 24.483 [4];
-	the <entry> element of the <ImplicitAffiliations> list element of the <OnNetwork> element indicates the name of an MCVideo group that the MCVideo user is implicitly affiliated with, and corresponds to the "DisplayName" element of subclause 13.2.56 in 3GPP TS 24.483 [4];
-	the <entry> element of the <PresenceStatus> list element of the <OnNetwork> element indicates the name of an MCVideo user that the configured MCVideo user is authorised to obtain presence status of, and corresponds to the "DisplayName" element of subclause 13.2.61 in 3GPP TS 24.483 [4];
-	the <entry> element of the <RemoteGroupChange> list element of the <OnNetwork> element indicates the name of an MCVideo user whose selected groups are authorised to be remotely changed by the configured MCVideo user and corresponds to the "DisplayName" element of subclause 13.2.66 in 3GPP TS 24.483 [4];
-	the <entry> element of the <MandatoryReceiveGroups> list element of the <OnNetwork> element indicates the name of an MCVideo group for which video can be automatically/mandatorily received, and corresponds to the "DisplayName" element of subclause 13.2.83 in 3GPP TS 24.483 [4];
The "index" attribute is of type "token" and is included within some elements for uniqueness purposes, and does not appear in the user profile configuration managed object specified in 3GPP TS 24.483 [4].
The <Status> element is of type "Boolean" and indicates whether this particular MCVideo user profile is enabled or disabled and corresponds to the "Status" element of subclause 13.2.126 in 3GPP TS 24.483 [4]. When set to "true" this MCVideo user profile is enabled. When set to "false" this MCVideo user profile is disabled.
The "user-profile-index" is of type "unsignedByte" and indicates the particular MCVideo user profile configuration document in the collection and corresponds to the "MCVideoUserProfileIndex" element of subclause 13.2.8 in 3GPP TS 24.483 [4].
The <ProfileName> element is of type "token" and specifies the name of the MCVideo user profile configuration document in the MCVideo user profile XDM collection and corresponds to the "MCVideoUserProfileName" element of subclause 13.2.9 in 3GPP TS 24.483 [4].
The <Pre-selected-indication> element is of type "mcvideoup:emptyType". Presence of the <Pre-selected-indication> element indicates that this particular MCVideo user profile is designated to be the pre-selected MCVideo user profile as defined in 3GPP TS 23.281 [27], and corresponds to the "PreSelectedIndication" element of subclause 13.2.10 in 3GPP TS 24.483 [4]. Absence of the <Pre-selected-indication> element indicates that this MCVideo user profile is not designated as the pre-selected MCVideo user profile within the collection of MCVideo user profiles for the MCVideo user or is the only MCVideo user profile within the collection and is the pre-selected MCVideo user profile by default.
The "XUI-URI" attribute is of type "anyURI" that contains the XUI of the MCVideo user for whom this MCVideo user profile configuration document is intended and does not appear in the user profile configuration managed object specified in 3GPP TS 24.483 [4].
The <ParticipantType> element of the <Common> element is of type "token" and indicates the functional category of the MCVideo user (e.g., first responder, second responder, dispatch, dispatch supervisor). The <ParticipantType> element corresponds to the "ParticipantType" element of subclause 13.2.15 in 3GPP TS 24.483 [4].
The <ReceptionPriority> element of the <Common> element is of a type "nonNegativeInteger", indicates the priority of the MCVideo user for receiving MCVideo calls and corresponds to the "ReceptionPriority" element of subclause 13.2.38M in 3GPP TS 24.483 [4].
The <MissionCriticalOrganization> element of the <Common> element is of type "string" and indicates the name of the mission critical organization the MCVideo User belongs to. The <MissionCriticalOrganization> element corresponds to the "Organization" element of subclause 13.2.16 in 3GPP TS 24.483 [4].
The <catentry> element is of type "string" and when it appears in the <CatList> element of the <Common> element it represents a specific video category that the MCVideo user is allowed to receive. The <catentry> element corresponds to the "VideoCat" element of subclause 13.2.38 in 3GPP TS 24.483 [4].
The <RelativePresentationPriority> element is of type "nonNegativeInteger" and when it appears in:
-	the <MCVideoGroupInfo> element of the <OnNetwork> element, contains an integer value between 0 and 255 indicating the presentation priority of the on-network group relative to other on-network groups and on-network users, and corresponds to the "PresentationPriority" element of subclause 13.2.51 in 3GPP TS 24.483 [4];
-	the <MCVideoGroupInfo> element of the <OffNetwork> element, contains an integer value between 0 and 255 indicating the presentation priority of the off-network group relative to other off-network groups and off-network users, and corresponds to the "PresentationPriority" element of subclause 13.2.101 in 3GPP TS 24.483 [4];
[bookmark: _Hlk480224509]The <MaxAffiliationsNc2> element is of type "nonNegativeInteger", and indicates the maximum number of MCVideo groups that the MCVideo user is authorised to affiliate with, and corresponds to the "MaxAffiliationsNc2" element of subclause 13.2.67 in 3GPP TS 24.483 [4].
The <DeletionPeriod> element of the <OnNetwork> element is of type "unsignedShort" and contains the period (in hours) after which MCVideo data on an MCVideo UE is to be deleted if no action is taken by an authorized MCVideo user, and corresponds to the "DeletionPeriod" element of subclause 13.2.72 in 3GPP TS 24.483 [4].
The <MaxSimultaneousVideoStreams> element of the <OnNetwork> element is of type "unsignedShort" and contains maximum number of simultaneous video streams that can be received by the MCVideo user, and corresponds to the "MaxStreams" element of subclause 13.2.74 in 3GPP TS 24.483 [4].
The <MaxTimeSingleTransmit> element of the <OnNetwork> element is of type "unsignedShort" and contains the maximum length of time (in seconds) that an MCVideo user can transmit for a single video transmission, and corresponds to the "MaxTimeSingleTransmit" element of subclause 13.2.87 in 3GPP TS 24.483 [4].
The <User-Info-ID> element is of type "hexBinary". When the <User-Info-ID> element appears within:-	the <OffNetwork> element, indicates the ProSe "User Info ID" as defined in 3GPP TS 23.303 [18] and 3GPP TS 24.334 [19] of the MCVideo UE for off-network operation and corresponds to the "UserInfoID" element of subclause 13.2.102 in 3GPP TS 24.483 [4].
The <allow-create-delete-user-alias> element is of type Boolean, as specified in table 9.3.2.7-1, and corresponds to the "AuthorisedAlias" element of subclause 13.2.14 in 3GPP TS 24.483 [4].
Table 9.3.2.7-1: Values of <allow-create-delete-user-alias>
	"true"
	indicates that the MCVideo user is locally authorised to create or delete aliases of an MCVideo user and its associated user profiles.

	"false"
	indicates that the MCVideo user is not locally authorised to create or delete aliases of an MCVideo user and its associated user profiles.



The <allow-create-group-broadcast- group> element is of type Boolean, as specified in table 9.3.2.7-2, and corresponds to the "Authorised" element of subclause 13.2.18 in 3GPP TS 24.483 [4].
Table 9.3.2.7-2: Values of <allow-create-group-broadcast-group>
	"true"
	indicates that the MCVideo user is locally authorised to send a request to create a group-broadcast group according to the procedures of 3GPP TS 24.481 [5].

	"false"
	Indicates that the MCVideo user is not locally authorised to send a request to create a group-broadcast group according to the procedures of 3GPP TS 24.481 [5].



The <allow-create-user-broadcast-group> element is of type Boolean, as specified in table 9.3.2.7-3, and corresponds to the "Authorised" element of subclause 13.2.20 in 3GPP TS 24.483 [4].
Table 9.3.2.7-3: Values of <allow-create-user-broadcast-group>
	"true"
	indicates that the MCVideo user is locally authorised to send a request to create a user-broadcast group according to the procedures of 3GPP TS 24.481 [5].

	"false"
	Indicates that the MCVideo user is not locally authorised to send a request to create a user-broadcast group according to the procedures of 3GPP TS 24.481 [5].



The <allow-modify-video> element is of type Boolean, as specified in table 9.3.2.7-4, and corresponds to the "AllowedModifyVideo" element of subclause 13.2.21 in 3GPP TS 24.483 [4].
Table 9.3.2.7-4: Values of <allow-modify-video>
	"true"
	indicates that the MCVideo user is authorised to modify the video settings of the transmitted video stream of another MCVideo user.

	"false"
	indicates that the MCVideo user is not authorised to modify the video settings of the transmitted video stream of another MCVideo user.



The <allow-renegotiate-codec> element is of type Boolean, as specified in table 9.3.2.7-5, and corresponds to the "AllowedRenegotiateCodec" element of subclause 13.2.22 in 3GPP TS 24.483 [4].
Table 9.3.2.7-5: Values of <allow-renegotiate-codec>
	"true"
	indicates that the MCVideo user is authorised to renegotiate a codec during a video transmission.

	"false"
	indicates that the MCVideo user is not authorised to renegotiate a codec during a video transmission 



The <allow-camera-control> element is of type Boolean, as specified in table 9.3.2.7-6, and corresponds to the "AllowedCameraControl" element of subclause 13.2.23 in 3GPP TS 24.483 [4].
Table 9.3.2.7-6: Values of <allow-camera-control>
	"true"
	indicates that the MCVideo user is authorised to remotely control the video capabilities or parameters for a camera on an MCVideo UE.

	"false"
	indicates that the MCVideo user is not authorised to remotely control the video capabilities or parameters for a camera on an MCVideo UE.



The <allow-remote-control> element is of type Boolean, as specified in table 9.3.2.7-7, and corresponds to the "AllowedRemoteControl" element of subclause 13.2.24 in 3GPP TS 24.483 [4].
Table 9.3.2.7-7: Values of <allow-remote-control>
	"true"
	indicates that the MCVideo user is authorised to remotely control the video capabilities or parameters of a remote MCVideo UE.

	"false"
	indicates that the MCVideo user is not authorised remotely control the video capabilities or parameters of a remote MCVideo UE.



The <allow-display-remote-ue> element is of type Boolean, as specified in table 9.3.2.7-8, and corresponds to the "AllowedDisplayRemoteUE" element of subclause 13.2.25 in 3GPP TS 24.483 [4].
Table 9.3.2.7-8: Values of <allow-display-remote-ue>
	"true"
	indicates that the MCVideo user is authorised to receive and display the capabilities of a remote MCVideo UE.

	"false"
	indicates that the MCVideo user is not authorised to receive and display the capabilities of a remote MCVideo UE.



The <allow-remote-camera> element is of type Boolean, as specified in table 9.3.2.7-9, and corresponds to the "AllowedRemoteCamera" element of subclause 13.2.26 in 3GPP TS 24.483 [4].
Table 9.3.2.7-9: Values of <allow-remote-camera>
	"true"
	indicates that the MCVideo user is authorised to remotely activate another MCVideo user's camera.

	"false"
	indicates that the MCVideo user is not authorised to remotely activate another MCVideo user's camera.



The <allow-push-video> element is of type Boolean, as specified in table 9.3.2.7-10, and corresponds to the "AllowedPushVideo" element of subclause 13.2.27 in 3GPP TS 24.483 [4].
Table 9.3.2.7-10: Values of <allow-push-video>
	"true"
	indicates that the MCVideo user is authorised to push a video to another MCVideo user.

	"false"
	indicates that the MCVideo user is not authorised to push a video to another MCVideo user.



The <allow-auto-send-notify> element is of type Boolean, as specified in table 9.3.2.7-11, and corresponds to the "AllowedAutoSendNotify" element of subclause 13.2.28 in 3GPP TS 24.483 [4].
Table 9.3.2.7-11: Values of <allow-auto-send-notify>
	"true"
	indicates that the MCVideo user is authorised to enable and disable the automatic sending of a notification to a second MCVideo user that a video is being pushed to a third MCVideo user.

	"false"
	indicates that the MCVideo user is not authorised to enable and disable the automatic sending of a notification to a second MCVideo user that a video is being pushed to a third MCVideo user.



The <allow-request-affiliated-groups> element is of type Boolean, as specified in table 9.3.2.7-12, and does not appear in the user profile configuration managed object specified in 3GPP TS 24.483 [4]
Table 9.3.2.7-12: Values of <allow-request-affiliated-groups>
	"true"
	Instructs the MCVideo server performing the originating participating MCVideo function for the MCVideo user, that the MCVideo user is authorised to request the list of MCVideo groups to which a specified MCVideo user is affiliated.

	"false"
	Instructs the MCVideo server performing the originating participating MCVideo function for the MCVideo user, that the MCVideo user is not authorised to request the list of MCVideo groups to which the a specified MCVideo user is affiliated.



The <allow-request-to-affiliate-other-users> element is of type Boolean, as specified in table 9.3.2.7-13, and does not appear in the MCVideo user profile configuration managed object specified in 3GPP TS 24.483 [4].
Table 9.3.2.7-13: Values of <allow-request-to-affiliate-other-users>
	"true"
	Instructs the MCVideo server performing the originating participating MCVideo function for the MCVideo user, that the MCVideo user is authorised to request specified MCVideo user(s) to be affiliated to/deaffiliated from specified MCVideo group(s).

	"false"
	instructs the MCVideo server performing the originating participating MCVideo function for the MCVideo user, that the MCVideo user is not authorised to request specified MCVideo user(s) to be affiliated to/deaffiliated from specified MCVideo group(s).



The <allow-recommend-to-affiliate-other-users> element is of type Boolean, as specified in table 9.3.2.7-14, and does not appear in the MCVideo user profile configuration managed object specified in 3GPP TS 24.483 [4].
Table 9.3.2.7-14: Values of <allow-recommend-to-affiliate-other-users>
	"true"
	Instructs the MCVideo server performing the originating participating MCVideo function for the MCVideo user, that the MCVideo user is authorised to recommend to specified MCVideo user(s) to affiliate to specified MCVideo group(s).

	"false"
	instructs the MCVideo server performing the originating participating MCVideo function for the MCVideo user, that the MCVideo user is not authorised to recommend to specified MCVideo user(s) to affiliate to specified MCVideo group(s).



The <allow-regroup> element is of type Boolean, as specified in table 9.3.2.7-15, and corresponds to the "AllowedRegroup" element of subclause 13.2.68 in 3GPP TS 24.483 [4].
Table 9.3.2.7-15: Values of <allow-regroup>
	"true"
	instructs the MCVideo server performing the originating participating MCVideo function for the MCVideo user, that the MCVideo user is locally authorised to send a dynamic regrouping request according to the procedures defined in 3GPP TS 24.481 [5].

	"false"
	instructs the MCVideo server performing the participating MCVideo function for the MCVideo user, that the MCVideo user is not locally authorised to send a dynamic regrouping request according to the procedures defined in 3GPP TS 24.481 [5].



The <allow-presence-status> element is of type Boolean, as specified in table 9.3.2.7-16, and corresponds to the "AllowedPresenceStatus" element of subclause 13.2.69 in 3GPP TS 24.483 [4].
Table 9.3.2.7-16: Values of <allow-presence-status>
	"true"
	indicates to the MCVideo user that their presence on the network is available.

	"false"
	indicates to the MCVideo user that their presence on the network is not available



The <allow-request-presence> element is of type Boolean, as specified in table 9.3.2.7-17, and corresponds to the "AllowedPresence" element of subclause 13.2.70 in 3GPP TS 24.483 [4].
Table 9.3.2.7-17: Values of <allow-request-presence>
	"true"
	indicates that the MCVideo user is locally authorised to request whether a particular MCVideo User is present on the network.

	"false"
	indicates that the MCVideo user is not locally authorised to request whether a particular MCVideo User is present on the network.



The <allow-activate-emergency-alert> element is of type Boolean, as specified in table 9.3.2.7-18, and corresponds to the "AllowedActivateAlert" element of subclause 13.2.29 in 3GPP TS 24.483 [4].
Table 9.3.2.7-18: Values of <allow-activate-emergency-alert>
	"true"
	instructs the MCVideo server performing the originating participating MCVideo function for the MCVideo user, that the MCVideo user is authorised to activate an emergency alert using the procedures defined in 3GPP TS 24.281 [28].

	"false"
	instructs the MCVideo server performing the originating participating MCVideo function for the MCVideo user, that the MCVideo user is not authorised to activate an emergency alert using the procedures defined in 3GPP TS 24.281 [28].



The <allow-cancel-emergency-alert> element is of type Boolean, as specified in table 9.3.2.7-19, and corresponds to the "AllowedCancelAlert" element of subclause 13.2.30 in 3GPP TS 24.483 [4].
Table 9.3.2.7-19: Values of <allow-cancel-emergency-alert>
	"true"
	instructs the MCVideo server performing the originating participating MCVideo function for the MCVideo user, that the MCVideo user is authorised to cancel an emergency alert using the procedures defined in 3GPP TS 24.281 [28].

	"false"
	instructs the MCVideo server performing the originating participating MCVideo function for the MCVideo user, that the MCVideo user is not authorised to cancel an emergency alert using the procedures defined in 3GPP TS 24.281 [28].



The <allow-cancel-emergency-alert-any-user> element is of type Boolean, as specified in table 9.3.2.7-20, and does not appear in the MCVideo user profile configuration managed object specified in 3GPP TS 24.483 [4].
Table 9.3.2.7-20: Values of <allow-cancel-emergency-alert-any-user>
	"true"
	instructs the MCVideo server performing the originating participating MCVideo function for the MCVideo user, that the MCVideo user is authorised to cancel any on-network emergency alert on any MCVideo UE of any user, using the procedures defined in 3GPP TS 24.282 [25].

	"false"
	instructs the MCVideo server performing the originating participating MCVideo function for the MCVideo user, that the MCVideo user is not authorised to cancel any on-network emergency alert on any MCVideo UE of any user, using the procedures defined in 3GPP TS 24.282 [25].



The <allow-enable-disable-user> element is of type Boolean, as specified in table 9.3.2.7-21, and does not appear in the MCVideo user profile configuration managed object specified in 3GPP TS 24.483 [4].
Table 9.3.2.7-21: Values of <allow-enable-disable-user>
	"true"
	indicates that the MCVideo user is locally authorised to enable/disable other MCVideo users from receiving MCVideo service.

	"false"
	indicates that the MCVideo user is not locally authorised to enable/disable other MCVideo users from receiving MCVideo service.



The <allow-enable-disable-UE> element is of type Boolean, as specified in table 9.3.2.7-22, and does not appear in the MCVideo user profile configuration managed object specified in 3GPP TS 24.483 [4].
Table 9.3.2.7-22: Values of <allow-enable-disable-UE>
	"true"
	indicates that the MCVideo user is locally authorised to enable/disable other MCVideo UEs from receiving MCVideo service.

	"false"
	indicates that the MCVideo user is not locally authorised to enable/disable other MCVideo UEs from receiving MCVideo service.



The <allow-off-network-manual-switch> element is of type Boolean, as specified in table 9.3.2.7-23, and corresponds to the "AllowedManualSwitch" element of subclause 13.2.71 in 3GPP TS 24.483 [4].
Table 9.3.2.7-23: Values of <allow-off-network-manual-switch>
	"true"
	instructs the MCVideo server performing the originating participating MCVideo function for the MCVideo user, that the MCVideo user is authorised for manual switch to off-network operation while in on-network, using the procedures defined in 3GPP TS 24.281 [28].

	"false"
	instructs the MCVideo server performing the originating participating MCVideo function for the MCVideo user, that the MCVideo user is not authorised for manual switch to off-network operation while in on-network, using the procedures defined in 3GPP TS 24.281 [28].



The <allow-unlimited-video-streams> element is of type Boolean, as specified in table 9.3.2.7-24, and corresponds to the "AllowedUnlimited" element of subclause 13.2.75 in 3GPP TS 24.483 [4].
Table 9.3.2.7-24: Values of <allow-unlimited-video-streams>
	"true"
	indicates that the MCVideo user is allowed to receive an unlimited number of simultaneous video streams.

	"false"
	indicates that the MCVideo user is not allowed to receive an unlimited number of simultaneous video streams.



The <allow-auto-recv> element is of type Boolean, as specified in table 9.3.2.7-25, and corresponds to the "AllowedAutoRecv" element of subclause 13.2.76 in 3GPP TS 24.483 [4].
Table 9.3.2.7-25: Values of <allow-auto-recv>
	"true"
	indicates that the MCVideo user is authorised to automatically receive video communications.

	"false"
	indicates that the MCVideo user is not authorised to automatically receive video communications.



The <allow-auto-recv-emergency> element is of type Boolean, as specified in table 9.3.2.7-26, and corresponds to the "AllowedAutoRecvEmergency" element of subclause 13.2.77in 3GPP TS 24.483 [4].
Table 9.3.2.7-26: Values of <allow-auto-recv-emergency>
	"true"
	indicates that the MCVideo user is authorised to automatically receive emergency video streams.

	"false"
	indicates that the MCVideo user is not authorised to automatically receive emergency video streams.



The <allow-auto-recv-imminent-peril> element is of type Boolean, as specified in table 9.3.2.7-27, and corresponds to the "AllowedAutoRecvImminentPeril" element of subclause 13.2.78 in 3GPP TS 24.483 [4].
Table 9.3.2.7-27: Values of <allow-auto-recv-imminent-peril>
	"true"
	indicates that the MCVideo user is authorised to automatically receive imminent peril video streams.

	"false"
	indicates that the MCVideo user is not authorised to automatically receive imminent peril video streams.



The <allow-request-override> element is of type Boolean, as specified in table 9.3.2.7-28, and corresponds to the "AllowedRequestOverride" element of subclause 13.2.84 in 3GPP TS 24.483 [4].
Table 9.3.2.7-28: Values of <allow-request-override>
	"true"
	indicates that the MCVideo user is authorised to request to override an active MCVideo transmission.

	"false"
	indicates that the MCVideo user is not authorised to request to override an active MCVideo transmission.



The <allow-select-override> element is of type Boolean, as specified in table 9.3.2.7-29, and corresponds to the "AllowedSelectOverride" element of subclause 13.2.85 in 3GPP TS 24.483 [4].
Table 9.3.2.7-29: Values of <allow-select-override>
	"true"
	indicates that the MCVideo user is authorised to select MCVideo transmissions that can be overridden.

	"false"
	indicates that the MCVideo user is not authorised to select MCVideo transmissions that can be overridden.



The <allow-override-group-call> element is of type Boolean, as specified in table 9.3.2.7-30, and corresponds to the "AllowedOverrideGroupCall" element of subclause 13.2.86 in 3GPP TS 24.483 [4].
Table 9.3.2.7-30: Values of <allow-override-group-call>
	"true"
	indicates that the MCVideo user is authorised to allow MCVideo private communications to override active MCVideo group communications..

	"false"
	indicates that the MCVideo user is not authorised to allow MCVideo private communications to override active MCVideo group communications.



The <allow-off-network> element is of type Boolean, as specified in table 9.3.2.7-31, and corresponds to the "Authorised" element of subclause 13.2.89 in 3GPP TS 24.483 [4].
Table 9.3.2.7-31: Values of <allow-off-network>
	"true"
	Indicates that the MCVideo user is authorised for off-network operation using the procedures defined in 3GPP TS 24.281 [28].

	"false"
	Indicates that the MCVideo user is not authorised for off-network operation using the procedures defined in 3GPP TS 24.281 [28].



The <allow-private-call> element is of type Boolean, as specified in table Table 9.3.2.7-32, and corresponds to the "Authorised" element of subclause 13.2.38I in 3GPP TS 24.483 [4].
Table Table 9.3.2.7-32: Values of <allow-private-call>
	"true"
	instructs the MCVideo server performing the originating participating MCVideo function for the MCVideo user, that the MCVideo user is authorised to request a private call request using the procedures defined in 3GPP TS 24.281 [28].

	"false"
	instructs the MCVideo server performing the originating participating MCVideo function for the MCVideo user, to reject private call request using the procedures defined in 3GPP TS 24.281 [28]. This shall be the default value taken in the absence of the element;



The <allow-manual-commencement> element is of type Boolean, as specified in table 9.3.2.7-33, and corresponds to the "ManualCommence" element of subclause 13.2.38J in 3GPP TS 24.483 [4].
Table 9.3.2.7-33-8: Values of <allow-manual-commencement>
	"true"
	instructs the MCVideo server performing the originating participating MCVideo function for the MCVideo user, that the MCVideo user is authorised to request a private call with manual commencement using the procedures defined in 3GPP TS 24.281 [28]. 

	"false"
	instructs the MCVideo server performing the originating participating MCVideo function for the MCVideo user, that the MCVideo user is not authorised to request a private call with manual commencement using the procedures defined in 3GPP TS 24.281 [28].



The <allow-automatic-commencement> element is of type Boolean, as specified in table 9.3.2.7-34, corresponds to the "AutoCommence" element of subclause 13.2.38K in 3GPP TS 24.4283 [4].
Table 9.3.2.7-34: Values of <allow-automatic-commencement>
	"true"
	instructs the MCVideo server performing the originating participating MCVideo function for the MCVideo user, that the MCVideo user is authorised to request a private call with automatic commencement using the procedures defined in 3GPP TS 24.281 [28].

	"false"
	instructs the MCVideo server performing the originating participating MCVideo function for the MCVideo user, that the MCVideo user is not authorised to request a private call with automatic commencement using the procedures defined in 3GPP TS 24.281 [28].



The <allow-failure-restriction> element is of type Boolean, as specified in table 9.3.2.7-35, and corresponds to the "FailRestrict" element of subclause 13.2.38L in 3GPP TS 24.483 [4].
Table 9.3.2.7-35: Values of <allow-failure-restriction>
	"true"
	instructs the MCVideo server performing the originating participating MCVideo function for the MCVideo user, that the MCVideo user is authorised to restrict the notification of a call failure reason for a private call using the procedures defined in 3GPP TS 24.281 [28].

	"false"
	instructs the MCVideo server performing the originating participating MCVideo function for the MCVideo user, that the MCVideo user is not authorised to restrict the notification of a call failure reason for a private call using the procedures defined in 3GPP TS 24.281 [28].



The <allow-emergency-group-call> element is of type Boolean, as specified in table 9.3.2.7-36, and corresponds to the "Enabled" element of subclause 13.2.38C in 3GPP TS 24.483 [4].
Table 9.3.2.7-36: Values of <allow-emergency-group-call>
	"true"
	instructs the MCVideo server performing the originating participating MCVideo function for the MCVideo user, that the MCVideo user is authorised to request an emergency group call using the procedures defined in 3GPP TS 24.281 [28].

	"false"
	instructs the MCVideo server performing the originating participating MCVideo function for the MCVideo user, that the MCVideo user is not authorised to request an emergency group call using the procedures defined in 3GPP TS 24.281 [28].



The <allow-emergency-private-call> element is of type Boolean, as specified in table 9.3.2.7-37, and corresponds to the "Authorised" element of subclause 13.2.38F in 3GPP TS 24.483 [4].
Table 9.3.2.7-37: Values of <allow-emergency-private-call>
	"true"
	instructs the MCVideo server performing the originating participating MCVideo function for the MCVideo user, that the MCVideo user is authorised to request an emergency private call using the procedures defined in 3GPP TS 24.281 [28].

	"false"
	instructs the MCVideo server performing the originating participating MCVideo function for the MCVideo user, that the MCVideo user is not authorised to request an emergency private call using the procedures defined in 3GPP TS 24.281 [28].



The <allow-cancel-group-emergency> element is of type Boolean, as specified in table 9.3.2.7-38, and corresponds to the "CancelMCVideoGroup" element of subclause 13.2.38D in 3GPP TS 24.483 [4].
Table 9.3.2.7-38: Values of <allow-cancel-group-emergency>
	"true"
	instructs the MCVideo server performing the originating participating MCVideo function for the MCVideo user, that the MCVideo user is authorised to cancel an emergency group call using the procedures defined in 3GPP TS 24.281 [28].

	"false"
	instructs the MCVideo server performing the originating participating MCVideo function for the MCVideo user, that the MCVideo user is not authorised to cancel an emergency group call using the procedures defined in 3GPP TS 24.281 [28].



The <allow-imminent-peril-call> element is of type Boolean, as specified in table 9.3.2.7-39, and corresponds to the "Authorised" element of subclause 13.2.38F in 3GPP TS 24.483 [4].
Table 9.3.2.7-39: Values of <allow-imminent-peril-call>
	"true"
	instructs the MCVideo server performing the originating participating MCVideo function for the MCVideo user, that the MCVideo user is authorised to request an imminent peril group call using the procedures defined in 3GPP TS 24.281 [28].

	"false"
	instructs the MCVideo server performing the originating participating MCVideo function for the MCVideo user, that the MCVideo user is not authorised to request an imminent peril group call using the procedures defined in 3GPP TS 24.281 [28].



The <allow-cancel-imminent-peril> element is of type Boolean, as specified in table 9.3.2.7-40, and corresponds to the "Cancel" element of subclause 13.2.38G in 3GPP TS 24.483 [4].
Table 9.3.2.7-40: Values of <allow-cancel-imminent-peril>
	"true"
	instructs the MCVideo server performing the originating participating MCVideo function for the MCVideo user, that the MCVideo user is authorised to cancel an imminent peril group call using the procedures defined in 3GPP TS 24.281 [28].

	"false"
	instructs the MCVideo server performing the originating participating MCVideo function for the MCVideo user, that the MCVideo user is not authorised to cancel an imminent peril group call using the procedures defined in 3GPP TS 24.281 [28].



The <allow-off-network-group-call-change-to-emergency> element is of type Boolean, as specified in table 9.3.2.7-41, and corresponds to the "EmergencyCallChange" element of subclause 13.2.102A in 3GPP TS 24.483 [4].
Table 9.3.2.7-41: Values of <allow-off-network-group-call-change-to-emergency>
	"true"
	Indicates that the MCVideo user is allowed to to change an off-network group call in-progress to an off-network MCVideo emergency group call.

	"false"
	Indicates that the MCVideo user is not allowed to change an off-network group call in-progress to an off-network MCVideo emergency group call.



The <allow-imminent-peril-change> element is of type Boolean, as specified in table 9.3.2.7-42, and corresponds to the "ImminentPerilCallChange" element of subclause 13.2.102B in 3GPP TS 24.483 [4].
Table 9.3.2.7-42: Values of <allow-imminent-peril-change>
	"true"
	Indicates that the MCVideo user is allowed to to change an off-network group call in-progress to an off-network MCVideo emergency group call.

	"false"
	Indicates that the MCVideo user is not allowed to change an off-network group call in-progress to an off-network MCVideo emergency group call.



The <allow-request-remote-initiated-ambient-viewing> element is of type Boolean, as specified in table 9.43.2.7-43, and corresponds to the "AllowedRemoteInitiatedAmbientViewing" element of subclause Y1 in 3GPP TS 24.483 [4].
Table 9.43.2.7-43: Values of <allow-request-remote-initiated-ambient-viewing>
	"true"
	instructs the MCVideo server performing the controlling MCVideo function for the MCVideo user, that the MCVideo user is authorised to request a remote initiated ambient viewing call using the procedures defined in 3GPP TS 24.281 [28].

	"false"
	instructs the MCVideo server performing the controlling MCVideo function for the MCVideo user, that the MCVideo user is not authorised to request a remote initiated ambient viewing call using the procedures defined in 3GPP TS 24.281 [28].



The <allow-request-locally-initiated-ambient-viewing> element is of type Boolean, as specified in table 9.43.2.7-44, and corresponds to the "AllowedLocallyInitiatedAmbientViewing" element of subclause Y2 in 3GPP TS 24.483 [4].
Table 9.43.2.7-44: Values of <allow-request-locally-initiated-ambient-viewing>
	"true"
	instructs the MCVideo server performing the controlling MCVideo function for the MCVideo user, that the MCVideo user is authorised to request a locally initiated ambient viewing call using the procedures defined in 3GPP TS 24.281 [28].

	"false"
	instructs the MCPVideo server performing the controlling MCVideo function for the MCVideo user, that the MCVideo user is not authorised to request a locally initiated ambient viewing call using the procedures defined in 3GPP TS 24.281 [28].



*** Next change ***
[bookmark: _Toc4580571]9.4.2.7	Data Semantics
The "domain" attribute of the <service-configuration-params> element contains the domain name of the mission critical organization.
The <common> element contains service configuration data common to both on and off network service.
The <on-network> element contains service configuration data for on-network service only.
The <off-network> element contains service configuration data for off-network service only.
In the <common> element:
1)	the <min-length-alias> element contains the minimum length (N3) of alphanumeric names assigned to MCVideo users by the MCVideo administrator, which corresponds to the "MinLengthAliasID" element as specified in subclause 14.2.9 of 3GPP TS 24.483 [4];
2)	the <num-levels- group-hierarchy> element of the <broadcast-group> element contains an integer indicating the number levels of group hierarchy for group-broadcast groups, which corresponds to the "NumLevelGroupHierarchy" element as specified in subclause 14.2.7 of 3GPP TS 24.483 [4]; and
3)	the <num-levels-user-hierarchy> element of the <broadcast-group> element contains an integer indicating the number levels of user hierarchy for user-broadcast groups, which corresponds to the "NumLevelUserHierarchy" element as specified in subclause 14.2.8 of 3GPP TS 24.483 [4];
In the <on-network> element:
1)	the <confidentiality-protection> element of the <signalling-protection> element contains a boolean indicating whether confidentiality protection of MCVideo signalling is enabled or disabled between the MCVideo client and MCVideo server;
2)	the <integrity-protection> element of the <signalling-protection> element contains a boolean indicating whether integrity protection of MCVideo signalling is enabled or disabled between the MCVideo client and MCVideo server;
3)	the <allow-signalling-protection> element of the <protection-between-mcvideo-servers> element contains a boolean indicating whether protection of MCVideo signalling is enabled between MCVideo servers; and
4)	the <allow-transmission-control-protection> element of the <protection-between-mcvideo-servers> element contains a boolean indicating whether protection of MCVideo transmission control signalling is enabled between MCVideo servers.
NOTE:	The default values of the <confidentiality-protection> element, the <integrity-protection> element, the <allow-signalling-protection> element and the <allow-transmission-control-protection> element are "true".
In the <off-network> element:
1)	the <default-prose-per-packet-priority> element contains priority values for off-network calls, for each of the following constituent elements: 
a)	<mcvideo-private-call-signalling> element, which corresponds to the "MCVideoPrivateCallSignalling" element as specified in subclause 14.2.12 of 3GPP TS 24.483 [4];
b)	<mcvideo-private-call-media> element, which corresponds to the "MCVideoPrivateCallMedia" element as specified in subclause 14.2.13 of 3GPP TS 24.483 [4];
c)	<mcvideo-emergency-private-call-signalling> element, which corresponds to the "MCVideoEmergencyPrivateCallSignalling" element as specified in subclause 14.2.14 of 3GPP TS 24.483 [4]; and
d)	<mcvideo-emergency-private-call-media> element, which corresponds to the "MCVideoEmergencyPrivateCallMedia" element as specified in subclause 14.2.15 of 3GPP TS 24.483 [4];
2)	the <private-call> element contains configuration values for off-network private calls, for each of the following constituent elements: 
a)	<mcvideo-max-duration> element contains the maximum duration allowed for an off-network private call, as specified in subclause 14.2.17 of 3GPP TS 24.483 [4]; and
3)	the <num-levels-priority-hierarchy> element contains a priority hierarchy for determining what participants, participant types, and urgent transmission types shall be granted a request to override an active off-network MCVideo transmission, which corresponds to the "NumLevelHierarchy" element as specified in subclause 14.2.18 of 3GPP TS 24.483 [4]. Absence of the <num-levels-priority-hierarchy> element in the <off-network> element indicates that the lowest possible value is used according to the schema to represent the priority hierarchy.
*** Next change ***
[bookmark: _Toc4580589]10.2.2.7	Data Semantics
The "domain" attribute of the <mcdata-UE-configuration> element contains the domain name of the mission critical organization.
The <name> element of the <mcdata-UE- configuration> element contains the user displayable name of the MCData UE configuration document and corresponds to the "Name" element of subclause 9.2.3 in 3GPP TS 24.483 [4].
The creator of the MCData UE configuration document may include an <mcdata-UE-id> element in the version of the MCData UE configuration document that is uploaded to the CMS and may also appear in the MCData UE configuration document when downloaded by the MCData system administrator. The <mcdata-UE-id> element does not appear in the MCData UE configuration document that is configured to the MCData UE. If an <mcdata-UE-id> element is included then the MCData UE configuration document applies only to the MCData UE(s) identified by the <mcdata-UE-id> element. If no <mcdata-UE-id> element is included then the MCData UE configuration document applies to all the MCData UEs of the domain.
If one or more optional <Instance-ID-URN> elements is included in the <mcdata-UE-id> element then the MCData UE configuration document applies to the MCData UE with an instance ID equal to the instance ID contained in the <Instance-ID-URN> element.
The <TAC> element of the <IMEI-range> element contains the Type Allocation Code of the MCData UE.
The optional <SNR> element of the <IMEI-range> element contains the individual serial number uniquely identifying MCData UE within the Type Allocation Code contained in the <TAC> element that the MCData UE configuration document applies to.
If an optional <SNR-range> element is included within the <IMEI-range> element then the MCData UE configuration document applies to all MCData UEs within the Type Allocation Code contained in the <TAC> element with the serial number equal or greater than the serial number contained in the <Low-SNR> element and less than or equal to the serial number contained in the <High-SNR> element.
If no <SNR> element nor <SNR-range> element is included within the <IMEI-range> element then the MCData UE configuration document applies to all the MCData UE(s) with the Type Allocation Code contained within the <TAC> element of the <IMEI-range> element.
If no <mcdata-UE-id> element is included then the MCData UE configuration document applies to all MCData UEs of the mission critical organization identified in the "domain" attribute.
The <common> element contains MCData UE configuration data common to both on and off network operation.
The <on-network> element contains MCData UE configuration data for on-network operation only.
In the <common> element:
1)	the <Max-Simul-SDS-Txns-Nc4> element of the <short-data-service> element contains an integer indicating the maximum number of simultaneous SDS transactions (Nc4) allowed for an MCData UE for on-network or off-network group SDS and corresponds to the "MaxSDSNc4" element of subclause 9.2.7 in 3GPP TS 24.483 [4];
2)	the <SDS-Presentation-Priority> element of the <short-data-service> element corresponds to the "SDSPresentationPriority" element of subclause 9.2.8 in 3GPP TS 24.483 [4] and contains a list of <MCData-Group-Priority> elements that contains: 
a)	<MCData-Group-ID> element identifying an MCData group that corresponds to the "MCDataGroupID" element of subclause 9.2.10 in 3GPP TS 24.483 [4]; and 
b)	a <group-priority-hierarchy> element that contains an integer that identifies the relative priority level of that MCData group with 0 being the lowest priority and 255 being the highest priority and corresponds to the "MCDataGroupPriorityHierarchy" element of subclause 9.2.11 in 3GPP TS 24.483 [4].
3)	the <Max-Simul-FD-Txns-Nc4> element of the <file-distribution> element contains an integer indicating the maximum number of simultaneous FD transactions (Nc4) allowed for an MCData UE for on-network or off-network group FD and corresponds to the "MaxFDNc4" element of subclause 9.2.12 in 3GPP TS 24.483 [4];
4)	the <FD-Presentation-Priority> element of the <file-distribution> element corresponds to the "FDPresentationPriority" element of subclause 9.2.13 in 3GPP TS 24.483 [4] and contains a list of <MCData-Group-Priority> elements that contains: 
a)	<MCData-Group-ID> element identifying an MCData group that corresponds to the "MCDataGroupID" element of subclause 9.2.15 in 3GPP TS 24.483 [4]; and 
b)	a <group-priority-hierarchy> element that contains an integer that identifies the relative priority level of that MCData group with 0 being the lowest priority and 255 being the highest priority and corresponds to the "MCDataGroupPriorityHierarchy" element of subclause 9.2.16 in 3GPP TS 24.483 [4].
5)	the <Conversation-Presentation-Priority> element of the <conversation-management> element corresponds to the "ConversationPresentationPriority" element of subclause 9.2.17 in 3GPP TS 24.483 [4] and contains a list of <MCData-Group-Priority> elements that contains: 
a)	<MCData-Group-ID> element identifying an MCData group that corresponds to the "MCDataGroupID" element of subclause 9.2.19 in 3GPP TS 24.483 [4]; and 
b)	a <group-priority-hierarchy> element that contains an integer that identifies the relative priority level of that MCData group with 0 being the lowest priority and 255 being the highest priority and corresponds to the "MCDataGroupPriorityHierarchy" element of subclause 9.2.20 in 3GPP TS 24.483 [4].
6)	the <Max-Simul-Data-Transmissions-Nc4> element of the <transmission-control> element contains an integer indicating the maximum number of simultaneous data transmissions (Nc4) allowed for an MCData UE for on-network or off-network group data transmissions and corresponds to the "MaxTCNc4" element of subclause 9.2.21 in 3GPP TS 24.483 [4];
7)	the <Max-Data-Transmissions-In-Group-Nc5> element of the <transmission-control> element contains an integer indicating the maximum number of data transmissions in a group (Nc5) allowed for an MCData UE for on-network or off-network group data transmission and corresponds to the "MaxTCNc5" element of subclause 9.2.22 in 3GPP TS 24.483 [4];
8)	the <Data-Presentation-Priority> element of the <transmission-control> element corresponds to the "DataPresentationPriority" element of subclause 9.2.23 in 3GPP TS 24.483 [4] and contains a list of <MCData-Group-Priority> elements that contains: 
a)	<MCData-Group-ID> element identifying an MCData group that corresponds to the "MCDataGroupID" element of subclause 9.2.25 in 3GPP TS 24.483 [4]; and 
b)	a <group-priority-hierarchy> element that contains an integer that identifies the relative priority level of that MCData group with 0 being the lowest priority and 255 being the highest priority and corresponds to the "MCDataGroupPriorityHierarchy" element of subclause 9.2.26 in 3GPP TS 24.483 [4].
9)	the <Max-Simul-Data-Receptions-Nc4> element of the <reception-control> element contains an integer indicating the maximum number of simultaneous data receptions (Nc4) allowed for an MCData UE for on-network or off-network group data transmissions and corresponds to the "MaxRCNc4" element of subclause 9.2.27 in 3GPP TS 24.483 [4];
10)	the <Max-Data-Receptions-In-Group-Nc5> element of the <transmission-control> element contains an integer indicating the maximum number of data receptions in a group (Nc5) allowed for an MCData UE for on-network or off-network group data transmission and corresponds to the "MaxRCNc5" element of subclause 9.2.28in 3GPP TS 24.483 [4];
In the <on-network> element:
1)	if the <Relay-Service> element is set to "true" the MCData UE is allowed to offer a relay service, and if set to "false" the MCData UE is not allowed to offer relay service. This attribute corresponds to the "RelayService" element of subclause 9.2.30 in 3GPP TS 24.483 [4];
2)	an <IPv6Preferred> element which corresponds to the "IPv6Preferred" element of subclause 9.2.31 in 3GPP TS 24.483 [4],
a)	if the UE has both IPv4 and IPv6 host configuration:
i)	if IPv6Preferred is set to true then the UE shall use IPv6 for all on‑network signalling and media; and
ii)	if IPv6Preferred is set to false then the UE shall use IPv4 for all on‑network signalling and media;
b)	if the UE has only IPv4 host configuration then the UE shall use IPv4 for all on‑network signalling and media; and 
c)	if the UE has only IPv6 host configuration then the UE shall use IPv6 for all on‑network signalling and media; and
3)	the <Relayed-MCData-Groups> element of the <Relay-Service> element which corresponds to the "RelayedMCDataGroup" element of subclause 9.2.32 in 3GPP TS 24.483 [4] contains:
 a)	a list of <Relay-MCData-Group-ID> elements that contains:
i)	"MCData-Group-ID" attribute identifying an MCData group that is allowed to be used via a relay and corresponds to the "MCDataGroupID" element of subclause 9.2.34 in 3GPP TS 24.483 [4]; and 
ii)	a <Relay-Service-Code> element as specified in 3GPP TS 24.333 [12] which corresponds to the "RelayServiceCode" element of subclause 9.2.35 in 3GPP TS 24.483 [4].
*** Next change ***
[bookmark: _Toc4580599]10.3.2.1	Structure
The MCData user profile configuration document structure is specified in this subclause.
The <mcdata-user-profile> document:
1)	shall include an "XUI-URI" attribute;
2)	may include a <Name> element;
3)	shall include one <Status> element;
4)	shall include a "user-profile-index" attribute;
5)	may include any other attribute for the purposes of extensibility;
6)	may include one <ProfileName> element;
7)	may include a <Pre-selected-indication> element;
8)	shall include one or more <Common> elements, each of which:
a)	shall have an "index" attribute;
b)	shall include one <UserAlias> element containing one or more <alias-entry> elements
c)	shall include one <MCDataUserID> element that contains an <entry> element;
d)	may include one <MCDataUserID-KMSURI> element that contains an <entry> element;
e)	may contain one <ParticipantType> element;
f)	shall contain one <MissionCriticalOrganization>;
g)	shall include one <FileDistribution> element. The <FileDistribution> element contains:
i)	one or more <FD-Cancel-List-Entry> elements containing:
A)	an <MCData-ID> element that contains an <entry> element; and
B)	a <MCData-ID-KMSURI> element that contains an <entry> element; 
h)	shall include one <TxRxControl> element. The <TxRxControl> element contains:
i)	one <MaxData1To1> element;
ii)	one <MaxTime1to1> element; and
iii)	an <TxReleaseList> element that contains zero or more <entry> elements; and
i)	shall include one <GroupEmergencyAlert> element containing an <entry> element;
j)	may contain an <One-to-One-Communication> element containing:
i)	one or more <One-to-One-CommunicationListEntry> elements containing:
A)	an <MCData-ID> element that contains an <entry> element;
B)	a <ProSeUserID-entry> element; and
C)	a <MCData-ID-KMSURI> element that contains an <entry> element; 
9)	shall include zero or more <OnNetwork> elements each of which:
a)	shall have an "index" attribute;
b)	shall include one or more <MCDataGroupInfo> elements each containing:
i)	an <MCData-Group-ID> element containing an <entry> element;
ii)	an <GMS-App-Serv-Id> element containing one or more <entry> elements;
iii)	an <IdMS-Token-Endpoint> element containing one or more <entry> elements; and
iv)	one <RelativePresentationPriority> element;
c)	shall include one <MaxAffiliationsN2>element; 
d)	may include an <ImplicitAffiliations> element, containing one or more <entry> elements;
e)	may include a <PresenceStatus> element containing one or more <entry> elements;
f)	may include a <RemoteGroupChange> element, containing one or more <entry> elements;
g)	may contain one <ConversationManagement> element containing
i)	one or more <MCDataGroupHangTime> elements each containing:
A)	an <MCData-Group-ID> element containing an <entry> element; and
B)	a <Hang-Time> element
ii)	a <DeliveredDisposition> element, containing zero or more <entry> elements; and
iii)	a <ReadDisposition> element, containing zero or more <entry> elements; and
h)	shall include one <One-To-One-EmergencyAlert> element containing an <entry> element;
10)	shall include zero or more <OffNetwork> elements each of which:
a)	shall contain an "index" attribute;
b)	shall include one or more <MCDataGroupInfo> elements each containing:
i)	an <MCData-Group-ID> element containing an <entry> element;
ii)	an <GMS-App-Serv-Id> element containing one or more <entry> elements;
iii)	an <IdMS-Token-Endpoint> element containing one or more <entry> elements; and
iv)	one <RelativePresentationPriority> element; and
c)	a <User-Info-Id> element; and
11)	a <ruleset> element conforming to IETF RFC 4745 [13] containing a sequence of zero or more <rule> elements:
a)	the <conditions> of a <rule> element may include the <identity> element as described in IETF RFC 4745 [13]; and
b)	the <actions> child element of any <rule> element may contain:
i)	an <allow-create-delete-user-alias> element;
ii)	an <allow-create-group-broadcast- group> element;
iii)	an <allow-create-user-broadcast-group> element; 
iv)	an <allow-transmit-data> element;
v)	an <allow-request-affiliated-groups> element;
vi)	an <allow-request-to-affiliate-other-users> element;
vii)	an <allow-recommend-to-affiliate-other-users> element;
viii)	an <allow-regroup> element;
ix)	an <allow-presence-status> element;
x)	an <allow-request-presence> element;
xi)	an <allow-activate-emergency-alert> element;
xii)	an <allow-cancel-emergency-alert> element;
xiii)	an <allow-cancel-emergency-alert-any-user> element;
xiv)	an <allow-enable-disable-user> element;
xv)	an <allow-enable-disable-UE> element;
xvi)	an <allow-off-network-manual-switch> element; and
xvii)	an <allow-off-network> element.
The <entry> elements: 
1)	shall contain a <uri-entry> element;
2)	shall contain an "index" attribute; 
3)	may contain a <display-name> element; and
4)	may contain an "entry-info" attribute.
The <ProSeUserID-entry> elements:
1)	shall contain a <DiscoveryGroupID> element;
2)	shall contain an <User-Info-ID> element; and
3)	shall contain an "index" attribute.
*** Next change ***
[bookmark: _Toc4580605]10.3.2.7	Data Semantics
Editor's Note: In the bullets specified in this subclause, the <kms-sec> element of the <App-Server-Info> of the MCS UE initial configuration document needs to be specified in line with the CR#0055 in TS 23.280 (S6-170728) and a corresponding "KMSSEC" element will also need to be specified in the initial configuration document under the AppServerInfo node.
The <Name> element is of type "token", and corresponds to the "Name" element of subclause 10.2.3 in 3GPP TS 24.483 [4].
The <alias-entry> element of the <UserAlias> element is of type "token" and indicates an alphanumeric alias of the MCData user, and corresponds to the leaf nodes of the "UserAlias" element of subclause 10.2.13 in 3GPP TS 24.483 [4].
The <uri-entry> element is of type "anyURI" and when it appears within:
-	the <MCDataUserID> element of the <Common> element, contains the MCData user identity (MCData ID) of the MCData user, and corresponds to the "MCDataUserID" element of subclause 10.2.21 in 3GPP TS 24.483 [4];
-	the <MCDataUserID-KMSURI> element of the <Common> element contains the KMS URI for the security domain of the MCData user identity (MCData ID) of the MCData user and corresponds to the "MCDataUserIDKMSURI" element of subclause 10.2.9A in 3GPP TS 24.483 [4]. If this parameter is absent, the KMS URI is identified by the <kms-sec> element of the <App-Server-Info> of the MCS UE initial configuration document as specified in subclause 7.2.2.1;-	the <MCData-ID> element of the <One-to-One-Communication-ListEntry> element of the <One-to-One-Communication> element of the <Common> element, contains the MCData user identity (MCData ID) of an MCData user that the configured MCData user is authorised to initiate a one-to-one communication, and corresponds to the "MCDataID" element of subclause 10.2.16E in 3GPP TS 24.483 [4];
-	the <MCData-ID-KMSURI> element of the <One-to-One-Communication-ListEntry> element of the <One-to-One-Communication> element of the <Common> element, contains the KMS URI for the security domain of the MCData user identity (MCData ID) of an MCData user that the configured MCData user is authorised to initiate a one-to-one communication, and corresponds to the "MCDataIDKMSURI" element of subclause 10.2.16H in 3GPP TS 24.483 [4]. If this parameter is absent, the KMS URI is identified by the <kms-sec> element of the <App-Server-Info> of the MCS UE initial configuration document as specified in subclause 7.2.2.1;
-	the <MCData-Group-ID> element of the <MCDataGroupInfo> element of the <OnNetwork> element contains the MCData group ID of an on-network MCData group for use by the configured MCData user, and corresponds to the "MCDataGroupID" element of subclause 10.2.47 in 3GPP TS 24.483 [4];
-	the <Group-KMSURI> element of the <MCDataGroupInfo> element of the <OnNetwork> element contains the KMS URI for the security domain of the MCData group identity (MCData Group ID) of the on-network MCData group and corresponds to the "MCDataGroupIDKMSURI" element of subclause 10.2.54A in 3GPP TS 24.483 [4]. If this parameter is absent, the KMS URI is identified by the <kms-sec> element of the <App-Server-Info> of the MCS UE initial configuration document as specified in subclause 7.2.2.1;
-	the <MCData-Group-ID> element of the <MCDataGroupInfo> element of the <OffNetwork> element contains the MCData group ID of an off-network MCData group for use by the configured MCData user, and corresponds to the "MCDataGroupID" element of subclause 10.2.103 in 3GPP TS 24.483 [4];
-	the <Group-KMSURI> element of the <MCDataGroupInfo> element of the <OffNetwork> element contains the KMS URI for the security domain of the MCData group identity (MCData Group ID) of the off-network MCData group and corresponds to the "MCDataGroupIDKMSURI" element of subclause 10.2.110A in 3GPP TS 24.483 [4]. If this parameter is absent, the KMS URI is identified by the <kms-sec> element of the <App-Server-Info> of the MCS UE initial configuration document as specified in subclause 7.2.2.1;
-	the <entry> element of the <GMS-App-Serv-Id> list element of the <MCDataGroupInfo> element of the <OnNetwork> element, contains the URI of the group management server hosting the on-network MCData group identified by the <MCData-Group-ID> element, and corresponds to the "GMSAppServId" element of subclause 10.2.51 in 3GPP TS 24.483 [4];
-	the <entry> element of the <IdMS-Token-Endpoint> list element of the <MCDataGroupInfo> element of the <OnNetwork> element, contains the URI used to contact the identity management server token endpoint for the on-network MCData group identified by the <MCData-Group-ID> element, and corresponds to the "IdMSTokenEndPoint" element of subclause 10.2.54 in 3GPP TS 24.483 [4]. If the entry element is empty, the idms-auth-endpoint and idms-token-endpoint present in the MCS UE initial configuration document are used;
-	the <entry> element of the <GMS-App-Serv-Id> list element of the <MCDataGroupInfo> element of the <OffNetwork> element, contains the URI of the group management server hosting the off-network MCData group identified by the <MCData-Group-ID> element, and corresponds to the "GMSAppServId" element of subclause 10.2.107 in 3GPP TS 24.483 [4];
-	the <entry> element of the <IdMS-Token-Endpoint> list element of the <MCDataGroupInfo> element of the <OffNetwork> element, contains the URI used to contact the identity management server token endpoint for the off-network MCData group identified by the <MCData-Group-ID> element, and corresponds to the "IdMSTokenEndPoint" element of subclause 10.2.110 in 3GPP TS 24.483 [4]. If the entry element is empty, the idms-auth-endpoint and idms-token-endpoint present in the MCS UE initial configuration document are used;
-	the <MCData-Group-ID> element of the <MCDataGroupHangTime> element of the <ConversationManagement> element of the <OnNetwork> element, contains the MCData group ID of an MCData group for which the MCData user has an associated <Hang-Time> duration, and corresponds to the "MCDataGroupID" element of subclause 10.2.76 in 3GPP TS 24.483 [4];
-	the <MCData-ID> element of the <FD-Cancel-List-Entry> list element of the <FileDistribution> element of the <Common> element, indicates an MCData ID of an MCData user that is allowed to cancel distribution of files beings sent or waiting to be sent, and corresponds to the "MCDataID" element of subclause 10.2.21 in 3GPP TS 24.483 [4];
-	the <MCData-ID-KMSURI> element of the <FD-Cancel-List-Entry> list element of the <FileDistribution> element of the <Common> element element contains the KMS URI for the security domain of the MCData user identity (MCData ID) of an MCData user that the configured MCData user is authorised to initiate a one-to-one communication, and corresponds to the "MCDataIDKMSURI" element of subclause 10.2.21A in 3GPP TS 24.483 [4]. If this parameter is absent, the KMS URI is identified by the <kms-sec> element of the <App-Server-Info> of the MCS UE initial configuration document as specified in subclause 7.2.2.1;
-	the <entry> element of the <TxReleaseList> list element of the <TxRxControl> element of the <Common> element, indicates an MCData ID of an MCData user that this MCData user is allowed to request release of an ongoing transmission and corresponds to the "MCDataID" element of subclause 10.2.30 in 3GPP TS 24.483 [4];
-	the <entry> element of the <GroupEmergencyAlert> element of the <Common> element, indicates the MCData group recipient for an MCData emergency Alert and corresponds to the "ID" element of subclause 10.2.38 in 3GPP TS 24.483 [4];
-	the <entry> element of the <ImplicitAffiliations> list element of the <OnNetwork> element indicates an MCData group ID of an MCData group that the MCData user is implicitly affiliated with, and corresponds to the "MCDataGroupID" element of subclause 10.2.59 in 3GPP TS 24.483 [4];
-	the <entry> element of the <PresenceStatus> list element of the <OnNetwork> element indicates an MCData ID of an MCData user that the configured MCData user is authorised to obtain presence status, and corresponds to the "MCDataID" element of subclause 10.2.64 in 3GPP TS 24.483 [4];
-	the <entry> element of the <RemoteGroupChange> list element of the <OnNetwork> element indicates an MCData ID of an MCData user whose selected groups are authorised to be remotely changed by the configured MCData user and corresponds to the "MCDataID" element of subclause 10.2.69 in 3GPP TS 24.483 [4];
-	the <entry> element of the <DeliveredDisposition> list element of the <ConversationManagement> element of the <OnNetwork> element, indicates an MCData ID of an MCData user who is to be sent a message delivered disposition notification in addition to the message sender and corresponds to the "MCDataID" element of subclause 10.2.82 in 3GPP TS 24.483 [4];
-	the <entry> element of the <ReadDisposition> list element of the <ConversationManagement> element of the <OnNetwork> element, indicates an MCData ID of an MCData user who is to be sent a message delivered disposition notification in addition to the message sender, and corresponds to the "MCDataID" element of subclause 10.2.87 in 3GPP TS 24.483 [4]; and
-	the <entry> element of the <One-To-One-EmergencyAlert> element of the <OnNetwork> element indicates the MCData user recipient for an on-network MCData emergency one-to-one alert and corresponds to the "ID" element of subclause 10.2.91 in 3GPP TS 24.483 [4].
The <DiscoveryGroupID> element is of type "hexBinary" and is used as the Discovery Group ID in the ProSe discovery procedures as specified in 3GPP TS 23.303 [18] and 3GPP TS 23.334 [19]. When it appears within:
-	the <ProSeUserID-entry> element of the <One-To-One-CommunicationListEntry> element of the <One-To-One-Communication> element of the <OffNetwork> element, it identifies the Discovery Group ID that the MCData UE uses to initiate a one-to-one communication during off-network operation and corresponds to the "DiscoveryGroupID" element of subclause 10.2.16F in 3GPP TS 24.483 [4].
The <display-name> element is of type "string", contains a human readable name and when it appears within:
-	the <MCData-ID> element of the <One-to-One-CommunicationListEntry> element of the <One-to-One-Communication> element of the <OffNetwork> element, contains the name of an MCData user that the configured MCData user is authorised to initiate a one-to-one communication, and corresponds to the "DisplayName" element of subclause 10.2.16I in 3GPP TS 24.483 [4];
-	the <MCData-Group-ID> element of the <MCDataGroupInfo> element of the <OnNetwork> element contains the name of an on-network MCData group for use by the configured MCData user, and corresponds to the "DisplayName" element of subclause 10.2.48 in 3GPP TS 24.483 [4];
-	the <MCData-Group-ID> element of the <MCDataGroupInfo> element of the <OffNetwork> element contains the name of an off-network MCData group for use by the configured MCData user, and corresponds to the "DisplayName" element of subclause 10.2.104 in 3GPP TS 24.483 [4];
-	the <MCData-Group-ID> element of the <MCDataGroupHangTime> element of the <ConversationManagement> element of the <OnNetwork> element, contains the name of an MCData group for which the MCData user has an associated <Hang-Time> duration, and corresponds to the "DisplayName" element of subclause 10.2.77 in 3GPP TS 24.483 [4];
-	the <MCData-ID> element of the <FD-Cancel-List-Entry> list element of the <FileDistribution> element of the <Common> element, indicates the name of an MCData user that is allowed to cancel distribution of files beings sent or waiting to be sent and corresponds to the "DisplayName" element of subclause 10.2.22 in 3GPP TS 24.483 [4];
-	the <entry> element of the <TxReleaseList> list element of the <TxRxControl> element of the <Common> element, indicates the name of an MCData user that is allowed to request release of an ongoing transmission and corresponds to the "DisplayName" element of subclause 10.2.31 in 3GPP TS 24.483 [4];
-	the <entry> element of the <GroupEmergencyAlert> element of the <Common> element, indicates the name of the MCData group recipient for an MCData emergency Alert and corresponds to the "DisplayName" element of subclause 10.2.39 in 3GPP TS 24.483 [4];
-	the <entry> element of the <ImplicitAffiliations> list element of the <OnNetwork> element indicates the name of an MCData group that the MCData user is implicitly affiliated with, and corresponds to the "DisplayName" element of subclause 10.2.60 in 3GPP TS 24.483 [4];;
-	the <entry> element of the <PresenceStatus> list element of the <OnNetwork> element indicates the name of an MCData user that the configured MCData user is authorised to obtain presence status of, and corresponds to the "DisplayName" element of subclause 10.2.65 in 3GPP TS 24.483 [4];;
-	the <entry> element of the <RemoteGroupChange> list element of the <OnNetwork> element indicates the name of an MCData user whose selected groups are authorised to be remotely changed by the configured MCData user and corresponds to the "DisplayName" element of subclause 10.2.70 in 3GPP TS 24.483 [4];
-	the <entry> element of the <DeliveredDisposition> list element of the <ConversationManagement> element of the <OnNetwork> element, indicates the name of an MCData user who is to be sent a message delivered disposition notification in addition to the message sender, and corresponds to the "DisplayName" element of subclause 10.2.83 in 3GPP TS 24.483 [4];
-	the <entry> element of the <ReadDisposition> list element of the <ConversationManagement> element of the <OnNetwork> element, indicates the name of an MCData user who is to be sent a message read disposition notification in addition to the message sender, and corresponds to the "DisplayName" element of subclause 10.2.88 in 3GPP TS 24.483 [4]; and
-	the <entry> element of the <One-To-One-EmergencyAlert> element of the <OnNetwork> element indicates the name of the MCData user recipient for an on-network MCData emergency one-to-one alert and corresponds to the "DisplayName" element of subclause 10.2.92 in 3GPP TS 24.483 [4].
The "index" attribute is of type "token" and is included within some elements for uniqueness purposes, and does not appear in the user profile configuration managed object specified in 3GPP TS 24.483 [4].
The <Status> element is of type "Boolean" and indicates whether this particular MCData user profile is enabled or disabled and corresponds to the "Status" element of subclause 10.2.121 in 3GPP TS 24.483 [4]. When set to "true" this MCData user profile is enabled. When set to "false" this MCData user profile is disabled.
The "user-profile-index" is of type "unsignedByte" and indicates the particular MCData user profile configuration document in the collection and corresponds to the "MCDataUserProfileIndex" element of subclause 10.2.8 in 3GPP TS 24.483 [4].
The <ProfileName> element is of type "token" and specifies the name of the MCData user profile configuration document in the MCData user profile XDM collection and corresponds to the "MCDataUserProfileName" element of subclause 10.2.9 in 3GPP TS 24.483 [4].
The <Pre-selected-indication> element is of type "mcdataup:empty Type". Presence of the <Pre-selected-indication> element indicates that this particular MCData user profile is designated to be the pre-selected MCData user profile as defined in 3GPP TS 23.282 [24], and corresponds to the "PreSelectedIndication" element of subclause 10.2.10 in 3GPP TS 24.483 [4]. Absence of the <Pre-selected-indication> element indicates that this MCData user profile is not designated as the pre-selected MCData user profile within the collection of MCData user profiles for the MCData user or is the only MCData user profile within the collection and is the pre-selected MCData user profile by default.
The "XUI-URI" attribute is of type "anyURI" that contains the XUI of the MCData user for whom this MCData user profile configuration document is intended and does not appear in the user profile configuration managed object specified in 3GPP TS 24.483 [4].
The <ParticipantType> element of the <Common> element is of type "token" and indicates the functional category of the MCData user (e.g., first responder, second responder, dispatch, dispatch supervisor). The <ParticipantType> element corresponds to the "ParticipantType" element of subclause 10.2.15 in 3GPP TS 24.483 [4].
The <MissionCriticalOrganization> element of the <Common> element is of type "string" and indicates the name of the mission critical organization the MCData User belongs to. The <MissionCriticalOrganization> element corresponds to the "Organization" element of subclause 10.2.16 in 3GPP TS 24.483 [4].
The <MaxData1To1> element of the <TxRxControl> element of the <Common> element is of type "positive integer" and indicates the maximum amount of data (in megabytes) that an MCData user can transmit in a single request during one-to-one communication. The <MaxData1To1> element corresponds to the "MaxData1To1" element of subclause 10.2.25 in 3GPP TS 24.483 [4].
The <MaxTime1To1> element of the <TxRxControl> element of the <Common> element is of type "duration" and indicates the maximum amount of time that an MCData user can transmit for in a single request during one-to-one communication. The <MaxTime1To1> element corresponds to the "MaxTime1To1" element of subclause 10.2.26 in 3GPP TS 24.483 [4].
The <RelativePresentationPriority> element is of type "nonNegativeInteger" and when it appears in:
-	the <MCDataGroupInfo> element of the <OnNetwork> element, contains an integer value between 0 and 255 indicating the presentation priority of the on-network group relative to other on-network groups and on-network users, and corresponds to the "PresentationPriority" element of subclause 10.2.55 in 3GPP TS 24.483 [4]; and
-	the <MCDataGroupInfo> element of the <OffNetwork> element, contains an integer value between 0 and 255 indicating the presentation priority of the off-network group relative to other off-network groups and off-network users, and corresponds to the "PresentationPriority" element of subclause 10.2.111 in 3GPP TS 24.483 [4];
The <MaxAffiliationsN2> element is of type "nonNegativeInteger", and indicates the maximum number of MCData groups that the MCData user is authorised to affiliate with, and corresponds to the "MaxAffiliationsN2" element of subclause 10.2.71 in 3GPP TS 24.483 [4].
The <HangTime> element of the <MCDataGroupHangTime> element of the <ConversationManagement> element of the <OnNetwork> element is of type "duration", and contains the conversation hang time associated with the configured MCData group, for the MCData user, and corresponds to the "HangTime" element of subclause 10.2.78 in 3GPP TS 24.483 [4];
The <User-Info-ID> element is of type "hexBinary". When the <User-Info-ID> element appears within:
-	the <ProSeUserID-entry> element of the <One-to-One-CommunicationListEntry> element of the <One-To-One-Communication> element of the <Off-Network> element indicates the ProSe "User Info ID" as defined in 3GPP TS 23.303 [18] and 3GPP TS 24.334 [19] of the recipient MCData user for a one-to-one communication and corresponds to the "UserInfoID" element of subclause 10.2.16G in 3GPP TS 24.483 [4]; and
-	the <OffNetwork> element, indicates the ProSe "User Info ID" as defined in 3GPP TS 23.303 [18] and 3GPP TS 24.334 [19] of the MCData UE for off-network operation and corresponds to the "UserInfoID" element of subclause 10.2.112 in 3GPP TS 24.483 [4].
The "entry-info" attribute is of type "string" and when it appears within:
-	the <entry> element within the <GroupEmergencyAlert> element of the <Common> element, it corresponds to the "Usage" element of subclause 10.2.40 in 3GPP TS 24.483 [4] and indicates to use as the destination address for a group emergency alert:
a)	the MCData user currently selected MCData group if the "entry-info" attribute has the value of 'UseCurrentlySelectedGroup'; and
b)	the value in the <uri-entry> element within the <entry> element of the <GroupEmergencyAlert> element for an on-network group emergency alert, if the "entry-info" attribute has the value of:
i)	'DedicatedGroup'; or
ii)	'UseCurrentlySelectedGroup' and the MCData user has no currently selected MCData group; and
-	the <entry> element within the <One-To-One-EmergencyAlert> element of the <OnNetwork> element, it corresponds to the "Usage" element of subclause 10.2.93 in 3GPP TS 24.483 [4] and indicates to use as the destination address for on-network one-to-one emergency alert:
a)	the MCData ID of an MCData user that is selected by the MCData user if the "entry-info" attribute has the value of 'LocallyDetermined'; and
b)	the value in the <uri-entry> element within the <entry> element of the <One-To-One-EmergencyAlert> element, if the "entry-info" attribute has the value of:
i)	'UsePreConfigured'; or
ii)	'LocallyDetermined' and the MCData user has no currently selected MCData user.
The <allow-create-delete-user-alias> element is of type Boolean, as specified in table 10.3.2.7-1, and corresponds to the "AuthorisedAlias" element of subclause 10.2.14 in 3GPP TS 24.483 [4].
Table 10.3.2.7-1: Values of <allow-create-delete-user-alias>
	"true"
	indicates that the MCData user is locally authorised to create or delete aliases of an MCData user and its associated user profiles.

	"false"
	indicates that the MCData user is not locally authorised to create or delete aliases of an MCData user and its associated user profiles.



The <allow-create-group-broadcast- group> element is of type Boolean, as specified in table 10.3.2.7-2, and corresponds to the "Authorised" element of subclause 10.2.33 in 3GPP TS 24.483 [4].
Table 10.3.2.7-2: Values of <allow-create-group-broadcast- group>
	"true"
	indicates that the MCData user is locally authorised to send a request to create a group-broadcast group according to the procedures of 3GPP TS 24.481 [5].

	"false"
	Indicates that the MCData user is not locally authorised to send a request to create a group-broadcast group according to the procedures of 3GPP TS 24.481 [5].



The <allow-create-user-broadcast-group> element is of type Boolean, as specified in table 10.3.2.7-3, and corresponds to the "Authorised" element of subclause 10.2.35 in 3GPP TS 24.483 [4].
Table 10.3.2.7-3: Values of <allow-create-user-broadcast-group>
	"true"
	indicates that the MCData user is locally authorised to send a request to create a user-broadcast group according to the procedures of 3GPP TS 24.481 [5].

	"false"
	Indicates that the MCData user is not locally authorised to send a request to create a user-broadcast group according to the procedures of 3GPP TS 24.481 [5].



The <allow-transmit-data> element is of type Boolean, as specified in table 10.3.2.7-4, and corresponds to the "AuthorisedTransmit" element of subclause 10.2.24 in 3GPP TS 24.483 [4].
Table 10.3.2.7-4: Values of <allow-transmit-data>
	"true"
	indicates that the MCData user is permitted to transmit data.

	"false"
	indicates that the MCData user is not permitted to transmit data.



The <allow-request-affiliated-groups> element is of type Boolean, as specified in table 10.3.2.7-5, and does not appear in the user profile configuration managed object specified in 3GPP TS 24.483 [4].
Table 10.3.2.7-5: Values of <allow-request-affiliated-groups>
	"true"
	Instructs the MCData server performing the originating participating MCData function for the MCData user, that the MCData user is authorised to request the list of MCData groups to which a specified MCData user is affiliated.

	"false"
	Instructs the MCData server performing the originating participating MCData function for the MCData user, that the MCData user is not authorised to request the list of MCData groups to which the a specified MCData user is affiliated.



The <allow-request-to-affiliate-other-users> element is of type Boolean, as specified in table 10.3.2.7-6, and does not appear in the MCData user profile configuration managed object specified in 3GPP TS 24.483 [4].
Table 10.3.2.7-6: Values of <allow-request-to-affiliate-other-users>
	"true"
	Instructs the MCData server performing the originating participating MCData function for the MCData user, that the MCData user is authorised to request specified MCData user(s) to be affiliated to/deaffiliated from specified MCData group(s).

	"false"
	instructs the MCData server performing the originating participating MCData function for the MCData user, that the MCData user is not authorised to request specified MCData user(s) to be affiliated to/deaffiliated from specified MCData group(s).



The <allow-recommend-to-affiliate-other-users> element is of type Boolean, as specified in table 10.3.2.7-7, and does not appear in the MCData user profile configuration managed object specified in 3GPP TS 24.483 [4].
Table 10.3.2.7-7: Values of <allow-recommend-to-affiliate-other-users>
	"true"
	Instructs the MCData server performing the originating participating MCData function for the MCData user, that the MCData user is authorised to recommend to specified MCData user(s) to affiliate to specified MCData group(s).

	"false"
	instructs the MCData server performing the originating participating MCData function for the MCData user, that the MCData user is not authorised to recommend to specified MCData user(s) to affiliate to specified MCData group(s).



The <allow-regroup> element is of type Boolean, as specified in table 10.3.2.7-8, and corresponds to the "AllowedRegroup" element of subclause 10.2.94 in 3GPP TS 24.483 [4].
Table 10.3.2.7-8: Values of <allow-regroup>
	"true"
	instructs the MCData server performing the originating participating MCData function for the MCData user, that the MCData user is locally authorised to send a dynamic regrouping request according to the procedures defined in 3GPP TS 24.481 [5].

	"false"
	instructs the MCData server performing the participating MCData function for the MCData user, that the MCData user is not locally authorised to send a dynamic regrouping request according to the procedures defined in 3GPP TS 24.481 [5].



The <allow-presence-status> element is of type Boolean, as specified in table 10.3.2.7-9, and corresponds to the "AllowedPresenceStatus" element of subclause 10.2.95 in 3GPP TS 24.483 [4].
Table 10.3.2.7-9: Values of <allow-presence-status>
	"true"
	indicates to the MCData user that their presence on the network is available.

	"false"
	indicates to the MCData user that their presence on the network is not available



The <allow-request-presence> element is of type Boolean, as specified in table 10.3.2.7-10, and corresponds to the "AllowedPresence" element of subclause 10.2.96 in 3GPP TS 24.483 [4].
Table 10.3.2.7-10: Values of <allow-request-presence>
	"true"
	indicates that the MCData user is locally authorised to request whether a particular MCData User is present on the network.

	"false"
	indicates that the MCData user is not locally authorised to request whether a particular MCData User is present on the network.



The <allow-activate-emergency-alert> element is of type Boolean, as specified in table 10.3.2.7-11, and corresponds to the "AllowedActivateAlert" element of subclause 10.2.41 in 3GPP TS 24.483 [4].
Table 10.3.2.7-11: Values of <allow-activate-emergency-alert>
	"true"
	instructs the MCData server performing the originating participating MCData function for the MCData user, that the MCData user is authorised to activate an emergency alert using the procedures defined in 3GPP TS 24.282 [25].

	"false"
	instructs the MCData server performing the originating participating MCData function for the MCData user, that the MCData user is not authorised to activate an emergency alert using the procedures defined in 3GPP TS 24.282 [25].



The <allow-cancel-emergency-alert> element is of type Boolean, as specified in table 10.3.2.7-12, and corresponds to the "AllowedCancelAlert" element of subclause 10.2.42 in 3GPP TS 24.483 [4].
Table 10.3.2.7-12: Values of <allow-cancel-emergency-alert>
	"true"
	instructs the MCData server performing the originating participating MCData function for the MCData user, that the MCData user is authorised to cancel an emergency alert using the procedures defined in 3GPP TS 24.282 [25].

	"false"
	instructs the MCData server performing the originating participating MCData function for the MCData user, that the MCData user is not authorised to cancel an emergency alert using the procedures defined in 3GPP TS 24.282 [25].



The <allow-cancel-emergency-alert-any-user> element is of type Boolean, as specified in table 10.3.2.7-13, and does not appear in the MCData user profile configuration managed object specified in 3GPP TS 24.483 [4].
Table 10.3.2.7-13: Values of <allow-cancel-emergency-alert-any-user>
	"true"
	instructs the MCData server performing the originating participating MCData function for the MCData user, that the MCData user is authorised to cancel any on-network emergency alert on any MCData UE of any user, using the procedures defined in 3GPP TS 24.282 [25].

	"false"
	instructs the MCData server performing the originating participating MCData function for the MCData user, that the MCData user is not authorised to cancel any on-network emergency alert on any MCData UE of any user, using the procedures defined in 3GPP TS 24.282 [25].



The <allow-enable-disable-user> element is of type Boolean, as specified in table 10.3.2.7-14, and does not appear in the MCData user profile configuration managed object specified in 3GPP TS 24.483 [4].
Table 10.3.2.7-14: Values of <allow-enable-disable-user>
	"true"
	indicates that the MCData user is locally authorised to enable/disable other MCData users from receiving MCData service.

	"false"
	indicates that the MCData user is not locally authorised to enable/disable other MCData users from receiving MCData service.



The <allow-enable-disable-UE> element is of type Boolean, as specified in table 10.3.2.7-15, and does not appear in the MCData user profile configuration managed object specified in 3GPP TS 24.483 [4].
Table 10.3.2.7-15: Values of <allow-enable-disable-UE>
	"true"
	indicates that the MCData user is locally authorised to enable/disable other MCData UEs from receiving MCData service.

	"false"
	indicates that the MCData user is not locally authorised to enable/disable other MCData UEs from receiving MCData service.



The <allow-off-network-manual-switch> element is of type Boolean, as specified in table 10.3.2.7-16, and corresponds to the "AllowedManualSwitch" element of subclause 10.2.97 in 3GPP TS 24.483 [4].
Table 10.3.2.7-16: Values of <allow-off-network-manual-switch>
	"true"
	instructs the MCData server performing the originating participating MCData function for the MCData user, that the MCData user is authorised for manual switch to off-network operation while in on-network, using the procedures defined in 3GPP TS 24.282 [25].

	"false"
	instructs the MCData server performing the originating participating MCData function for the MCData user, that the MCData user is not authorised for manual switch to off-network operation while in on-network, using the procedures defined in 3GPP TS 24.282 [25].



The <allow-off-network> element is of type Boolean, as specified in table 10.3.2.7-17, and corresponds to the "Authorised" element of subclause 10.2.99 in 3GPP TS 24.483 [4].
Table 10.3.2.7-17: Values of <allow-off-network>
	"true"
	Indicates that the MCData user is authorised for off-network operation using the procedures defined in 3GPP TS 24.282 [25].

	"false"
	Indicates that the MCData user is not authorised for off-network operation using the procedures defined in 3GPP TS 24.282 [25].



*** End of changes ***




