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	Reason for change:
	When a user buys a UE on an open market, i.e. not from an operator of a network or when a user change the network providing operator, and starts using the UE in the network, the UE might provide an OSId value with semantic unknown to the network of the operator. This might happen e.g. when the UE change/add/delete OS or e.g. when a new UE vendor starts producing UEs and selects a new UUID as its OSId.

If the UE provides such OSId value with semantic unknown to the network, the network will not know the OS running on the UE and thus will not know which OSAppIDs to include in URSP rules provided to the UE, i.e.:

- whether to include OSAppIDs of Android applications;

- whether to include OSAppIDs of iOS applications;

- whether to include OSAppIDs of Windows applications; or

- whether to include OSAppIDs of applications for any other OS.

In some situations, the network can derive the OS running on the UE from UE's IMEI based on some mapping information provided by UE vendors offline. However, an operator without any contract with the UE vendor and without GSMA membership might be unable to obtain such mapping information, or, when the UE changes/adds/deletes. 

The situation is improved if the commonly used OSs of the UEs have standard OSId values.

	
	

	Summary of change:
	The commonly used OSs of the UEs have standard OSId values.

Interoperability analysis:

Backward compatible CR.

OSId values are universally unique identifiers (UUID). According to RFC4122, "A UUID is 128 bits long, and can guarantee uniqueness across space and time.". Thus, there is no risk of a UE using OSId values selected in this CR to identify an OS other than the one specified in the CR.

1) a UE compliant to the CR used in a network compliant to Mar 2019 specifications

The network compliant to Mar 2019 specifications has to be prepared for any OSId value as UEs compliant to Mar 2019 specifications are not restricted from providing any OSId value. UEs compliant to this CR would provide an OSId value not used yet. This can occur already, see reason for change.

2) a UE compliant to Mar 2019 specifications used in a network compliant to the CR

No change in comparison to a UE compliant to Mar 2019 specifications used in a network compliant to Mar 2019 specifications

	
	

	Consequences if not approved:
	The network will not know the OS running on the UE and thus will not know which OSAppIDs to include in URSP rules provided to the UE, i.e.:

- whether to include OSAppIDs of Android applications;

- whether to include OSAppIDs of iOS applications;

- whether to include OSAppIDs of Windows applications; or

- whether to include OSAppIDs of applications for any other OS.
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***** Next change *****
D.6.6
UE OS Id

The purpose of the UE OS Id information element is to provide the network with information about the OS of the UE. 

The UE OS Id information element is coded as shown in figure D.6.6.1 and table D.6.6.1.

The UE OS Id is a type 4 information element with a minimum length of 18 octet and a maximum length of 242 octets.

	8
	7
	6
	5
	4
	3
	2
	1
	

	OS Id IEI
	octet 1

	Length of OS Id information contents
	octet 2

	OS Id_1
	octets 3 - 18

	…
	 …

	OS Id_15
	octets 226* -242*


Figure D.6.6.1: UE OS Id information element

Table D.6.6.1: UE OS Id information element

	OS Id:

	The OS Id is coded as a sequence of a sixteen octet OS Id value field. The OS Id value field is defined as Universally Unique IDentifier (UUID) as specified in IETF RFC 4122 [35A].


	OS Id in full hexadecimal representation
OS
c832ae328da3592211ceeae457657b1a
Android
c0d38920638ce20af038061770c7868e
iOS
170d04b4c789104f6bfd39b2c4e9aaed
Windows


	All other values are spare.
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