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1- Introduction
In CT1 meeting #116, a discussion paper was presented by Motorola Mobility, Lenovo (See C1-192164) with discussion how the UE and the network should communicate about the UE's OS Id. Since the UE can be purchase from the third party and not directly from the operator, there were three options on the table to do this communication which were:
1- The operator creates the OS Id for every OS as version 4 UUID and stores them in a USIM table: [(Android, OS Id-1), (iOS, OS Id-2), (Windows, OS Id-3), …]. CT6 defines the necessary EFs and AT commands for accessing the USIM table. The USIM table can be updated over-the-air when there is a need to e.g. add new OS Ids to the table.

2- The operator creates the OS Id for every OS as version 4 UUID and delivers the table to the UE vendor for storage in ME's non-volatile memory. The ME accesses the table in a proprietary way. 

3- The OS Id is generated as version 5 UUID locally in the UE and the PCF and stored in a table 

Many companies chose the second method with reasoning that the operator knows the UE's OS by other means such as IMEI SV.
However the issue is more complicated and there are use cases that the only feasible way to communicate the OS Id should be the third method since a user can change the providing network operator or a UE can change OS and/or increase or decrease the number of active OSs. It is simply out of operator's capabilities to have common OS Ids with mobile manufacturers. Therefore the values for the OS Ids need to be standardized
This paper proposes:

1- There must be a communication between the UE and the network about the type of OS Ids the UE supports; and

2- The values of these OS Ids for that communication must be standardized.

Otherwise we are risking to break the system in scenarios that:

1- The UE is purchased from a third party;

2- The UE changes its OS Id; 

3- The UE increases or decreases the number of OS Ids it uses; and
4- The user change network providing operator.

If the values for the OS Ids are not standardized, it is better that the network simply ignores what OS the UE supports and transmits all the App IDs and let the UE uses what App Ids, it understands, otherwise there can be situation, the network is transmitting wrong information to the UE. We can even eliminate the OS Id and just send the App IDs, since there is no need for OS Ids anymore. 

This paper also highlights if the network and the UE choose to communicate about the UE’s OS Id,  the communicated OS Id should not have any “flavor” or “version”. When the network transmits the policy rules for a specific OS Id, the App Ids of any “flavor” and/or “version” will be transmitted to the UE and the UE chooses those App Ids it can handle.

This discussion paper is to show illustrative uses cases to show the complication of the issue 
2- Different models for UE's OS Id

2.1 Use case with UE has a known static operating system
This use case is based on a UE having only one operating system which is always the same and cannot be changed.

Figure 1 illustrates when the network is aware of the UE's OS Id and both the UE and the network use the same encoding for the OS Id. The network has a list of all the OS Ids plus the application IDs. They are shown as OS_App_version/ So Windows_App_1_10.0 means the OS is "Windows", application is "APP_1" and the version/flavour of the OS is "10.0".

The network transmits the selected OS Ids and the applications IDs since it knows the kind of operating system the UE supports. Due to the version/flavour of the operating system, the UE chooses those application IDs, it is compatible with and it is able to use. They are shown as the red ones. The App Ids which UE is not compatible with and cannot use, are shown as "XXXX".
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FIGURE 1
2.2 Use case with UE adds an unknown operating system

This use case is when the UE changes its operating system from Windows to Android by a USB drive.
Figure 2 illustrates when the network is aware of the UE's original OS Id but not the current one. Thus, the network transmits the selected OS Ids and the applications IDs tha the UE originally supported. The UE which has installed a new OS, does not understand the OS Ids with their related App IDs which have been transmitted to it. The OS Ids and App IDs which the UE does not understand are shown as "XXXXXXXXXXXXXXXXX" in Figure 2.
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FIGURE 2
Figure 3 illustrates the same scenario as in Figure 2 but with the difference that the network transmits all the OS Ids and the  related applications. Since the UE and the network do not have the same coding for the new operating system i.e. Android, the UE does not understand the Android OS Id, however it does understand the applications it is compatible with and can use. Those applications are highlighted by red. The UE will also understand the Windows coding due to the fact that the network and the UE use the same encoding, however the UE cannot use any related application for that operating system since it has changed the operating system. 
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FIGURE 3
3. Conclusion
Subclause 2.1 and subclause 2.2 show, in order to make sure that the policy procedures for the applications for different operating system work, we have the following options:

1- The network shall transmit the policies for all the applications for all the operating systems to the UE. Since the encoding of the OS Ids may be different in the network and the UE, there is no need to send those but only the applications. The UE nees to evaluate all the application to find out which are the UE is compatible with; or
2- The OS Id is standardized and the UE shall inform the network about its OS Id in prior for the network transmitting the policies for the related applications.

4. Recommendation
It is recommended that the UE informs the network about the UE's OS Ids. As recommended by SA2:

" The information is used to identify the Application(s) that is(are) running on the UE's OS. The OSId does not include an OS version number. The OSAppId does not include a version number for the application." 
the OS Id shall not include any version and/or flavour. The UE shall determine which applications it can use.
Figure 4 illustrates when the network gets the information about the UE's OS Id from the UE. The network has a list of all the OS Ids plus the application IDs. The network transmits the selected OS Ids and the applications IDs since it knows the kind of operating system the UE supports. Due to the "flavour/version" of the operating system, the UE chooses those application IDs, it is able use which are shown as the red ones. The App Ids which UE is not able to use shown as "XXXX".
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FIGURE 5

Figure 6 illustrates when the network gets the information about the UE's OS Id with the standardized values, from the UE after the UE has installed the new OS. The network has a list of all the OS Ids plus the application IDs. The network transmits the selected OS Ids and the applications IDs since it knows the kind of operating system the UE supports. Due to the "flavour/version" of the operating system, the UE chooses those application IDs, it is able use which are shown as the red ones. The App Ids which UE is not able to use shown as "XXXX".
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FIGURE 6
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