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1. Introduction

In CT1#116 meeting, CT1 sent reply LS C1-192777 to SA2 about the handling of the requested NSSAI when the UE is roaming and has a home routed PDN connection/PDU session:
According to the current CT1 specification, since CT1 has assumed that the S-NSSAI associated with a PDU session is not changed for the lifetime of the PDU session (which is aligned with Table 5.6.1-1 of 3GPP TS 23.501), the following UE and network behaviours apply:

· if any of S-NSSAIs included in the requested NSSAI is allowed to the UE, the AMF includes such S-NSSAIs as-is in the allowed NSSAI;

· if the UE receives allowed NSSAI not including exactly the same S-NSSAI associated with an existing PDU session, the PDU session is locally released; and

· back-off timers, if available, are associated with the S-NSSAI that the UE provided during the PDU session establishment.

Taking into account that Rel-15 is frozen, CT1 has been discussing solutions with minimized necessary impacts to the NAS protocol. However, CT1 could not find a solution satisfying requirements from the stage 2 specification indicated below:

· PDU session attribute "S-NSSAI" cannot be modified later during the lifetime of the PDU session; and

· For the registration to a PLMN for which neither a Configured NSSAI applicable to this PLMN or an Allowed NSSAI are present, the S-NSSAIs provided in the Requested NSSAI correspond to the S-NSSAI(s) in the Default Configured NSSAI unless the UE has HPLMN S-NSSAI for established PDU Session(s) in which case the HPLMN S-NSSAI(s) shall be provided in the mapping of Requested NSSAI in the NAS Registration Request message, with no corresponding VPLMN S-NSSAI in the Requested NSSAI.

Hence, CT1 is requesting SA2 to update the stage 2 specification so that it provides stage 2 requirements not conflicting with each other. And since solutions with significant/non-backward compatible impacts to the frozen release are not desirable, CT1 requests SA2 to consider a solution targeting Rel-16 if the solution requires significant/non-backward compatible changes to the NAS protocol.
The scenarios related to the LS exchange will not be repeated as they are well known and have been discussed in several meetings. This paper aims to highlight the numerous CT1 specification changes that would be needed with the solution based on C1-192027, and to discuss its interoperability issues.

2. Discussion

The solution based on C1-192027, which has been discussed offline and is expected to be further updated, can be summarized as follows:
· When a roaming UE with a home-routed PDN connection moves from EPS to 5GS, or 

a roaming UE with a home-routed PDU session moves from 5GS in a source VPLMN to 5GS in a target PLMN, if the UE does not have a valid S-NSSAI for the target system/PLMN, the UE shall set the SST field (in the S-NSSAI IE) associated with the target VPLMN to 0 in the Requested NSSAI IE of the REGISTRATION REQUEST message (noting that the S-NSSAI will contain the mapped slice information)
· Note: the value of 0 is meant to indicate “No valid SST” (or “Unknown S-NSSAI”, hereafter referred to as “No valid SST”)
· The AMF provides an allowed NSSAI to the UE such that the S-NSSAI is a valid S-NSSAI of the serving VPLMN and has the same mapped slice information as that provided by the UE in the requested NSSAI
· The UE updates the S-NSSAI associated with the PDU session (since the SST and optionally SD values associated with the serving VPLMN have been updated by the AMF)
The following sections explain why the solution based on C1-192027 should not be adopted in Rel-15.

2.1 The required changes to TS 24.501
The required changes to the NAS specification are numerous:

· The UE forming a requested NSSAI in inter-PLMN HOs, or inter-system change from EPS to 5GS while roaming, will be different from the current method to set the requested NSSAI

· The UE will have to set certain fields to zero if the UE does not have the SST for the target system/PLMN

· The UE will have to determine the value of the SST by performing a check of the mapped SST value (and SD value, if available) of the S-NSSAI associated with the existing PDN connection/PDU session, and the S-NSSAI of the target PLMN when the UE does have a configured NSSAI for the target PLMN

· The AMF needs to handle the new value zero in a specific way and provide the UE with a corresponding S-NSSAI in the allowed NSSAI (that does not contain a value of zero, but the valid SST value of the serving PLMN)
· The UE needs to handle an allowed NSSAI whose entries do not match what was provided in the requested NSSAI

· The PDU session should not be dropped at the UE and at the AMF, which goes against the existing requirement that the UE and the AMF release PDU sessions associated with S-NSSAIs not included in the allowed NSSAI
· The S-NSSAI of the PDU session needs to be updated at the UE, which goes against the current specification by which a PDU session is associated with the S-NSSAI requested by the UE at PDU session establishment
· The association of the 5GSM BO timers with S-NSSAI or S-NSSAI/DNN have to be updated, which goes against the current specification by which the BO timers are associated with the S-NSSAIs requested by the UE at PDU session establishment
· The UE behaviour when it receives a PDU SESSION MODIFICATION COMMAND message with 5GSM cause #39 "reactivation requested" will need to be updated
· Currently, the UE behaviour is as follows, noting that the S-NSSAI that the UE should provide again when establishing the new PDU session is the S-NSSAI that had been provided at PDU session establishment (see 6.3.2.3 in TS 24.501)

“After the completion of the network-requested PDU session modification procedure, the UE should re-initiate the UE-requested PDU session establishment procedure with a new PDU session ID as specified in subclause 6.4.1 for:

a)
the PDU session type associated with the present PDU session;

b)
the SSC mode associated with the present PDU session;

c)
the DNN associated with the present PDU session; and

d)
the S-NSSAI associated with (if available in roaming scenarios) a mapped S-NSSAI if provided in the UE-requested PDU session establishment procedure of the present PDU session.”

The list is not exhaustive; hence a more rigorous check is required to identify all the necessary changes that would be required by this solution which is addressing very rare scenarios. Rushing changes in Rel-15 will lead to potentially missing other aspects that can cause contradictory behaviour for the UE and the AMF for which CT1 will later have to discuss more changes for Rel-15 which is frozen, and this is not desirable.
It should be noted that there are other solutions with much less impacts than those identified above. Therefore, all possible alternatives should be further assessed in Rel-16.

2.2 Backwards compatibility

Before discussing compatibility, the following should be noted from TS 23.003:

The S-NSSAI may include both the SST and SD fields (in which case the S-NSSAI length is 32 bits in total), or the S-NSSAI may just include the SST field (in which case the S-NSSAI length is 8 bits only).
The SST field may have standardized and non-standardized values. Values 0 to 127 belong to the standardized SST range and they are defined in 3GPP TS 23.501 [119]. Values 128 to 255 belong to the Operator-specific range.
The SD field has a reserved value "no SD value associated with the SST" defined as hexadecimal FFFFFF.

The SD field has a reserved value "no SD value associated with the SST" defined as hexadecimal FFFFFF.

The above indicates that 0 to 127 is a valid range of standardized SST values, noting that the value 0 is NOT currently defined to mean “No valid SST”.

Case 1: a UE compliant with the new proposal, interacting with an AMF of a previous specification version
The following will occur:

· The UE provides an S-NSSAI IE with an SST value of 0 (i.e. the UE indicates “No valid SST”)
· The AMF receives the S-NSSAI with an SST 0 for which there are two possible outcomes

· Outcome 1: the value 0 happens to be a valid SST value in the target PLMN and also happens to have the same mapped slice information in the target PLMN/system (note that this is very unlikely to occur)

· The AMF accepts this S-NSSAI IE and returns the same S-NSSAI IE to the UE (as expected), noting that the SST value is 0

· The UE (compliant with the new proposal) will get an SST value of 0 in the S-NSSAI IE. The UE does not know how to handle “No valid SST” entry in the allowed NSSAI
· The AMF maintains the PDU session with an SST value of 0 

· Outcome 2: the value 0 is not an assigned value
· The AMF does not know that 0 means “No valid SST” since this an AMF compliant with the previous specification version

· The AMF will not return a corresponding S-NSSAI in the allowed NSSAI for this

· The AMF will drop the PDU session 

The above clearly shows that the solution based on C1-192027 does not work with an AMF of a previous specification version i.e. the solution is NOT backwards compatible.
Case 2: a UE compliant with a previous specification version, interacting with an AMF compliant with the new proposal
One of the following will occur:

· Outcome 1: the value 0 happens to be a valid SST value in the source PLMN and the UE has a PDU session associated with SST 0 in the source PLMN
· The AMF considers the value 0 to mean “No valid SST” although the UE considers this to be a valid SST value
· The AMF will behave as per the new proposal and try to provide a “valid” (i.e. a value that is not 0) S-NSSAI to the UE in the allowed NSSAI. This means the AMF tries to maintain the PDU session
· The UE expects to receive the same value in the allowed NSSAI i.e. an S-NSSAI with an SST value of 0. However, the allowed NSSAI will not have an SST value 0. Therefore, the UE will drop the PDU session
· Outcome 2: the UE has a PDU session associated with an SST other than 0

· The UE will not set the SST to 0 in the Requested NSSAI IE
· The AMF will not be able to determine that the UE does not have a configured NSSAI for the target VPLMN
Both cases above clearly show that the solution does not work in networks compliant with previous releases of the specification, and does not work with UEs compliant with previous releases of the specification i.e. the solution is NOT backwards compatible.
Therefore, the proposed solution based on C1-192027 should NOT be pursued in Rel-15. Instead, all possible alternatives should be further assessed in Rel-16.
2.3 The scenarios are not FASMO
The scenarios being discussed are about inter-PLMN handovers of a home-routed PDU session while the UE is roaming, which occur rarely in real networks, thus they are definitely not FASMO and hence a solution does not need to be specified in Release 15 which is frozen.
3. Conclusion

This paper has discussed the topic of requested NSSAI handling for which CT1 has responded to SA2 indicating:
And since solutions with significant/non-backward compatible impacts to the frozen release are not desirable, CT1 requests SA2 to consider a solution targeting Rel-16 if the solution requires significant/non-backward compatible changes to the NAS protocol
This document has shown that:

· there would need to be numerous and significant changes to TS 24.501 for the new proposal based on C1-192027 to work,
· the changes are NOT backwards compatible, and
· the scenarios are not FASMO

CT1 should NOT consider any non-backwards compatible solution with significant specification impacts for Rel-15. 
The scenarios are not FASMO and hence no solution should be pursued for Rel-15 noting that the specification is frozen.
Therefore, CT1 should re-assess all possible solutions in Rel-16 and decide on the best solution with the least specification impacts.
