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RAN2 intends to clarify the above sentence to:

In downlink, piggybacking of NAS messages is used only for one dependent (i.e. with joint success/ failure) procedure: bearer establishment/ modification/ release.
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This has the following CT1 impact:

Proposal-2:
When, based on the N11 information, DL NAS TRANSPORT message carrying 5GSM message is to be provided to the (R)AN in N2 IE of N2 procedure resulting in piggybacking of the NAS message in RRCReconfiguration message , the AMF includes the 5GSM message in the "N1 SM information" based Payload container IE.

Proposal-3:
In order to prevent the UE from re-transmiting PDU SESSION ESTABISHMENT REQUEST message, if the SMF attempted to send PDU SESSION ESTABLISHMENT ACCEPT message to the UE but it is informed that the DL NAS TRANSPORT message carrying PDU SESSION ESTABLISHMENT ACCEPT message was not delivered to the NAS layer of the UE, the SMF sends PDU SESSION ESTABLISHMENT REJECT message.
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If the SMF attempted to send PDU SESSION MODIFICATION COMMAND message to the UE but it is informed that the DL NAS TRANSPORT message carrying PDU SESSION MODIFICATION COMMAND message was not delivered to the NAS layer of the UE, the SMF aborts the network-request PDU session modification. Furthermore, if the PDU SESSION MODIFICATION COMMAND message was triggered by a PDU SESSION MODIFICATION REQUEST message, the SMF sends PDU SESSION MODIFICATION REJECT message.
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5.4.5.3.2
Network-initiated NAS transport procedure initiation
In 5GMM-CONNECTED mode, the AMF initiates the NAS transport procedure by sending the DL NAS TRANSPORT message, as shown in figure 5.4.5.3.2.1. 

The AMF shall transport a 5GSM message received in an N11 message which also contains optional N2 SM information as specified in 3GPP TS 24.518 [r29518] and 3GPP TS 29.502 [20A], using case a) in subclause 5.4.5.3.1.
In case a) in subclause 5.4.5.3.1, i.e. upon reception from an SMF of a 5GSM message without an N1 SM delivery skip allowed indication for a UE or a 5GSM message with an N1 SM delivery skip allowed indication for a UE in the 5GMM-CONNECTED mode, the AMF shall:
a)
include the PDU session information (PDU session ID) in the PDU session ID IE;
b)
set the Payload container type IE to "N1 SM information"; and

c)
set the Payload container IE to the 5GSM message.

In case b) in subclause 5.4.5.3.1, i.e. upon reception from an SMSF of an SMS payload, the AMF shall:

a)
set the Payload container type IE to "SMS";

b)
set the Payload container IE to the SMS payload; and

c)
select the access type to deliver the DL NAS TRANSPORT message as follows in case the access type selection is required:

1)
if the UE to receive the DL NAS TRANSPORT message is registered to the network via both 3GPP access and non-3GPP access, the 5GMM context of the UE indicates that SMS over NAS is allowed, the UE is in MICO mode, and the UE is in 5GMM-IDLE mode for 3GPP access and in 5GMM-CONNECTED mode for non-3GPP access, then the AMF selects non-3GPP access. Otherwise, the AMF selects either 3GPP access or non-3GPP access.


If the delivery of the DL NAS TRANSPORT message over 3GPP access has failed, the AMF may re-send the DL NAS TRANSPORT message over the non-3GPP access.


If the delivery of the DL NAS TRANSPORT message over non-3GPP access has failed, the AMF may re-send the DL NAS TRANSPORT message over the 3GPP access; and

2)
otherwise, the AMF selects 3GPP access.

NOTE:
The AMF selects an access type between 3GPP access and non-3GPP access based on operator policy.

In case c) in subclause 5.4.5.3.1 i.e. upon reception from an LMF of an LPP message payload, the AMF shall:

a)
set the Payload container type IE to "LTE Positioning Protocol (LPP) message container";

b)
set the Payload container IE to the LPP message payload received from the LMF; and

c)
set the Additional information IE to the routing information associated with the LMF from which the LPP message was received.

In case d) in subclause 5.4.5.3.1 i.e. upon reception of a steering of roaming information (see 3GPP TS 23.122 [5]) from the UDM to be forwarded to the UE, the AMF shall:

a)
set the Payload container type IE to "SOR transparent container"; and

b)
set the Payload container IE to the steering of roaming information (see 3GPP TS 23.122 [5]) received from the UDM.

In case e) in subclause 5.4.5.3.1, i.e. upon sending a single uplink 5GSM message which was not forwarded due to routing failure, the AMF shall:

a)
include the PDU session ID in the PDU session ID IE;

b)
set the Payload container type IE to "N1 SM information";

c)
set the Payload container IE to the 5GSM message which was not forwarded; and

d)
set the 5GMM cause IE to the 5GMM cause #90 "payload was not forwarded" or 5GMM cause #91 "DNN not supported or not subscribed in the slice". The AMF sets the 5GMM cause IE to the 5GMM cause #91 "DNN not supported or not subscribed in the slice", if the 5GSM message could not be forwarded since SMF selection fails due to:

1)
the DNN is not supported in the slice identified by the S-NSSAI used by the AMF; or

2)
neither the DNN provided by the UE nor the wildcard DNN are in the subscribed DNN list of the UE for the S-NSSAI used by the AMF.

Otherwise, the AMF sets the 5GMM cause IE to the 5GMM cause #90 "payload was not forwarded".
In case f) in subclause 5.4.5.3.1, i.e. upon sending a single uplink 5GSM message which was not forwarded due to congestion control, the AMF shall:

a)
include the PDU session ID in the PDU session ID IE;

b)
set the Payload container type IE to "N1 SM information";

c)
set the Payload container IE to the 5GSM message which was not forwarded;

d)
set the 5GMM cause IE to the 5GMM cause #22 "Congestion", the 5GMM cause #67 "insufficient resources for specific slice and DNN" or the 5GMM cause #69 "insufficient resources for specific slice"; and

e)
include the Back-off timer value IE.
In case g) in subclause 5.4.5.3.1, i.e. upon reception of a UE policy container from the PCF to be forwarded to the UE, the AMF shall:

a)
set the Payload container type IE to "UE policy container"; and

b)
set the Payload container IE to the UE policy container received from the PCF.
In case h) in subclause 5.4.5.3.1, i.e. upon sending a single uplink 5GSM message which was not forwarded, because the PLMN's maximum number of PDU sessions has been reached, the AMF shall:

a)
include the PDU session ID in the PDU session ID IE;

b)
set the Payload container type IE to "N1 SM information";

c)
set the Payload container IE to the 5GSM message which was not forwarded; and
d)
set the 5GMM cause IE to the 5GMM cause #65 "maximum number of PDU sessions reached".
In case i) in subclause 5.4.5.3.1, i.e. upon sending a single uplink 5GSM message which was not forwarded due to service area restrictions, the AMF shall:

a)
include the PDU session ID in the PDU session ID IE;

b)
set the Payload container type IE to "N1 SM information";

c)
set the Payload container IE to the 5GSM message which was not forwarded; and
d)
set the 5GMM cause IE to the 5GMM cause #28 "Restricted service area".
In case j) in subclause 5.4.5.3.1 i.e. upon reception of UE parameters update data (see 3GPP TS 23.502 [9]) from the UDM to be forwarded to the UE, the AMF shall:

a)
set the Payload container type IE to "UE parameters update transparent container"; and

b)
set the contents of the Payload container IE to the UE parameters update data (see 3GPP TS 23.502 [9]) received from the UDM.
In case k) in subclause 5.4.5.3.1, the AMF shall:

a)
set the Payload container type IE to "Multiple payloads";

b)
set each payload container entry of the Payload container IE (see subclause 9.11.3.39) as follows:

i)
set the payload container type field of the payload container entry to a payload container type value set in the Payload container type IE as specified for cases a) to j) above;

ii)
set the payload container contents field of the payload container entry to the payload contents set in the Payload container type IE as specified for cases a) to j) above;

iii)
set the optional IE fields, if any, to the optional associated information as specified for cases a) to j) above. 
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Figure 5.4.5.3.2.1: Network-initiated NAS transport procedure
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6.3.2.5
Abnormal cases on the network side

The following abnormal cases can be identified:

a)
Expiry of timer T3591.

On the first expiry of the timer T3591, the SMF shall resend the PDU SESSION MODIFICATION COMMAND message and shall reset and restart timer T3591. This retransmission is repeated four times, i.e. on the fifth expiry of timer T3591, the SMF shall abort the procedure and enter the state PDU SESSION ACTIVE.

The SMF may continue to use the previous configuration of the PDU session or initiate the network-requested PDU session release procedure. If the authorized QoS rules IE is included in the PDU SESSION MODIFICATION COMMAND message, the SMF may mark the authorized QoS rules of the PDU session as to be synchronised with the UE. If the authorized QoS flow descriptions IE is included in the PDU SESSION MODIFICATION COMMAND message, the SMF may mark the authorized QoS flow descriptions of the PDU session as to be synchronised with the UE. If the authorized QoS rules IE is included in the PDU SESSION MODIFICATION COMMAND message, the SMF may mark the authorized QoS rules of the PDU session as to be synchronised with the UE. If the authorized QoS flow descriptions IE is included in the PDU SESSION MODIFICATION COMMAND message, the SMF may mark the authorized QoS flow descriptions of the PDU session as to be synchronised with the UE.
b)
Invalid PDU session identity.


Upon receipt of the PDU SESSION MODIFICATION COMMAND REJECT message including 5GSM cause #43 "invalid PDU session identity", the SMF shall release locally the existing PDU session.
c)
Collision of UE-requested PDU session release procedure and network-requested PDU session modification procedure.

If the SMF receives a PDU SESSION RELEASE REQUEST message during the network-requested PDU session modification procedure, and the PDU session indicated in the PDU SESSION RELEASE REQUEST message is the PDU session that the SMF had requested to modify, the SMF shall abort the PDU session modification procedure and proceed with the UE-requested PDU session release procedure.
d)
Collision of UE-requested PDU session modification procedure and network-requested PDU session modification procedure.

If the network receives a PDU SESSION MODIFICATION REQUEST message during the network-requested PDU session modification procedure, and the PDU session indicated in the PDU SESSION MODIFICATION REQUEST message is the PDU session that the network had requested to modify, the network shall ignore the PDU SESSION MODIFICATION REQUEST message received in the state PDU SESSION MODIFICATION PENDING. The network shall proceed with the network-requested PDU session modification procedure as if no PDU SESSION MODIFICATION REQUEST message was received from the UE.
e)
5G access network or lower layers of the UE cannot forward the message:


If the SMF determines based on content of the n2SmInfo attribute specified in 3GPP TS 29.502 [20A] that the DL NAS TRANSPORT message carrying the PDU SESSION MODIFICATION COMMAND message was not forwarded to the NAS layer of the UE by the 5G access network or lower layers of the UE then the SMF shall abort the network-requested PDU session modification procedure and enter the state PDU SESSION ACTIVE.
***** change *****
6.4.1.7
Abnormal cases on the network side

The following abnormal cases can be identified:

a)
If the received request type is "initial emergency request" and there is already another emergency PDU session for the UE, the SMF shall reject the PDU SESSION ESTABLISHMENT REQUEST message with 5GSM cause #31 "request rejected, unspecified" or release locally the existing emergency PDU session and proceed the new PDU SESSION ESTABLISHMENT REQUEST message

b)
The information for the PDU session authentication and authorization by the external DN in PDU DN request container is not compliant with local policy and user's subscription data

If the PDU session being established is a non-emergency PDU session, the PDU session authentication and authorization by the external DN is required due to local policy and user's subscription data and the information for the PDU session authentication and authorization by the external DN in PDU DN request container is not compliant with local policy and user's subscription data, the SMF shall reject the PDU session establishment request including the 5GSM cause #29 "user authentication or authorization failed", in the PDU SESSION ESTABLISHMENT REJECT message.

c)
UE-requested PDU session establishment with request type set to "initial request" or "initial emergency request" for an existing PDU session:


If the SMF receives a PDU SESSION ESTABLISHMENT REQUEST message with a PDU session ID identical to the PDU session ID of an existing PDU session and with request type set to "initial request" or "initial emergency request", the SMF shall release locally the existing PDU session and proceed with the PDU session establishment procedure.
d)
UE-requested PDU session establishment with request type "existing PDU session" or "existing emergency PDU session" for a PDU session that does not exist:


If the SMF receives a PDU SESSION ESTABLISHMENT REQUEST message with request type set to "existing PDU session" or "existing emergency PDU session", and the SMF does not have any information about that PDU session, then the SMF shall reject the PDU session establishment procedure with the 5GSM cause set to #54 "PDU session does not exist" in the PDU SESSION ESTABLISHMENT REJECT message.
e)
5G access network or lower layers of the UE cannot forward the message:


If the SMF determines based on content of the n2SmInfo attribute specified in 3GPP TS 29.502 [20A] that the DL NAS TRANSPORT message carrying the PDU SESSION ESTABLISHMENT ACCEPT message was not forwarded to the NAS layer of the UE by the 5G access network or lower layers of the UE, then the SMF shall reject the PDU session establishment procedure with the 5GSM cause set to #26 "insufficient resources" in the PDU SESSION ESTABLISHMENT REJECT message.
***** change *****
6.4.2.6
Abnormal cases on the network side

The following abnormal cases can be identified:

a)
If the PDU session is an emergency PDU session, the SMF shall reject the PDU SESSION MODIFICATION REQUEST message with 5GSM cause #31 "request rejected, unspecified".
b)
PDU session inactive for the received PDU session identity.


If the PDU session ID in the PDU SESSION MODIFICATION REQUEST message belongs to any PDU session in state PDU SESSION INACTIVE in the SMF, the SMF shall set the 5GSM cause IE to #43 "Invalid PDU session identity" in the PDU SESSION MODIFICATION REJECT message.
c)
Collision of network-requested PDU session modification procedure and UE-requested PDU session modification procedure.

The handling of the same abnormal case as described in subclause 6.3.2.5 applies.
d)
5G access network or lower layers of the UE cannot forward the message:


If the SMF determines based on content of the n2SmInfo attribute specified in 3GPP TS 29.502 [20A] that the DL NAS TRANSPORT message carrying the PDU SESSION MODIFICATION COMMAND message was not forwarded to the NAS layer of the UE by the 5G access network or lower layers of the UE and the PDU SESSION MODIFICATION COMMAND message contains the PTI value allocated in the UE-requested PDU session modification procedure then the SMF shall reject the UE-requested PDU session modification procedure with the 5GSM cause set to #26 "insufficient resources" in the PDU SESSION MODIFICATION REJECT message.
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