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6.2	Untrusted and trusted Accesses
An untrusted non-3GPP access is defined as when a UE accesses the IP network by using an untrusted non-3GPP access to connect to the 5G core network. In order for the UE to establish the untrusted non-3GPP access, the UE shall:
a)	select a non-3GPP access to connect with; and
b)	select a PLMN and an N3IWF for that PLMN.
The procedure for selection of the non-3GPP access and the selection of PLMN and the N3IWF for that PLMN are independent. Upon completion for the selection of the N3IWF, the communication between the UE and the N3IWF shall be encrypted and integrity protected by establishing an IKE SA and first child SA, see IETF RFC 7296 [6].
The trusted non-3GPP access is defined as when the UE accesses the IP network by using a trusted non-3GPP access to connect to the 5G core network. In order for the UE to establish the trusted non-3GPP access, the UE shall:
a)	construct a list of PLMNs supporting at least a trusted connectivity i.e. trusted 5G connectivity or S2a connectivity, see 3GPP TS 24.302 [7];
b)	select a PLMN from that PLMN list;
c)	select the type of the trusted connectivity such as trusted 5G connectivity; and
d)	select a non-3GPP access (TNAN) with the trusted connectivity to connect to the selected PLMN.
For trusted non-3GPP access, the NULL encryption is employed for the communication between the UE and the TNGF.
Editor's note:	SA3 needs to make a decision whether the NUL encryption can be used or not.
In this release of specification, only both untrusted non-3GPP access and trusted non-3GPP access is are supported. 
[bookmark: _Toc533163939]*** Next change ***
6.3	Authentication and authorization for accessing 5GS via an untrusteda non-3GPP access network
[bookmark: _Toc533163940]*** Next change ***
6.3.1	General
In order to register to the 5G core network (5GCN) via untrusted non-3GPP IP access, the UE first needs to be configured with a local IP address from the untrusted non-3GPP access network (N3AN).
 Once the UE is configured with a local IP address, the UE shall select the Non-3GPP InterWorking Function (N3IWF) as described in subclause 7.2 and shall initiate the IKEv2 SA establishment procedure as described in subclause 7.3. During the IKEv2 SA establishment procedure, authentication and authorization for access to 5GCN is performed.
In a trusted non-3GPP access, a UE shall first connect to a TNAN and shall register to the 5GC in order to be authenticated and authrorized. Upon completion of authentication and authorization, the UE shall be assigned an IP address by that TNAN. The registration procedure is performed by EAP and EAP-5G encapsulation in the link layer protocol between the UE and the TNAN, see subclause 7.3.2.1. Once the UE is configured with an IP address, it shall initiate the IKEv2 SA establishement procedure as described in subclause 7.3.

[bookmark: _Toc533163942]*** Next change ***
6.4.1	General
The Access Network Discovery & Selection policy (ANDSP) is used to control UE behavior related to access network discovery and selection over non-3GPP access network.
ANDSP consists of:
-	WLAN Selection Policy (WLANSP); and
-	Non-3GPP access network (N3AN) node configuration information.
The UE uses the WLANSP for selecting the WLAN access network,. which may advertise information about PLMN list with trusted 5G connectivity capability. The UE may perform ANQP procedures as specified in the IEEE 802.11-2012 [19] to discover this information.
NOTE:	In this release of the specification, ANDSP contains configuration for selecting a WLAN access network. Configuration for selecting other types of non-3GPP access networks is not specified.
The UE uses the Non-3GPP access network (N3AN) node configuration information for selecting a N3AN node (i.e. N3IWF or ePDG).
When roaming, the UE can receive ANDSP including WLANSP from H-PCF or V-PCF or both. The ANDSP including N3AN node configuration information is provided by H-PCF only. The UE shall ignore the N3AN node configuration information in the ANDSP if the ANDSP is provided by V-PCF.
The structure and the content of ANDSP are defined in 3GPP TS 24.526 [17].
*** Next change ***
