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CT1 is working on Multi-Device and Multi-Identity services based on requirements defined in subclause 4.6 of TS 22.173. In C1-191492, CT1 has agreed on the data modelling that has been included as Annex C in draft TS 24.174 v0.5.0.

In the data modelling agreed, it has been proposed that some additional data is stored in the repository data related to the subscription. This in particular includes the information about the identities allowed to be used by a user in addition to the native identity. However, there are some additional information that might need to be stored, e.g., the information about which identities are allowed to use particular identity, which can be needed to route the terminated calls in particular. Therefore, it has to be also agreed where this kind of information is stored.
Problem 1: What kind of information is needed to be stored for MuD and MiD?
For MuD and MiD services two main kinds of information is needed:
a) information regarding all the identities allowed to be used by a given user (in addition to its native identity) – this information is needed in particular for originating calls cases, in order to be able to authorize the user to use given identity;
b) information regarding all the identities of the users who are allowed and configured to use given identity – this information is needed in in particular for terminating calls cases, in order to be able to route the calls to those users.
So far, the data modelling proposed in TS 24.174 only provides the proposal for the storage of information described in a). Therefore, it is needed to add also the possibility to store information related to b).
Based on this information, the AS serving the terminated user holding the terminating identity may be able to apply required actions. In particular, it may be able to fork the terminating call to all the users allowed and configured to use given identity.
Proposed solution: 
It is proposed to add in TS 24.174 the possibility to store the information related to all the identities of the users who are allowed and configured to use given identity.
It is also proposed to detail that the AS serving the terminated user holding the terminating identity may be able to apply specific actions based on this information.
Problem 2: Where the data is stored for MuD and MiD services?
In the TS 24.174 v0.5.0, it is described that the information regarding the identities allowed to be used by a given user (in addition to its native identity) is stored in the subscribers database (HSS, UDM), as transparent data related to the subscription.
For originating call cases, the AS serving the originating user can access this data, in particular to authorize the usage of given identity (different than the native identity) by a user.
For the terminating call cases, the AS serving the user holding the terminating identity needs to have the information regarding all the identities of the users who are allowed and configured to use given identity), in order to be able to route the calls to those users (e.g., to fork the call properly). However, this AS may not have the information related to the given identity available (e.g., the identity is not being registered) and it may not be able to interrogate the subscriber database in order to retrieve from (as it would require to modify the call flow). Therefore, storing this kind of information in the subscriber database will not be helpful.
Proposed solutions: 
It is proposed to store the information regarding all the identities allowed to be used by a given user (in addition to its native identity) in the alternative database (not in the HSS/UDM), local to the AS serving the user holding the terminating identity. Thanks to that, the AS can be able to retrieve the information about identities allowed and configured to use given identity in order to apply required actions. It does not also have to interrogate the subscriber database to retrieve any data related to MuD/MiD services.

Thus, two approaches are possible:

c) storing the information regarding all the identities allowed to be used by a given user (in addition to its native identity) in subscriber database, and the information regarding all the identities of the users who are allowed and configured to use given identity in database local to the AS;
d) storing all information in one location – since storing information in subscriber database does not allow to serve terminating calls properly, the only option is then to store all the information in the databased local to the AS.
It is proposed to discuss the approaches, agree on the preferred options and modifications to the data modelling and  terminating call flows definitions.

