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1. Introduction
<Introduction part >

2. Reason for Change
The IANA registration text is unclear and in some senses incorrect:

-
An introductory general text is proposed to be added before the originating and terminating paragraphs

-
The wording "perform control of" in combination with "consistently with the rights and rules of a multi-identity service" is quite long and can be replaced by "authorized".

-
Text about "identify the originating identity" and "identify the terminating identity" seems incorrect. The identity of the user is identified using the normal header fields. The purpose of the Additional-Identity header field is not to identify the user.
-
The term IMPU is used which will not be recognized by the IETF.
3. Conclusions

<Conclusion part (optional)>
4. Proposal

It is proposed to agree the following changes to 3GPP TS 24.174 v0.5.0.
* * * First Change * * * *

A.1.1
Introduction

IANA registry: Header Fields registry for the Session Initiation Protocol (SIP)
Header field name: Additional-Identity

Usage: The Additional-Identity header field is used only for informative purposes.

Header field specification reference: 3GPP TS 24.174, http://www.3gpp.org/ftp/Specs/archive/24_series/24.174/

The Additional-Identity header field is used to convey an originating identity on the originating side or a target identity on the terminating side where the served user is not registering this identity but is authorized by the network to use this identity.

On the originating side, when a user has requested such an additional identity to be used for an originating request, the UA can insert this identity in the Additional-Identity header field. When the identity in the Additional-Identity header field has been authorized by the network, the network can remove, ignore or use the Additional-Identity header field. A downstream node such as an application server or UA can use this information to identify the not registered identity on whose behalf the originating user is sending the request.

On the terminating side, when a user is contacted with such an additional identity, and the network decides to inform the terminating user that the user was contacted with this identity, the network can insert this identity in the Additional-Identity header field. A terminating request to the UA can hence contain the Additional-Identity header field with the identity used to reach the terminating user.

A.1.2
Applicability statement for the Additional-Identity header field

The Additional-Identity header field is applicable within a single private administrative domain or between different administrative domains.

The Additional-Identity header field is applicable when:

-
an originating UA wants to indicate the identity to be used as an originating identity in a multi-identity service;

-
a node performs the multi-identity service for an originating UA in an incoming request;

-
a node has performed the multi-identity service for a terminating identity in an incoming request; or

-
a terminating UA wants to identify the identity used to contact the terminating user.

* * * End of Changes * * * *
