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	When the PDU session release request is initiated by the UE (which is mostly triggered by the user) and if it is rejected by the SMF for the reasons #35, #43, #95-111, there is no reason for the UE to keep the PDU sessions established. So the PDU sessions shall be locally released by the UE.
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***** Next change *****
6.4.3.4
UE-requested PDU session release procedure not accepted by the network
Upon receipt of a PDU SESSION RELEASE REQUEST message, if the SMF does not accept the request to release the PDU session, the SMF shall create an PDU SESSION RELEASE REJECT message.
The SMF shall set the 5GSM cause IE of the PDU SESSION RELEASE REJECT message to indicate the reason for rejecting the PDU session release.

The 5GSM cause IE typically indicates one of the following SM cause values:

#35
PTI already in use; or
#43
Invalid PDU session identity; or

#95 – 111:
protocol errors.

The SMF shall send the PDU SESSION RELEASE REJECT message.
Upon receipt of a PDU SESSION RELEASE REJECT message and a PDU session ID, using the NAS transport procedure as specified in subclause 5.4.5, the UE shall stop timer T3582 and release the allocated PTI value. 

If the PDU SESSION RELEASE REJECT message includes  5GSM cause IE with  values  #43 "invalid PDU session identity", #35 "PTI already in use", or #95-111 "protocol errors" the UE shall locally release the PDU session. The UE may also perform the registration procedure for mobility and periodic registration update with a REGISTRATION REQUEST message including the PDU session status IE.
***** Next change *****
6.4.3.5
Abnormal cases in the UE

The following abnormal cases can be identified:

a)
Expiry of timer T3582.

The UE shall, on the first expiry of the timer T3582, retransmit the PDU SESSION RELEASE REQUEST message  and the PDU session information which was transported together with the initial transmission of the PDU SESSION RELEASE REQUEST message and shall reset and start timer T3582. This retransmission is repeated four times, i.e. on the fifth expiry of timer T3582, the UE shall abort the procedure, release the allocated PTI, perform a local release of the PDU session, and perform the registration procedure for mobility and periodic registration update with a REGISTRATION REQUEST message including the PDU session status IE.
b)
Collision of UE-requested PDU session release procedure and network-requested PDU session modification procedure.

When the UE receives a PDU SESSION MODIFICATION COMMAND message during the UE-requested PDU session release procedure, and the PDU session indicated in PDU SESSION MODIFICATION COMMAND message is the PDU session that the UE had requested to release, the UE shall ignore the PDU SESSION MODIFICATION COMMAND message and proceed with the PDU session release procedure.
c)
Collision of UE-requested PDU session release procedure and network-requested PDU session release procedure.

When the UE receives a PDU SESSION RELEASE COMMAND message with the PTI IE set to "No procedure transaction identity assigned" during the UE-requested PDU session release procedure, and the PDU session indicated in the PDU SESSION RELEASE COMMAND message is the same as the PDU session that the UE requests to release, the UE shall abort the UE-requested PDU session release procedure and proceed with the network-requested PDU session release procedure.
d)
Invalid PDU session identity.

Upon receipt of a PDU SESSION RELEASE REJECT message with a 5GSM cause IE set to #43 "invalid PDU session identity", the UE shall perform a local release of the PDU session.
e)
PTI already in use.

Upon receipt of a PDU SESSION RELEASE REJECT message with a 5GSM cause IE set to #35 "PTI already in use", the UE shall perform a local release of the PDU session.
f)
Protocol error.

Upon receipt of a PDU SESSION RELEASE REJECT message with a 5GSM cause IE set to #95-111 "protocol errors", the UE shall perform a local release of the PDU session.
***** End changes *****
