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1
Overall description
CT1 thanks RAN2 for their LS on security failure of NAS container in HO command.

CT1 would like to inform RAN2 that CT1 has agreed the attached CR which adds an indication from NAS to RRC in case NAS determines that the contents of a NAS container included in a handover command are invalid. 

CT1 would like to point out that the NAS will not trigger NAS signalling connection recovery in this case. Also, since security failure of the NAS container in a handover command should be a rare event and Rel-15 is deep frozen, the CR was agreed only for Rel-16.
2
Actions
To RAN2
ACTION: 
3GPP TSG CT WG1 asks RAN2 to take the above information into account and to consider updating their specifications if deemed necessary.
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