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1
Introduction
Rel-16 WI eMCData2 (CP-190199) explicitly identifies “MCData Emergency Alerts (on-network and off-network)” as a candidate capability for Stage 3 text development. The corresponding Stage 2 text is specified by SA6 in TS 23.280 section 10.10 and TS 23.282 section 7.10.
2
Background
According to Stage 2, MCData has only limited Emergency Alert functionality, in comparison to the other MC services (MCPTT and MCVideo). In principle, the sending of an Emergency Alert by a MC service client:
· Signals other MC service users that the sender is has an emergency. This is supported by MCData Stage 2; and

· Optionally, allows for the placement of an MC service group associated with the sender in an emergency state, resulting in communications between the members of the group to be emergency communications until the sender’s emergency is cancelled. By interpreting lack of explicit Stage 2 description as non- requirement, this “group behaviour” appears NOT to be supported by MCData. However, it is not clear what the impact is on the “individual behaviour” of the client that initiated the emergency alert with regard to its communications during the emergency.  
(Refer to NOTEs 3, 4 and 5 in section 10.10.1.2.1 of TS 23.280 for more information on what was described in the two bullet points above). 

Under normal circumstances, at least the transmission leg of a communication of a user in an emergency situation should not be subject to suspension due to congestion in the cell and there should be a way to mark the transmitted information as requiring urgent processing and attention.

In light of the statements in section 10.10.1.2.1 of TS 23.280 that in an emergency a client “gets elevated access privilege”, it may be useful to discuss in CT1 and/or clarify with SA6 whether or not the transmissions originated by the user that has sent a (not yet cleared) emergency alert are pre-emptible or not, whether or not to upgrade the bearers priority used by the sender and whether or not the user’s transmissions should be recognizable by other users as emergency communications.
As examples and use cases, in the case of the file distribution (FD) sub-service, an emergency communication may be the transmission of a file containing a still picture or a composite portrait of a suspect or of a missing person; or the sending of a building or floor plan by a security guard in the building during a hostage situation. In the case of messaging sub-service (SDS), the question is whether or not the transmitted messages should be flagged as emergency messages, such that they can receive immediate attention from other users and potentially preferential treatment in routing and processing. 
3
Potential clarifications sought from SA6

The following questions could be asked from SA6:
· In light of the statements in section 10.10.1.2.1 of TS 23.280 that in an emergency a client “gets elevated access privilege”, should the bearers of an MCData client while in emergency alert state be made non-preemptible and potentially have their priority adjusted?
· Should files (FD) and/or messages (SDS) that are sent by a client in emergency alert state be marked in some way to enable preferential (emergency) treatment by the system, while transported, and by recipients, when delivered?

· If the answer to the previous question is YES, which transmission mode(s) would they apply to, e.g.: FD via media plane, FD via HTTP, SDS via media plane, SDS via signalling control plane, off-network, etc. ? 
4
Proposed way forward
The following steps are being proposed:

· Start now developing Stage 3 text in TS 24.282 for Emergency Alert based on:

· current Stage 2 text in TS 23.280 section 10.10, i.e. cover MCData Emergency Alert origination and cancellation, without the functionality impacting other users’ emergency status; and

· subject to agreement in CT1, functional aspects that pertain to Stage 3 and are based on normally expected behaviour, such that protecting communications from a user that has declared an emergency from becoming, at random, a candidate for pre-emption by RAN, in case of congestion.  
Current Stage 3 text in TS 24.281 section 11 for MCVideo Emergency Alert can provide, with modifications, a starting point and inspiration for MCData Emergency Alert stage 3 text. 
· Send a LS to SA6 requesting clarifications, as necessary.

· Upon receipt of the answer from SA6, make the necessary changes and/or additions, as applicable. 
