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3.1
Definitions

For the purposes of the present document, the terms and definitions given in TR 21.905 [20] and IETF RFC 4825 [8] apply.

SS configuration via XCAP: supplementary services (SS) configuration based on XCAP protocol sent over the Ut interface.
For the purposes of the present document, the following terms and definitions given in 3GPP TS 22.011 [24] apply:

3GPP PS data off

3GPP PS data off exempt service

For the purposes of the present document, the following terms and definitions given in 3GPP TS 24.229 [25] apply:

3GPP PS data off status
For the purposes of the present document, the following terms and definitions given in 3GPP TS 24.501 [xx] apply:

NG-RAN
***** Next change *****
3.2
Abbreviations

For the purposes of the present document, the following abbreviations apply:
5GC
5G Core
AP
Authentication Proxy

AS
Application Server

AUID
Application Unique ID

EPS
Evolved Packet System

GPRS
General Packet Radio Service

HTTP
HyperText Transfer Protocol

IMS
IP Multimedia Subsystem

ISDN
Integrated Services Digital Network

MIME
Multipurpose Internet Mail Extensions

MMI
Man-Machine Interface
NAF
Network Application Function

NGN
Next Generation Network

ODB
Operator Determined Barring

PS
Packet Switched

PSTN
Public Switched Telephone Network

TLS
Transport Layer Security

UE
User Equipment

URI
Uniform Resource Identifier

WPA
Wrong Password Attempts

XCAP
XML Configuration Access Protocol

XML
eXtended Markup Language

XUI
XCAP User Identifier

***** Next change *****
5.2.1.3
Policy on access type used for XCAP

The policy on access type used for the XCAP enables HPLMN control of access used for XCAP messages.

The policy on access type used for the XCAP can be set to one of the following values:

a)
any access type;

b)
3GPP accesses only;

c)
EPC or 5GC via WLAN IP-CAN only;

d)
Non-seamless WLAN offload only;

e)
3GPP accesses preferred, non-seamless WLAN offload as secondary; and
f)
3GPP accesses preferred, EPC or 5GC via WLAN IP-CAN as secondary.
The UE may support the policy on access type used for the XCAP.

If the UE supports the policy on access type used for the XCAP:

a)
when the UE needs to send an XCAP request:

1)
if the policy on access type used for the XCAP is set to "any access type", the UE shall send XCAP requests from an IP address associated with a bearer of any access;

2)
if the policy on access type used for the XCAP is set to "3GPP accesses only":

A)
the UE shall attempt to obtain a PDP context for XCAP as specified in 3GPP TS 24.008 [x] or a EPS bearer context for XCAP as specified in 3GPP TS 24.301 [y] or a 5GS QoS flow using NG-RAN as specified in 3GPP TS 24.501 [xx];

B)
if the UE obtains the PDP context for XCAP or the EPS bearer context for XCAP or the 5GS QoS flow using NG-RAN, the UE shall send XCAP requests from an IP address associated with the obtained PDP context for XCAP or the obtained EPS bearer context for XCAP; and

C)
if the UE cannot obtain the PDP context for XCAP or the EPS bearer context for XCAP or the 5GS QoS flow using NG-RAN, the UE shall not send XCAP request;

3)
if the policy on access type used for the XCAP is set to "EPC or 5GC via WLAN IP-CAN only":

A)
the UE shall attempt to associate with a WLAN as specified in 3GPP TS 24.302 [u] or as specified in 3GPP TS 24.502 [yy] and the UE shall attempt to obtain: 
-
a PDN connection for XCAP as specified in 3GPP TS 24.302 [u] or 3GPP TS 24.244 [v]; or
-
a 5GS QoS flow using WLAN as specified in 3GPP TS 24.502 [yy];
B)
if the UE obtains the PDN connection or 5GS QoS flow for XCAP, the UE shall send XCAP requests from an IP address associated with the PDN connection or 5GS QoS flow for XCAP; and

C)
if the UE cannot obtain the PDN connection or 5GS QoS flow for XCAP, the UE shall not send an XCAP request;

4)
if the policy on access type used for the XCAP is set to "Non-seamless WLAN offload only":

A)
the UE shall attempt to associate with a WLAN as specified in 3GPP TS 24.302 [u];

B)
if the UE associates with a WLAN and the WLAN is either untrusted non-3GPP access or the UE established NSWO via TWAN, the UE shall send XCAP requests from an IP address associated with the WLAN; and

C)
if the UE cannot associate with a WLAN or the UE associates with TWAN and NSWO is not available, the UE shall not send an XCAP request;
5)
if the policy on access type used for the XCAP is set to "3GPP accesses preferred, non-seamless WLAN offload as secondary":

A)
the UE shall attempt to obtain a PDP context for XCAP as specified in 3GPP TS 24.008 [x] or a EPS bearer context for XCAP as specified in 3GPP TS 24.301 [y];

B)
if the UE obtains the PDP context for XCAP or the EPS bearer context for XCAP, the UE shall send XCAP requests from an IP address associated with the obtained PDP context for XCAP or the obtained EPS bearer context for XCAP; and

C)
if the UE cannot obtain the PDP context for XCAP or the EPS bearer context for XCAP:

i)
the UE shall attempt to associate with a WLAN as specified in 3GPP TS 24.302 [u];
ii)
if the UE associates with a WLAN and the WLAN is either untrusted non-3GPP access or the UE established NSWO via TWAN, the UE shall send XCAP requests from an IP address associated with the WLAN; and

iii)
if the UE cannot associate with a WLAN or the UE associates with TWAN and NSWO is not available, the UE shall not send an XCAP request; and

6)
if the policy on access type used for the XCAP is set to "3GPP accesses preferred, EPC or 5GC via WLAN IP-CAN as secondary":

A)
the UE shall attempt to obtain a PDP context for XCAP as specified in 3GPP TS 24.008 [x] or a EPS bearer context for XCAP as specified in 3GPP TS 24.301 [y] or a 5GS QoS flow using NG-RAN as specified in 3GPP TS 24.501 [xx];

B)
if the UE obtains the PDP context for XCAP or the EPS bearer context for XCAP, the UE shall send XCAP requests from an IP address associated with the obtained PDP context for XCAP or the obtained EPS bearer context for XCAP or the 5GS QoS flow using NG-RAN; and

C)
if the UE cannot obtain the PDP context for XCAP or the EPS bearer context for XCAP or the 5GS QoS flow using NG-RAN:

i)
the UE shall attempt to associate with a WLAN as specified in 3GPP TS 24.302 [u] or as specified in 3GPP TS 24.502 [yy] and the UE shall attempt to obtain:

- 
a PDN connection for XCAP as specified in 3GPP TS 24.302 [u] or 3GPP TS 24.244 [v]; or
-
a 5GS QoS flow using WLAN as specified in 3GPP TS 24.502 [yy];
ii)
if the UE obtains the PDN connection or 5GS QoS flow for XCAP, the UE shall send XCAP requests from an IP address associated with the PDN connection or 5GS QoS flow for XCAP; and

iii)
if the UE cannot obtain the PDN connection for XCAP, the UE shall not send an XCAP request; and

b)
the UE may support being configured with the policy on access type used for the XCAP using one or more of the following methods:

a)
the EFXCAPConfigData  file described in 3GPP TS 31.102 [15B];

b)
the EFXCAPConfigData file described in 3GPP TS 31.103 [15A]; and

c)
the AccessForXCAP node of 3GPP TS 24.424 [22].
If the UE is configured with both the AccessForXCAP node of 3GPP TS 24.424 [22] and the EFXCAPConfigData file described in 3GPP TS 31.102 [15B] or 3GPP TS 31.103 [15A], then the EFXCAPConfigData file shall take precedence.

NOTE:
Precedence for files configured on both the USIM and ISIM is defined in 3GPP TS 31.102 [15B].

