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1. Introduction
Currently S1 UE capability IE and 5GMM capability IE is not part of the cleartext IE. Hence, in case of no valid 5G NAS security context exists, the UE will not include these IEs in the REGISTRATION REQUET message to the AMF but only in the SECURITY MODE COMPLETE message during later SMC procedure.

When the Security mode command procedure is initiated after receiving the registration request message with only cleartext IEs, the AMF will not include the “Selected EPS NAS security algorithms” IE in the SECURITY MODE COMMAND to the UE and the UE will not be able to generate the mapped EPS NAS security context. If there is a handover from N1 mode to S1 mode, the handover fails due to no valid EPS NAS securty context.

Note that currently, there is no guarantee that the AMF shall initiate another SMC procedure once the security exchange of NAS signalling connection was already established during the first SMC procedure, which results in a situation that the AMF has never provided the selected EPS NAS security algorithms to the UE and finally cause inter-system handover from N1 mode to S1 mode failure.
This issue is considered as FASMO as the handover from N1 mode to S1 mode will fail frequently and hence needs a solution in Rel-15 as well.

There are 2 possible solutions to solve this problem.
2. Proposals
Proposal 1:
If the UE supports S1 mode, always include S1 UE capability IE and 5GMM capability IE in the cleartext IEs.
When the AMF receives 5GMM capability IE with  “S1 mode supported”, and if AMF supports N26 interface, AMF will select the ciphering and integrity alogrithsms to be used in EPS and indicate it to the UE in SECURITY MODE COMMAND Message. UE will generate mapped EPS NAS security context. So when the UE needs to perform N1 mode to S1 mode handover and since EPS NAS security context is already present, Handover will not fail due to the lack of EPS NAS security context.
Pros: No additional signalling as the 5GMM capability IE and S1 UE capability IEs are included to the cleartext IEs.

Cons: This has potential backward compatability issue as an old AMF can reject the registration request due to the presence of unknown IEs among the clear text IEs.
Proposal 2:
In this proposal, solution is, when AMF receives REGISTRATION REQUEST message in SECURITY MODE COMPLETE message and the REGISTRATION REQUEST message indicates “S1 mode supported” and the AMF supports N26 interface, then AMF shall initiate a new Security Mode command procedure to provide the selected EPS NAS security algorithms to the UE.
Pros: No Backward compatablity issue as the change is only in AMF and not in the UE
Cons: Additional SMC procedure is always initiated when the UE supports S1 mode.
Conclusion:-
It is proposed to analyse the current problem and conclude which is the best way forward, proposal 1 or proposal 2. This issue is FASMO and the solution needs to go to Rel-15 as well. 
The Rel-15 CR C1-192401 and Rel-16 CR C1-192405 are submitted with solutions with Proposal 2.
