Page 1



3GPP TSG-CT WG1 Meeting #116
C1-192365
Xi'an, P.R. of China, 8-12 April 2019
	CR-Form-v11.2

	CHANGE REQUEST

	

	
	24.502
	CR
	0075
	rev
	-
	Current version:
	15.3.0
	

	

	For HELP on using this form: comprehensive instructions can be found at 
http://www.3gpp.org/Change-Requests.

	


	Proposed change affects:
	UICC apps
	
	ME
	X
	Radio Access Network
	
	Core Network
	X


	

	Title:

	Introduction of trusted non-3GPP access description

	
	

	Source to WG:
	Huawei, HiSilicon

	Source to TSG:
	C1

	
	

	Work item code:
	5WWC
	
	Date:
	2016-03-29

	
	
	
	
	

	Category:
	B
	
	Release:
	Rel-16

	
	Use one of the following categories:
F  (correction)
A  (mirror corresponding to a change in an earlier release)
B  (addition of feature), 
C  (functional modification of feature)
D  (editorial modification)

Detailed explanations of the above categories can
be found in 3GPP TR 21.900.
	Use one of the following releases:
Rel-8
(Release 8)
Rel-9
(Release 9)
Rel-10
(Release 10)
Rel-11
(Release 11)
Rel-12
(Release 12)
Rel-13
(Release 13)
Rel-14
(Release 14)
Rel-15
(Release 15)
Rel-16
(Release 16)

	
	

	Reason for change:
	The 5GCN has been enhanced in the Rel-16 version of the 3GPP specifications in both stage 1 and stage 2 so that both untrusted non-3GPP access networks and trusted non-3GPP access networks can be used to get access to the 5GCN.
However, the TS 24.502 indicates the only the case of untrusted non-3GPP is supported, quote:

In this release of specification, only untrusted non-3GPP access is supported.

	
	

	Summary of change:
	The case of trusted non-3GPP access network is added under section 4.
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***** Next change *****
4.1
Overview

The 5G core network (5GCN) supports the connectivity of the UE via non-3GPP access networks. These non-3GPP access networks can be trusted or untrusted access networks. A non-3GPP access network may advertise the PLMNs for which it supports trusted connectivity and the type of supported trusted connectivity (e.g. "5G connectivity") so that the UE can discover the non-3GPP access networks that can provide trusted connectivity to one or more PLMNs.
***** Next change *****
4.X
Trusted access

For a trusted non-3GPP access network, the communication between the UE and the 5GCN is secure.
For a trusted non-3GPP access network, the UE establishes secure connection to the 5GCN over trusted non-3GPP access to the TNGF. The UE uses 3GPP-based authentication for connecting to a non-3GPP access and performs registration to the 5GCN during the IKEv2 SA establishment procedure as specified in 3GPP TS 24.501 [4] and IETF RFC 7296 [6]. After the registration, the UE supports NAS signalling with 5GCN using the N1 reference point as specified in 3GPP TS 24.501 [4].
