3GPP TSG CT WG1 Meeting #116





C1-192183
Xi'an, P.R. of China, 8-12 April 2019

Source:
Huawei, HiSilicon
Title:
Discussion on CIoT steering and redirection between EPS and 5GS
Agenda item:
16.2.8
Document for:
Discussion and Decision
1. Introduction

In 2019Q1, SA2 has agreed following requirement on selection, steering and redirection between EPS and 5GS in normative work for 5G_CIoT (excerpted from TS 23.501 subclause 5.31.3):
"The UE selects the core network type (EPC or 5GC) based on the broadcast indications for both EPC and 5GC, and the UE's (5G) Preferred Network Behaviour. When the UE performs the registration procedure it includes its Preferred Network Behaviour (for 5G and EPC) in the Registration Request message and the AMF replies with the 5G Supported Network Behaviour in the Registration Accept message.

In the networks that support CIoT features in both EPC and 5GC, the operator may steer the UEs from a specific CN type due to operator policy, e.g., due to roaming agreements, Preferred and Supported Network Behaviour, load redistribution, etc. Operator policies in EPC and 5GC are assumed to avoid steering UEs back and forth between EPC and 5GC.
To redirect a UE from 5GC to EPC, when the UE requests Registration, the AMF sends a Registration Reject with an EMM cause value indicating the UE should not use 5GC. The UE disables N1 mode and re-enables S1 mode, if it was disabled. The UE then performs either an Attach or TAU with EPC as described in clause 5.17.2.

To redirect a UE from EPC to 5GC, when the UE requests an Attach or TAU procedure, the MME sends a reject message with an EMM cause indicating the UE should not use EPC. The UE disables S1 mode and re-enables N1 mode, if it was disabled. The UE then performs a Registration with 5GC as described in clause 5.17.2.

When determining whether to redirect the UE the AMF/MME takes into account the UE support of S1/N1 mode (respectively) and the UEs (5G) Preferred Network Behaviour and the (5G) Supported Network Behaviour of the network the UE is being redirected towards.
If after redirection the UE cannot find a cell supporting connectivity, the UE may re-enable the disabled N1/S1 mode and then perform Registration, Attach or TAU."
This paper attempts to discuss how to implement these SA2 requirements in stage 3 and based on solution evaluation to propose a way forward in CT1.
As NR does not support any CIoT optimisations in Rel-16, hence the steering and redirection between EPS and 5GS for CIoT optimisations can only be valid for a UE accessing 5GC via E-UTRAN.
2. Discussion
2.1 Current situation in stage 3
In EPC, there is a mechanism defined in TS 24.501 subclause 4.5 on disabling and re-enabling of UE's E-UTRA capability in case of the UE is not allowed to access EPC via E-UTRAN (e.g. due to E-UTRAN access restriction, or no EPC subscription). Typically, the network will reject the attach and TAU request with EMM cause value #15 "no suitable cells in tracking area" together with an extended EMM cause value "E-UTRAN not allowed". However, this mechanism has no functionality to steer and redirect the UE to access 5GC for CIoT optimisations. Once the UE disabled its E-UTRA capability, the UE should firstly try to select another RAT (GERAN, UTRAN, or NG-RAN) of the current PLMN, no guarantee that the UE shall only perform a CN type selection to access 5GC for CIoT optimisations. 

In EPC, there is another mechanism defined in TS 24.301 subclause 4.9 on disabling and re-enabling of UE's NB-IoT capability in case of the UE access the network via NB-IoT is not allowed (e.g. due to NB-IoT access restriction, or no NB-IoT subscription). Typically, the network will reject the attach and TAU request with EMM cause value #15 together with an extended EMM cause value "NB-IoT not allowed". However, this mechanism also has no functionality to steer and redirect the UE to access 5GC for CIoT optimisations. Once the UE disabled its NB-IoT capability, the UE should firstly try to select a WB-E-UTRAN cell of the current PLMN, and as UE’s NB-IoT capability was disabled, actually the UE cannot access 5GC via NB-IoT for CIoT optimisations. 
In EPC, there is another mechanism defined in TS 24.301 subclause 5.5.1.2.5 and 5.5.3.2.5 on incompatibility between the CIoT EPS optimizations supported by the UE and what the network supports. Typically, the network will reject the attach and TAU request with EMM cause value #15 together with an extended EMM cause value "requested EPS optimization not supported". However, this mechanism also has no functionality to steer and redirect the UE to access 5GC for CIoT optimisations as the UE’s behavour for this extended cause value is implementation specific. The UE still behaves according to the EMM cause value #15. 

In 5GC, there is a mechanism defined in TS 24.501 subclause 4.9.2 on disabling and re-enabling of UE's N1 mode capability for 3GPP access in case of the UE is not allowed to access 5GC via NG-RAN (e.g. due to NG-RAN access restriction, or no 5GC subscription). Typically, the network will reject the registration request with 5GMM cause value #27 "N1 mode not allowed".
However, this mechanism has no functionality to steer and redirect the UE to access EPC for CIoT optimisations. Once the UE disabled its N1 mode capability for 3GPP access, the UE should firstly try to select a WB-E-UTRAN cell connected to EPC of the current PLMN, no guarantee that the UE shall only perform a CN type selection to access EPC for CIoT optimisations. 

Observation 1: There is no existing mechanism can be reused to steer and redirect the UE betwee EPC and 5GC for CIoT optimisations.

2.2 Solutions

As per SA2 agreed requirements, the whole solution for redirection the UE between EPC and 5GC for CIoT optimisations has following principle:

(1) The UE includes its supported CIoT network behaviours for both 5GC and EPC to the serving network during the registration procedure in N1 mode and during the attach or TAU procedure in S1 mode.

(2) The network rejects the UE request with a cause value based on which the UE disables the current mode, re-enable the target mode (if was disabled) and then perform CN type selection to access the target CN.
For principle (2), as per agreed in SA2, the network performs it based on operator policy on CIoT optimisations, typicially, the network takes into account the UE support of S1/N1 mode (respectively) and the UEs (5G) Preferred Network Behaviour and the (5G) Supported Network Behaviour of the network the UE is being redirected towards for redirection determination.

To implement principle (1) in stage 3, the solution is quite straightforward. As per SA2 agreed, the UE includes its supported CIoT network behaviours for both 5GC and EPC to the serving network in separate IE respectively. In 5GC, the UE can inlcude UE’s supported CIoT network behaviours for 5GC in the 5GMM capability IE and also include UE’s supported CIoT network behaviours for EPC in the S1 UE network capability IE in the registration request message. In EPC, so far the UE’s supported CIoT network behaviours for EPC was included in the UE network capability IE in the attach/TAU request message. Hence, similar as done in 5GC, a new IE needs to be added in the attach/TAU request message to include UE’s supported CIoT network behaviours for 5GC separately. As in 5GC, UE’s supported CIoT network behaviours for 5GC was included in the 5GMM capability IE, then this new IE in EPC can refer the IE coding of 5GMM capability IE defined in TS 24.501 without creating a totally new IE coding for this.
Proposal 1: In 5GC, the UE inlcudes its supported CIoT network behaviours for 5GC in the 5GMM capability IE and also include its supported CIoT network behaviours for EPC in the S1 UE network capability IE in the registration request message.
Proposal 2: In EPC, the UE inlcudes its supported CIoT network behaviours for EPC in the UE network capability IE and also include its supported CIoT network behaviours for 5GC in a new IE (e.g. 5GMM capability) in the attach/TAU request message.
To implement principle (2) in stage 3, based on the current sitation in section 2.1, there are two alternatives:
Alt# 1: To re-use the existing EMM and 5GMM cause value but to update the network and UE behaviour for redirection the UE between EPC and 5GC for CIoT optimisations.
Alt# 2: To define a new EMM and 5GMM cause value for redirection the UE between EPC and 5GC for CIoT optimisations.

For Alt#1, typically, the required main changes on existing mechanisms shown in section 2.1 can be summarized in below table 1.

Table 1. Required main changes on the existing mechanisms
	CN domain
	Required main changes on the network
	Required main changes on the UE

	EPC
	The AMF needs to be updated to behave as either below:

· For UE in NB-S1 mode, the MME needs to determine the rejection of the UE request based on operator policy on CIoT optimisations using EMM cause #15 together with an extended EMM cause value "NB-IoT not allowed"; 

· For UE in WB-S1 mode, the MME needs to determine the rejection of the UE request based on operator policy on CIoT optimisations using EMM cause #15 together with an extended EMM cause value "E-UTRAN not allowed".
Or below:

· For UE in NB-S1 mode or WB-S1 mode the MME needs to determine the rejection of the UE request based on operator policy on CIoT optimisations using EMM cause #15 together with an extended EMM cause value "requested EPS optimization not supported".
	The UE needs to be updated to behave as either below:

· For UE in NB-S1 mode, upon receipt of attach/TAU reject with EMM cause #15 together with an extended EMM cause value "NB-IoT not allowed", the UE disables its E-UTRA capability, enables its N1 mode capability for 3GPP access (if was disabled) and then attempts to perform CN type selection to select 5GC for registration. Note that here the UE's NB-IoT capability cannot be disabled which is different from the legacy handling. 
· For UE in WB-S1 mode, upon receipt of attach/TAU reject with EMM cause #15 together with an extended EMM cause value "E-UTRAN not allowed", the UE disables its E-UTRA capability, enables its N1 mode capability for 3GPP access (if was disabled) and then attempts to perform CN type selection to select 5GC for registration.
Or below:

· For UE in NB-S1 mode or WB-S1 mode, upon receipt of attach/TAU reject with EMM cause #15 together with an extended EMM cause value "requested EPS optimization not supported", the UE disables its E-UTRA capability, enables its N1 mode capability for 3GPP access (if was disabled) and then attempts to perform CN type selection to select 5GC for registration.

	5GC
	· For UE in NB-N1 mode or WB-N1 mode, the AMF needs to determine the rejection of the UE request based on operator policy on CIoT optimisations using 5GMM cause value #27 "N1 mode not allowed".
	· For UE in NB-N1 mode or WB-N1 mode, upon receipt of registration reject with 5GMM cause #27, the UE disables its N1 mode capability for 3GPP access, enables its E-UTRA capability (if was disabled) and then attempts to perform CN type selection to select EPC for registration. 


For Alt#2, no impact on existing mechanisms shown in section 2.1 and only needs to define the new EMM and 5GMM cause values and related network and UE behaviours. 

The evaluation between Alt#1 and Alt#2 can be summarized in table 2.
Table 2. Alternatives evaluation.

	Alternatives
	Pros.
	Cons.

	Alt#1
	· Existing EMM/5GMM cause values can be reused. 
	· Non-backward compatible issues in EPC:

· R16 UE access R15 EPC:  In case of the R15 MME rejects the UE request with EMM cause #15 together with "NB-IoT not allowed", "E-UTRAN not allowed" or "requested EPS optimization not supported" due to legacy reasons (e.g. due to no EPC subscription/roaming agreement, no NB-IoT subscription/roaming agreement, or incompatibility of CIOT feature between the UE and the network), R16 UE will always try to select 5GC for CIoT optimisations, which is mis-aligned with network’s expectation.

· R15 UE access R16 EPC:  In case of the R16 MME rejects the UE request with EMM cause #15 together with "NB-IoT not allowed", "E-UTRAN not allowed" or "requested EPS optimization not supported" due to redirection for CIoT optimisations, R15 UE will always performs the legacy handling and not try to select 5GC for CIoT optimisations, which is mis-aligned with network’s expectation.

· The similar Non-backward compatible issues exist in 5GC.

· Misalignment between network rejection and UE reaction: even for R16 UE access R16 EPC/5GC, as the same reject cause value is used for two totally different use cases: legacy cases and redirection for CIoT optimisations, the UE cannot know which specific reason for network rejection and then behave acoordingly. 
· Complicated as three existing mechanims are on the table and need to evaluate to choose which one to revise is better.

	Alt#2
	· Backward compatible solution.
· Clean solution without impact on exsiting legacy mechanisms as shown in section 2.1.
· The network rejection and UE reaction are aligned for redirection the UE between EPC and 5GC for CIoT optimisations.
	None


Based on above evaluation, we would have:

Proposal 3: Alt#2 is adopted, i.e. to define a new EMM and 5GMM cause value for redirection the UE between EPC and 5GC for CIoT optimisations.
3. Conclusion
This paper provided technical analysis on the implementaton of SA2 requirements on steering and redirection between EPS and 5GS for CIoT optimisations in stage 3.

Based on discussion and evaluation, following observation, alternatives and proposals were provided:

Observation 1: There is no existing mechanism can be reused to steer and redirect the UE betwee EPC and 5GC for CIoT optimisations.

Proposal 1: In 5GC, the UE inlcudes its supported CIoT network behaviours for 5GC in the 5GMM capability IE and also include its supported CIoT network behaviours for EPC in the S1 UE network capability IE in the registration request message.
Proposal 2: In EPC, the UE inlcudes its supported CIoT network behaviours for EPC in the UE network capability IE and also include its supported CIoT network behaviours for 5GC in a new IE (e.g. 5GMM capability) in the attach/TAU request message.
Alt# 1: To re-use the existing EMM and 5GMM cause value but to update the network and UE behaviour for redirection the UE between EPC and 5GC for CIoT optimisations.

Alt# 2: To define a new EMM and 5GMM cause value for redirection the UE between EPC and 5GC for CIoT optimisations.

Proposal 3: Alt#2 is adopted, i.e. to define a new EMM and 5GMM cause value for redirection the UE between EPC and 5GC for CIoT optimisations.
Proposal 1 and 2 are captured in CR C1-192184 and C1-192185 to TS 24.501 and TS 24.301 respectively. Proposal 3 is captured in CR C1-192186 and C1-192187 to TS 24.501 and TS 24.301 respectively.
