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[bookmark: _Toc533163930]*** Next change ***
5.3.2.1	General
The purpose of the WLAN selection procedure is to create a prioritized list of selected WLAN(s).
The UE shall perform WLAN selection based on the user preferences and WLANSP rules. The UE may be provisioned with WLANSP rules from multiple PLMNs. User preferences take precedence over the WLANSP rules.
The user preferences are used to select between the automatic WLAN selection procedure or the manual WLAN selection procedure:
a)-	if user preferences are present, the UE shall determine the prioritized list of selected WLAN(s) using the manual mode WLAN selection procedure (see subclause 5.3.2.2); and
b)-	if user preferences are not present or if there is no user-preferred WLAN access network available, the UE shall determine the prioritized list of selected WLAN(s) using the automatic mode WLAN selection procedure (see subclause 5.3.2.3).

*** Next change ***
5.3.2.3	Automatic mode WLAN selection
The UE shall first determine valid WLANSP rules for WLAN selection:
a)	if the UE is not roaming over 3GPP access, the UE shall use the valid WLANSP rules from the HPLMN; 
b)	if the UE is roaming over 3GPP access, the UE may have valid WLANSP rules from both the VPLMN and the HPLMN. WLANSP rules from the HPLMN will have lower priority from the WLANSP rules from the VPLMN.
Upon completion of determining valid WLANSP rules for WLAN selection,tThe UE shall then determine the selected WLAN(s) according to the following steps:
[bookmark: _Hlk2256485]a)	use the procedures specified in the IEEE 802.11-2012 [19] to discover the available WLANs. The UE may perform ANQP procedures as specified in the IEEE 802.11-2012 [19] or the Hotspot 2.0 [20] to discover the attributes and capabilities of available WLANs. If the UE supports ANQP procedures, theThe UE may send an ANQP request with ANQP-elements "Domain Name" for lists of service providers (i.e. ANQP-elements "Domain Name", see IEEE 802.11-2012 [19]) and PLMN identities in the payload of (i.e. ANQP-element "3GPP Cellular Network", see 3GPP TS 24.302 [7]); and 
b)	if the UE has performed ANQP procedures to discover the attributes and capabilities of available WLANs, compare the attributes and capabilities of the available WLANs with the group of selection criteria of the valid WLANSP rules and construct a prioritized list of available WLANs that fulfill the selection criteria. 
1)	when there are multiple valid WLANSP rules the UE evaluates the valid WLANSP rules in priority order. The UE evaluates first if an available WLAN access meets the selection criteria of the highest priority valid WLANSP rule. The UE then evaluates if an available WLAN access meets the selection criteria of the next priority valid WLANSP rule;
NOTE 1:	Each WLANSP rule can include one or more groups of selection criteria in priority order. If there are multiple highest priority groups of selection criteria in the valid WLANSP rule, it is up to the UE implementation which one to use.
2)	if the Home network ind bit is not set to "1" in the group of selection criteria (see 3GPP TS 24.526 [17]), the WLAN(s) that match the group of selection criteria with the highest priority are considered as the most preferred WLANs, the WLAN(s) that match the group of selection criteria with the second highest priority are considered as the second most preferred WLANs; and
3)	if the Home network ind bit is set to "1" in the group of selection criteria (see 3GPP TS 24.526 [17]), then the UE shall create a list of available WLANs and shall apply the group of selection criteria to all the WLANs in this list. A WLAN is included in this list, if
i)	the other selection criteria in the active WLANSP rule are met; and
[bookmark: _Hlk2134616]ii)	the UE received a lists of service providers (i.e.in ANQP-elements "Domain Name") and PLMN identities in the payload of (i.e. ANQP-element "3GPP Cellular Network"), and :
I)	if the list with PLMNs that can be selected form the WLAN (see 3GPP TS 24.302 [7]) includes:
A)	the HPLMN derived from its IMSI; or
B)	a PLMN matching an entry in the UE's list of equivalent PLMNs; or
II)	if the domain name list (see IEEE 802.11-2012 [19]) includes:
A)	the home domain name derived from its IMSI; or
B)	the domain name derived from its list of equivalent PLMNs; and
NOTE 2:	If the Home network ind bit is set to "1" in a group of selection criteria then this group of selection criteria is not expected to include the preferred roaming partner list and the preferred SSID list.
NOTE 3:	In tThis release of the specification, is about the untrusted non-3GPP access network and therefore the ANQP-element "3GPP Cellular Network" with the PLMN List with the trusted connectivity capabilities to the 3GPP core S2a Connectivity IE is not considered by the UE.
4)	The priority of a WLAN in the available WLANs list is set to the WLAN priority defined in the preferredSSIDlist of the matching group of selection criteria. There may be one or more selected WLANs in the list. 

*** Next change ***
[bookmark: _Toc533164065][bookmark: _Toc533163965]7.3.2.1	IKE SA and signalling IPsec SA establishment initiation
The UE proceeds with the establishment of IKE SA and signalling IPsec SA with the selected N3IWF by initiating an IKE_SA_INIT exchange according to IETF RFC 7296 [6].
[bookmark: _GoBack]The UE shall initiate an IKE_AUTH exchange as specified in IETF RFC 7296 [6] to establish an IKE SA and first child SA (signalling IPsec SA). The UE shall indicate the intention to use EAP-5G by not including the AUTH payload in the initial IKE_AUTH request message as specified in IETF RFC 7296 [6].
NOTE:	The IKE_AUTH exchange is sent after the IKE_SA_INIT exchange. The UE has already established the IKE_SA_INIT exchange after N3IWF selection has been completed.
Upon reception of the IKE_AUTH request message without AUTH payload, the N3IWF shall respond with an IKE_AUTH response message with an indication to start an EAP-5G session that will be used to convey the initial NAS messages. The EAP-5G procedure is described in subclause 7.3.3.
*** Next change ***
9.3.2.2.2	EAP-Response/5G-NAS message
EAP-Response/5G-NAS message is coded as specified in figure 9.3.2.2.2-1 and table 9.3.2.2.2-1.
	Bits
	

	7
	6
	5
	4
	3
	2
	1
	0
	Octets

	Code
	1

	Identifier
	2

	Length
	3 - 4

	Type
	5

	Vendor-Id
	6 - 8

	Vendor-Type
	9 - 12

	Message-Id
	13

	Spare
	14

	AN-parameter length
	15-16

	AN-parameter 
	17 - 17+x

	NAS-PDU length
	187+x - 198+x

	NAS-PDU 
	2019+x - n+x

	Extensions
	n+x+1 - z+x


Figure 9.3.2.2.2-1: EAP-Response/5G-NAS message
Table 9.3.2.2.2-1: EAP-Response/5G-NAS message
	Code field is set to 2 (decimal) as specified in IETF RFC 3748 [9] subclause 4.1 and indicates response.


	Identifier field is set as specified in IETF RFC 3748 [9] subclause 4.1.


	Length field is set as specified in IETF RFC 3748 [9] subclause 4.1 and indicates the length of the EAP-Response/5G-NAS message in octets.


	Type field is set to 254 (decimal) as specified in IETF RFC 3748 [9] subclause 5.7 and indicates the expanded type.


	Vendor-Id field is set to the 3GPP Vendor-Id of 10415 (decimal) registered with IANA under the SMI Private Enterprise Code registry.


	Vendor-Type field is set to EAP-5G method identifier of 3 (decimal) as specified in 3GPP TS 33.402 [10] annex C.


	Message-Id field is set to 5G-NAS-Id of 2 (decimal).


	Spare field consists of spare bits.


	AN-parameters length indicate the length of the AN-parameters field in octets


	AN-Parameters field is coded according to figure 9.3.2.2.2.1-2 and table 9.3.2.2.2.1-2.


	NAS-PDU length field indicates the length of NAS-PDU field in octets.


	NAS-PDU field contains a NAS message from the UE as specified in 3GPP TS 24.501 [4].


	Extensions field is an optional field and consists of spare bits.



	7
	6
	5
	4
	3
	2
	1
	0
	

	
AN-parameter 1
	octet 17

octet a

	
AN-parameter 2
	octet a+1

octet b

	...
	octet b+1

octet k

	
AN-parameter n
	octet k+1

octet 17+x


Figure 9.3.2.2.2.1-2: AN-parameters field
Table 9.3.2.2.2.1-2: AN-parameters field
	Each AN-parameter field is coded according to figure 9.3.2.2.2.1-3 and table 9.3.2.2.2.1-3.

	



	7
	6
	5
	4
	3
	2
	1
	0
	

	AN-parameter type
	octet a+1

	AN-parameter length
	octet a+2

	
AN-parameter value
	octet a+3

octet b


Figure 9.3.2.2.2.1-3: AN-parameter field
Table 9.3.2.2.2.1-3: AN-parameter field
	The AN-parameter length field indicates the length of the AN-parameter value field.

	

	The AN-parameter type field indicates the type of the AN-parameter value field. Sending entity shall not set the AN-parameter type field to a spare value. Receiving entity shall ignore any AN-parameter field with the AN-parameter type field set to a spare value.

The following AN-parameter type field values are specified:
-	01H (GUAMI);
-	02H (selected PLMN ID);
-	03H (requested NSSAI); and
-	04H (establishment cause for non-3GPP access).
All other values of the AN-parameter type field are spare. Receiving entity shall ignore an AN-parameter field with the AN-parameter type field set to a spare value.

When the AN-parameter type field indicates the GUAMI, the AN-parameter value field is coded as value part (as specified in 3GPP TS 24.007 [22] for type 3 information element) of GUAMI information element as specified in subclause 9.2.1.

When the AN-parameter type field indicates the selected PLMN ID, the AN-parameter value field is coded according to value part of PLMN ID information element as specified in subclause 9.2.3.

When the AN-parameter type field indicates the requested NSSAI, the AN-parameter value field is coded according to value part of NSSAI information element as specified in subclause 9.10.3.34 of 3GPP TS 24.501 [4].

When the AN-parameter type field indicates the establishment cause for non-3GPP access, the AN-parameter field is coded as value part (as specified in 3GPP TS 24.007 [22] for type 3 information element) of the Establishment cause for non-3GPP access information element as specified in subclause 9.2.2.

	



*** Next change ***
[bookmark: _Toc533164067]9.3.2.2.43	EAP-Request/5G-Stop message
EAP-Request/5G-Stop message is coded as specified in figure 9.3.2.2.43-1 and table 9.3.2.23.41-1.
	Bits
	

	7
	6
	5
	4
	3
	2
	1
	0
	Octets

	Code
	1

	Identifier
	2

	Length
	3 - 4

	Type
	5

	Vendor-Id
	6 - 8

	Vendor-Type
	9 - 12

	Message-Id
	13

	Spare
	14

	Extensions
	15 - m


Figure 9.3.2.2.43-1: EAP-Request/5G-Stop message
Table 9.3.2.2.43-1: EAP-Request/5G-Stop message
	Code field is set to 1 (decimal) as specified in IETF RFC 3748 [9] subclause 4.1 and indicates request.


	Identifier field is set as specified in IETF RFC 3748 [9] subclause 4.1.


	Length field is set as specified in IETF RFC 3748 [9] subclause 4.1 and indicates the length of the EAP-Request/5G-Stop message in octets.


	Type field is set to 254 (decimal) as specified in IETF RFC 3748 [9] subclause 5.7 and indicates the expanded type.


	Vendor-Id field is set to the 3GPP Vendor-Id of 10415 (decimal) registered with IANA under the SMI Private Enterprise Code registry.


	Vendor-Type field is set to EAP-5G method identifier of 3 (decimal) as specified in 3GPP TS 33.402 [10] annex C.


	Message-Id field is set to 5G-Stop-Id of 4 (decimal).


	Spare field consists of spare bits.


	Extensions field is an optional field and consists of spare bits.




*** End of change ***

