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1. Introduction
When the AS receives a request for an originating session the AS shall determine the served user in accordance to procedure defined in TS 24.229, subclause 5.7.1.3A.2 "AS serving an originating user":

"If an AS receives a request on behalf of an originating user:

-
and the AS supports the P-Served-User header field as defined in RFC 5502 [133], the AS shall determine the served user by taking the identity contained in the P-Served-User header field if available;

-
otherwise, if the AS supports the History-Info header field as defined in RFC 7044 [66] the AS shall determine the served user from the content of the History-Info header field if available; and

-
otherwise, the AS shall determine the served user by taking the identity contained in P-Asserted-Identity header field."

If the served user subscribed to the MiD service and the AS received a request for an originating session that also contains an Additional-Identity header field and the AS determined the served user in accordance to above procedure from TS 24.229 then the AS does not need to check the identity in the Additional-Identity header field to determine the served user.

However, the AS shall check the content of the Additional-Identity header field to find out if the served user is authorized to use the identity received in the Additional-Identity header field. The served user is authorized to use its native identity even if the native identity is also received within the Additional-Identity header field. Thus, if during this checking the AS discovers that the identity received in the Additional-Identity header field is the native identity of the served user the AS shall remove the Additional-Identity header field before forwarding the request and shall follow procedures defined in TS 24.229.
2. Reason for Change
Clause 4.5.3.2.1 contains the editor's note indicating that it is FFS whether the AS checks if the identity in the Additional-Identity header field is different from the native identity. This editor's note needs to be solved.

If the served user wishes to use a native identity or a registered alternative identity the UE shall follow the procedures defined in TS 24.229 and the UE shall not include the Additional-Identity header field set to desired identity (native or a registered alternative), as specified in subclause 4.5.3.1.
The served user is authorized to use its native identity but if its native identity is also received within the Additional-Identity header field the AS should not forward request with the unmodified Additional-Identity header field i.e. the AS serving the user holding that native identity shall remove the Additional-Identity header field before forwarding the request.

Furthermore, the served user is authorized to use its registered alternative identity and this alternative identity should not be included in the Additional-Identity header field when received by the AS serving the user holding that registered alternative identity and that AS shall remove the Additional-Identity header field before forwarding the request.

3. Conclusions

The AS serving the user holding a native identity or a registered alternative identity shall remove the Additional-Identity header field containing the native identity or an alternative identity and shall follow procedures defined in TS 24.229.
4. Proposal

It is proposed to agree the following changes to 3GPP TS 24.174 v0.4.0.
*** First Change ***

4.5.3.2.1
General

Upon receiving an incoming INVITE or MESSAGE request containing an Additional-Identity header field, the AS shall determine the served user as specified in TS 24.229 [3] subclause 5.7.1.3A.2 and shall check if the served user's native or a registered alternative identity is also included in the Additional-Identity header field. If the Additional-Identity header field contains the served user's native or a registered alternative identity the AS shall remove the Additional-Identity header field from the request and shall forward the request in accordance with procedures defined in TS 24.229 [3]. Otherwise, if the received Additional-Identity header field does not contain the served user's native or a registered alternative identity the AS shall:

a)
verify that the user is authorized to use the identity received in the Additional-Identity header field; and


b)
if the user is not authorized to use the identity included in the Additional-Identity header field, then the AS shall reject the incoming request. The originating request may be rejected by operator policy with a 403 (Forbidden) response including a warning header field 399 "Identity not allowed".

If the user is authorized to use the identity in the Additional-Identity header field then the AS shall modify the following header fields with the specified values:

a)
the From header field is set to the SIP URI with "user=phone" or tel URI copied from the Additional-Identity header field after verification;

b)
the Privacy header field is set to "id" to keep the native identity private in the P-Asserted-Identity header field as defined in IETF RFC 3325 [6];

c)
the Route header field is set to identify the AS serving the originating user holding the external alternative identity; and

d)
the Additional-Identity header field remains unchanged.

Editor's Note: Whether the P-Asserted-Identity is modified depending on the type of non-native identity user is FFS.

Editor's Note: Setting of or the use of the Route header field is FFS.

*** End of Changes ***

