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*** change ***
D.6.6
UE OS Id

The purpose of the UE OS Id information element is to provide the network with information about the OS of the UE. 

The UE OS Id information element is coded as shown in figure D.6.6.1 and table D.6.6.1.

The UE OS Id is a type 4 information element with a minimum length of 18 octet and a maximum length of 242 octets.
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	OS Id IEI
	octet 1

	Length of OS Id information contents
	octet 2

	OS Id_1
	octets 3 - 18

	…
	 …

	OS Id_15
	octets 226* -242*


Figure D.6.6.1: UE OS Id information element

Table D.6.6.1: UE OS Id information element

	OS Id:

	The identity of the UE's OS is 16 octets and is defined as version 5 of Uniform Resource Name (URN) namespace of Universally Unique IDentifier (UUID) as specified in IETF RFC 4122 [35A]. Based on IETF RFC 4122 [35A], the OS Id is derived as

OS_Id = SHA1(NameSpace_DNS + [UE's OS type + ".3gpp"]),

where:

the SHA-1 denotes the Secure Hash Algorithm 1;

the NameSpace_DNS is a UUID defined in IETF RFC 4122 [35A]; 

the UE’s OS type is a string that indicates the type of OS supported by the UE (e.g. “android”, “iOS”, etc.); and

the “.3gpp” is an extension appended to the UE’s OS type.
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