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1. Introduction
Add subclause for CF private call terminating.
2. Reason for Change
Changes:
-
First change: Add new subclause
-
Removed first to answer steps

-
Steps for inviting the client and receiving the 200 ok from the client are removed

-
The IWF decides to send a ringing, it doesn’t come from the client

-
Refers to 106.3.3.2.4 rather than 11.1.3.3.1 to end the call, since 11.1.3.3.1 simply refers to 106.3.3.2.4.
-
Remove EN that reminded us to add this subclause
3. Conclusions

4. Proposal

It is proposed to agree the following changes to 3GPP 3GPP TR 24.883-060.
* * * First Change * * * *
111.1.1.4.2
Terminating procedures

In the procedures in this subclause:

1)
<emergency–ind> refers to the <emergency-ind> element of the application/vnd.3gpp.mcptt-info+xml MIME body;

2)
<alert–ind> refers to the <alert-ind> element of the application/vnd.3gpp.mcptt-info+xml MIME body; and

3)
<session-type> refers to the <session-type> element of an application/vnd.3gpp.mcptt-info+xml MIME body.
Upon receipt of a "SIP INVITE request for controlling MCPTT function of a private call", the IWF performing the controlling role:

1)
if the <session-type> in the SIP INVITE request is set to "private":

a)
shall check whether the public service identity contained in the Request-URI is allocated for private call and perform the actions specified in subclause 106.3.7.1 if it is not allocated and skip the rest of the steps; and
b)
shall perform actions to verify the MCPTT ID of the inviting MCPTT user in the <mcptt-calling-user-id> element of the application/vnd.3gpp.mcptt-info+xml MIME body of the SIP INVITE request, and authorise the request according to local policy, and if it is not authorised the IWF performing the controlling role shall return a SIP 403 (Forbidden) response with the warning text as specified in "Warning header field" and skip the rest of the steps;
2)
if the incoming SIP INVITE request does not contain an application/resource-lists MIME body shall reject the SIP INVITE request with a SIP 403 (Forbidden) response including warning text set to "145 unable to determine called party" in a Warning header field as specified in 3GPP TS 24.379 [81], subclause 4.4, and shall not continue with the rest of the steps;

3)
if the <session-type> is set to "private" and the application/resource-lists MIME body contains more than one <entry> element, shall reject the "SIP INVITE request for originating participating MCPTT function" with a SIP 403 (Forbidden) response including warning text set to "145 unable to determine called party" in a Warning header field as specified in 3GPP TS 24.379 [81], subclause 4.4, and shall not continue with the rest of the steps;
4)
shall validate that the received SDP offer includes at least one media stream for which the media parameters and at least one codec or media format is acceptable by the IWF performing the controlling role and if not, reject the request with a SIP 488 (Not Acceptable Here) response and skip the rest of the steps;
5)
if received SIP INVITE request includes an <emergency-ind>, shall validate the request as described in 3GPP TS 24.379 [81], subclause 6.3.3.1.17, with the IWF acting as the controlling function;
6)
if the received SIP INVITE request contains an unauthorised request for an MCPTT emergency private call as determined by subclause 106.3.3.1.13.2:

a)
shall reject the SIP INVITE request with a SIP 403 (Forbidden) response as specified in subclause 106.3.3.1.14; and

b)
shall send the SIP 403 (Forbidden) response as specified in 3GPP TS 24.229 [4] and skip the rest of the steps;
7)
if a Resource-Priority header field is included in the received SIP INVITE request and if the Resource-Priority header field is set to the value indicated for emergency calls, shall reject the SIP INVITE request with a SIP 403 (Forbidden) response and skip the remaining steps if neither one of the following conditions are true:

a)
the SIP INVITE request does not contain an authorised request for an MCPTT emergency call as determined in step 4 above; or

b)
the originating MCPTT user is not in an in-progress emergency private call state with the targeted MCPTT user;
8)
if:

a)
the received SIP INVITE request contains an emergency indication set to a value of "true";
b)
the originating MCPTT user is not in an in-progress emergency private call state with the targeted user homed in the IWF; and

c)
if the <session-type> in the SIP INVITE request is set to "private";

then:

a)
shall cache the information that the MCPTT user has initiated an MCPTT emergency private call to the targeted user; and

b)
shall cache the information that the MCPTT user is in an in-progress emergency private call state with the targeted user homed in the IWF;

9)
shall perform actions as described in 3GPP TS 24.379 [81], subclause 6.3.3.2.2, with the IWF acting as the controlling MCPTT function;

10)
shall allocate an MCPTT session identity for the MCPTT session; and

11)
shall set up a private call with the targeted user homed in the IWF (the user whose MCPTT ID is listed in the MIME resource-lists body of received SIP INVITE request).
NOTE 1:
How the IWF sets up calls internally is out of scope of the present document.
Upon deciding to send a SIP 180 (Ringing) response and if the SIP 180 (Ringing) response or the SIP final response has not yet been sent to the inviting MCPTT client, the IWF performing the controlling role shall generate a SIP 180 (Ringing) response to the SIP INVITE request and send the SIP 180 (Ringing) response towards the inviting MCPTT client according to 3GPP TS 24.229 [4].

Upon deciding to accept the call, the IWF performing the controlling role:

1)
shall generate a SIP 200 (OK) response to the SIP INVITE request as specified in the 3GPP TS 24.379 [81] subclause 6.3.3.2.3.2, with the IWF acting as the MCPTT controlling function, before continuing with the rest of the steps;

2)
shall include in the SIP 200 (OK) response an SDP answer to the SDP offer in the incoming SIP INVITE request as specified in the 3GPP TS 24.379 [81] subclause 6.3.3.2.2, with the IWF acting as the controlling MCPTT function;
3)
if the received SIP INVITE request contains an alert indication set to a value of "true" and this is an unauthorised request for an MCPTT emergency alert as specified in subclause 106.3.3.1.13.1, shall include in the SIP 200 (OK) response the warning text set to "149 SIP INFO request pending" in a Warning header field as specified in 3GPP TS 24.379 [81], subclause 4.4, with the IWF acting as the controlling function;
NOTE 2:
This is the case when the MCPTT user's request for an MCPTT emergency private call was granted but the request for the MCPTT emergency alert was denied.
4)
shall interact with the media plane as specified in 3GPP TS 24.380 [5]; and

NOTE 3:
Resulting media plane processing is completed before the next step is performed.

5)
shall send a SIP 200 (OK) response towards the inviting MCPTT client according to 3GPP TS 24.229 [4].
Upon receiving a SIP ACK to the SIP 200 (OK) response sent towards the inviting MCPTT client, where the SIP 200 (OK) response was sent with a Warning header field as specified in 3GPP TS 24.379 [81], subclause 4.4, with the IWF acting as the controlling function with the warning text containing the mcptt-warn-code set to "149", the IWF performing the controlling role shall follow the procedures in subclause 106.3.3.1.18.

Upon receiving a SIP BYE request from the originating MCPTT client containing an application/vnd.3gpp.mcptt-info+xml MIME body containing a <release-reason> element set to a value of "authentication of the MIKEY-SAKE I_MESSAGE failed", the IWF performing the controlling role shall follow the procedures in subclause 106.3.3.2.4.
* * * Second Change * * * *
111.1.1.4.1
Originating procedures


This subclause describes the procedures for inviting an MCPTT user to an MCPTT session. The procedure is initiated by the IWF performing the controlling role.
The IWF performing the controlling role:

1)
shall generate a SIP INVITE request as specified in subclause 106.3.3.1.2;
2)
shall set the <mcptt-calling-user-id> to the calling user's MCPTT ID in the outgoing SIP INVITE;
3)
if the received SIP INVITE request contains an authorised request for an MCPTT emergency private call as determined by subclause 106.3.3.1.13.2:

a)
shall set the <emergency-ind> element of the application/vnd.3gpp.mcptt-info+xml MIME body to a value of "true";
b)
if the received SIP INVITE request contains an alert indication set to a value of "true" and this is an authorised request for an MCPTT emergency alert meeting the conditions specified in subclause 106.3.3.1.13.1, perform the procedures specified in subclause 106.3.3.1.12; and

c)
if the received SIP INVITE request did not contain an alert indication or contains an alert indication set to a value of "true" and is not an authorised request for an MCPTT emergency alert meeting the conditions specified in subclause 106.3.3.1.13.1, shall set the <alert-ind> element of the application/vnd.3gpp.mcptt-info+xml MIME body to a value of "false";
4)
shall copy the MCPTT ID of the called MCPTT user into the <mcptt-request-uri> element in the application/vnd.3gpp.mcptt-info+xml MIME body of the outgoing SIP INVITE request;
5)
shall set the Request-URI to the public service identity of the terminating participating MCPTT function associated to the MCPTT user to be invited;
NOTE 1:
How the IWF performing the controlling role finds the address of the terminating MCPTT participating function is out of the scope of the current release.
NOTE 2:
The terminating MCPTT user is part of a partner MCPTT system, therefore the public service identity can identify an entry point in the partner network that is able to identify the terminating participating MCPTT function.
6)
shall include a Resource-Priority header field populated with the values for an MCPTT emergency private call as specified in subclause 106.3.3.1.19, if either of the following conditions is met:

a)
if the request is for an MCPTT emergency private call as determined in step 2 above; or

b)
the originating user homed in the IWF is in an in-progress emergency private call state with the targeted MCPTT user;
7)
shall include an SDP offer according to 3GPP TS 24.229 [4] with the clarification given in subclause 106.2.1 and with a media stream of the offered media-floor control entity and according to the procedures specified in 3GPP TS 24.379 [81], subclause 6.3.3.1.1 with the IWF acting as the controlling MCPTT function;
8)
shall send the SIP INVITE request towards the core network according to 3GPP TS 24.229 [4]; and

9)
shall start a private call timer with a value set to the configured max private call duration for the user.
Upon receiving SIP 200 (OK) response for the SIP INVITE request the IWF performing the controlling role:

1)
shall cache the contact received in the Contact header field; and
2)
shall interact with the media plane as specified in 3GPP TS 24.380 [5].
Upon expiry of the private call timer, the IWF performing the controlling role shall follow the procedure for releasing private call session as specified in subclause 111.1.4.4.
