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1. Overall Description:

SA1 thanks RAN2 for the LS in R2-1816068 on RRCReject T302 Timer Exemption for MPS and MCS.

SA1 discussed the RAN 2 question “if MPS and MCS subscribers should be exempt from the RRC Reject message with ‘waitTime’ timer to receive the same prioritized treatment as mobile originated Emergency Calls and MT access?”

SA1 view is that MPS and MCS are two services, used by MPS UEs and MCS UEs respectively, that need to be handled with high priority compared to normal UEs.  Since an MPS or MCS UE is always making a RRC establishment request with a high priority establishment cause value, it is expected that the RAN node will not reject, based on establishment cause, a request from a MPS UE or MCS UE except in extreme circumstances. 
In addition, the 3GPP system needs to allow Emergency, MPS and MCS to coexist.  The following guidance is provided in section 6.7.1 of TS 22.261:

“The network needs to allow multiple services to coexist, including multiple priority services (e.g., Emergency, MPS and MCS) and must provide means to prevent a single service from consuming or monopolizing all available network resources, or impacting the QoS (e.g., availability) of other services competing for resources on the same network under specific network conditions.  For example, it is necessary to prevent certain services (e.g., citizen-to-authority Emergency) sessions from monopolizing all available resources during events such as disaster, emergency, and DDoS attacks from impacting the availability of other priority services such as MPS and MCS.”
Given that Emergency calls are made from normal UEs and MPS and MCS calls are made from MPS and MCS UEs respectively, there may be differences in the actual stage 3 procedures for the access control.  The specific design of the stage 3 procedures for access control of Emergency, MPS and MCS is left to CT1 and RAN2.  
2. Actions:

To TSG RAN WG2
ACTION:   SA1 asks RAN2 to take the response above into consideration:

3. Date of Next TSG SA WG1 Meetings:
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