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Introduction

SA2 have first studied and are now working in completing normative requirements on wireless and wireline convergence for the 5GS architecture (5WWC WID) within the release 16 version of the 3GPP specifications. 
Additionally, SA3 are working on the security aspects of the 5WWC work under the study on the security of the 5WWC (FS_5WWC_SEC). The conclusions reached by SA2 and the start of the normative phase at stage 2 level already show that protocols and interfaces under CT working groups (WG) responsibility are foreseen impacted. In order to complete the necessary stage 3 work in CT WGs on 5WWC, a work item proposal is needed in order for the different CT WGs to carry out the work within Rel-16.
This paper describes the status of 5WWC including work under SA2 and SA3 responsibility, summarizes conclusions of the study phase performed by SA2 and analyses potential impacts to specifications under CT WGs responsibility.

2
Analysis of 5WWC status and CT WGs impacts

2.1
General
The conclusions of the study performed by SA2 on 5WWC are captured in 3GPP TR 23.716 [1] which together with the Rel-16 SA 5WWC WID, see SP-181117 [2] provide a good overview of what is to be continued into normative phase and potential impacts to CT WGs.
Additionally, SA2 under their scope of the WID in SP-181117 [2] reached conclusion for the definition of support of trusted non-3GPP access network in addition of the current Rel-15 support of untrusted non-3GPP access network.

Finally, SA3 are working on the security aspects of the 5WWC work under the study on the security of the 5WWC (FS_5WWC_SEC [3]). The study of the security aspects are captured in 3GPP TR 33.807 [4]. Hence, security aspects might potentially result in further impacts to CT WGs.

2.2
Conclusions on trusted non-3GPP access networks
The SA2 concluded that the Rel-16 5GS supports access via trusted non-3GPP access network in addition of the current Rel-15 support of untrusted non-3GPP access network.
The registration procedure over trusted non-3GPP access is used to authenticate with the TNAN by using the EAP-based primary authentication and key agreement procedure. This procedure is essentially the same as the registration procedure for untrusted non-3GPP access.
The UE and the TNGF use IKEv2/IPsec protocols over the Nwt reference point. The null encryption algorithm is in principle used but it is up to SA3 to decide whether null encryption is sufficient and what type of security protection is generally required for NAS transport and use-place transport between the UE and the TNGF. There is no interface between the TNGF and the NG-RAN in Rel-16.
The TNAN uses ANQP for advertising the PLMNs with which supports trusted connectivity and the type of supported trusted connectivity, i.e., "5G connectivity" or "S2a connectivity" (see 3GPP TS 23.402 [5]). Then, a UE, which supports NAS via non-3GPP access, selects a PLMN and a TNAN to connect to this PLMN with a "trusted connectivity" procedure, as specified in clause 7.5. The UE, when performing registration procedure, indicates the request type of "trusted connectivity" by formatting its NAI in a particular way.
A UE, which does not support NAS via non-3GPP access, may or may not be able to perform 5GS NAS signalling over 3GPP access (i.e., the UE may get 5GS access without using NAS). A UE, which does not support NAS over nopn-3GPP access selects a (5G) PLMN and a WLAN access network to connect to this PLMN.
A single EAP-based authentication procedure is executed for connecting the UE both to the trusted WLAN access network and to the 5GCN (based on EAP-AKA'). SA3 may accept a primary authentication which is not based on EAP AKA'. 
A TNAN has to support EAP re-authentication as specified in RFC 6696 [6]. In the special case of a trusted WLAN access network, the EAP re-authentication enables the support of fast initial link setup (FILS) as specified in IEEE 802.11ai. Further details need to be decided during the normative phase of the work in SA2.
The support of access via trusted non-3GPP access requires updates to 5GMM and defining non-3GPP access network discovery and selection procedures, the access authorization procedure (used for accessing trusted non-3GPP access networks). In addition, the security association management procedures used for establishing IKEv2 and IPsec security associations between the UE and the TNGF and the procedures for transporting messages between the UE and the TNGF need to be specified.
2.2
WWC architecture
The 5WWC architecture is as described in figure 4.2.2.1-3 below where the 5G-RG (device supporting both 3GPP and BBF functionality) is connected via NG-RAN. The 5G-RG behaves as a 3GPP UE towards the 5GCN but not all UE procedures are applicable to the 5G-RG.
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Figure 4.2.2.1-3 (see TR 23.716 [1]): High level architecture for the 5G-RG case connected via NG RAN

2.2.1
Selected solutions from TR 23.716 on WWC
2.3.1
Solution 19
Quote of TS 23.716; sub-clause 6.19 [1]:

“

For a 5G-RG connected via only NG-RAN the specifications defined in TS 23.501 [2], TS 23.502 [3] and TS 23.503 [8] applies with the following modification:

-
the UE is replaced with the 5G-RG.

-
The support of interworking with EPC is not applicable for a 5G-RG.

-
The Non-3GPP requirements defined in TS 23.501 [2] and procedure defined in TS 23.502 [3] clause 4.12 are not applicable to the 5G-RG connected via NG RAN.

“

UEs supporting NPNs uses the NPN-ID for NPN selection and cell (re-)selection within a NPN in a similar manner the PLMN ID is used for PLMN selection and cell (re-)selection within a PLMN.

2.3.2
Solution 3
The de-registration procedure is based on the de-registration procedure described in the sub-clause 6.3.6 of the TR.

For 5GSM (via wireline access network), the PDU session establishment procedure is based on the 5G-RG requested PDU session establishment procedure as described in the sub-clause 6.3.3. The PDU session modification procedure is based on the UE or network requested PDU session modification procedure as described in the sub-clause 6.3.4. Finally, the PDU session release procedure is based on the UE requested PDU session release procedure as described in the sub-clause 6.3.5. Hence, several updates to TS 24.501 are needed.
2.1.3
Solution 4
For 5GMM, the scenario of 5G-RG connected only via W-5GAN as described in the sub-clause 6.4.2 the handover procedures are not applicable since the 5G-RG is stationary and connected only via a wired network.
2.1.4
Solution 8

The support of IPTV leveraging IGMP / MLD as described in the sub-clause 6.8 is endorsed as a basis for normative specifications. Since the 5GS now supports the IPTV service for the 5G-RG via wireless access network, there is potential impact on N4 interface to signal to the UPF that PDU session is eligible for IP multicast traffic and let the UPF duplicate the downlink multicast traffic to all PDU sessions that are part of a multicast group (IGMP/MLD).
This support of IPTV service may impact PCC as the IPTV subsystem (acting as an AF) may be via API exposed by the NEF associate a subscription with policy information on access control of multicast channels and can modify such policy information.
2.1.5
Solution 9
New IPV6 address allocation mechanisms as described in the sub-clause 6.9 is endorsed as a basis for normative specifications. This means that support of IPv6 assigned with DHCPv6 and prefix delegation (PD) for 5WWC need to be specified.
2.1.6
Solutions 16, 25, 21, 30
Subscription control for the support of a range of IP address/prefixes in a PDU Session as described in the sub-clause 6.16 is endorsed as a basis for normative specifications.
Additionally, for cable, support of FN-CRG in 5GCN based as described in the sub-clause 6.25 is endorsed.
The collocation of the UPF and the W-5GCAN user-plane function as described in the sub-clause 6.21 is a possible deployment option.
For a UE, which does not support NAS signalling to access the 5GCN via a W-5GCAN a new mechanism is endorsed as described in the sub-clause 6.30, if SA3 accepts a primary authentication that is not based on EAP-AKA'.

2.1.7
Solutions 26, 29

The QoS conclusions and principles as described in the sub-clause 6.26 and 6.29.3 are endorsed as a basis for normative specifications. This means that, for example, thet UDM/ UDR, PCF, AMF and SMF handle subscribed-UE-TMBR and subscribed-session-TMBR as they handle the subscribed-UE-AMBR and subscribed-session-AMBR in Rel-15. 

However, there is need of addressing a number of decision regarding QoS as described in the table 6.29.3-1 of the TR [1].
2.1.8
Solution 11

The support of 5GCN-capable UEs via 5G-RG/FN-RG for wireline access network using non-3GPP access is provided as described in the sub-clause 6.11 is endorsed as a basis for normative specifications.
The solution is based on re-using untrusted and trusted non-3GPP access solutions to support a UE behind 5G-RG and a UE behind FN-RG scenarios. Apart from minor impacts to the possible content of existing information elements there is no impact to the procedures as defined by Rel-15. Hence, the 5GCN-capable UEs will be identifiable by the 5GCN using 3GPP credentials. Quote of the sub-clause 6.11.5 of the TR [1]:

“
When the 5G-RG uses wireline access and the IWF is collocated with W-5GAN, the W-5GAN can be enabled to support QoS flows for a 5GC-capable UE. Furthermore, for the same deployment scenario, the W-5GAN and IWF can be enabled to provide wireline location information (line identity) over N2 for the 5GC-capable UE.

It will be possible to support handover/service continuity for the 5GC capable UE between wireline and 3GPP access. Also, solutions that are defined for ATSSS can be re-used by the 5GC-capable UE for this scenario.

In scenarios where location information (Line id) is available in the IWF (N3IWF/TNGF), the solution allows for applying different services (e.g. policies, charging etc) based on that information and subscription information for the 5GC-capable UE.
“

2.1.9
Solution 13

The support of registration and session management of FN-RG, when interworking functionality defined by BBF is provided in the W-5GAN, is provided as described in the sub-clause 6.23 is endorsed as a basis for normative specifications.
The solution requires a new type of SUPI/SUCI; and this impacts several nodes, i.e., the AMF, SMF, PCF, UDM, AUSF, UDR, NWDAF and also the CHF. Furthermore, a new type of authentication (namely, no authentication in 5GCN) is needed for the FN-RG which impacts the AUSF and the UDM but this depends on conclusions to be made by SA3.
2.1.10
Solution 24

The migration from FN-RG to 5G-RG is supported as described in the sub-clause 6.24 is endorsed as a basis for normative specifications. This solution provides description on how a network operator can perform the migration from BBF-based solution to the 5GCN-based solution.
3
Conclusion

The authors of this paper provide a work item description (WID) proposal to carry out the CT aspects of 5WWC within the Rel-16 version of the 3GPP specifications. The WID proposal can be found in C1-191332, C3-190171 and C4-190325 and takes into account the information provided by this paper under the section 2.
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