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1. Abstract

This document discusses how to provide to VPLMN a S-NSSAI of the HPLMN in the Requested NSSAI IE for home routed roaming scenario, when the UE performs an inter system change from EPS to 5GS or inter PLMN change in 5GS and the UE lacks configured NSSAI and allowed NSSAI, i.e. network slice mapping information is not available in the UE.
2. Discussion

2.1 Stage-2 requirements
SA2#130 meeting agreed S2-1901252, that clarifies the required support in Rel-15 for inter system change from EPS to 5GS or inter PLMN change in 5GS for the home routed roaming case (HR mode) with appropriate handling of the S-NSSAIs (of the HPLMN) associated with the PDN connections/PDU session to be provision in the Requested NSSAI IE. Excerpt from S2-1901252:
The subset of S-NSSAIs in the Configured-NSSAI provided in the Requested NSSAI consists of one or more S-NSSAI(s) in the Configured NSSAI applicable to this PLMN, if one is present, and for which no corresponding S-NSSAI is already present in the Allowed NSSAI for the access type for this PLMN. The UE shall not include in the Requested NSSAI any S-NSSAI that is currently rejected by the network (i.e. rejected in the current registration area or rejected in the PLMN). For the registration to a PLMN for which neither a Configured NSSAI applicable to this PLMN or an Allowed NSSAI are present, the S-NSSAIs provided in the Requested NSSAI correspond to the S-NSSAI(s) in the Default Configured NSSAI unless the UE has HPLMN S-NSSAI for established PDU Session(s) in which case the HPLMN S-NSSAI(s) shall be provided in the mapping of Requested NSSAI in the NAS Registration Request message, with no corresponding VPLMN S-NSSAI in the Requested NSSAI.
The marked-up part above in cyan color is to preserve PDN connection or PDU session continuity when UE performs an inter system change from EPS to 5GS or inter PLMN change with in 5GS at home routed roaming case. The SMF+PGW-C (IWK EP to 5GS) or SMF (inter PLMN change) provides the UE with S-NSSAI in PCO during PDN connection or PDU session establishment respectively.
2.2 Current Stage-3 requirements
In current 24.501 version 15.2.1 and subclause 5.5.1.3.2 we have:

If the UE operating in the single-registration mode performs inter-system change from S1 mode to N1 mode and the UE has at least one PDN connection with active EPS bearer context(s), the UE shall include in the Requested NSSAI IE of the REGISTRATION REQUEST message:

a) the S-NSSAI(s) which:
1) are associated with the established PDN connection(s); and
2) are applicable in the serving PLMN; and

b)
the mapping of these S-NSSAI(s) to the S-NSSAI(s) of the HPLMN if the mapping information is available at the UE.

From above and especially the yellow marked part the statement is applicable only when the UE performs an inter system change from EPS to 5GS and:

· the UE is registered in HPLMN; or

· the UE is registered in VPLMN and have a PDU session for local break out.

Observation 1: At inter system change from EPS to 5GS, the provisioning of Requested NSSAI for home routed roaming PDN connections is not specified in 24.501.

Observation 2: At inter system change from EPS to 5GS, the provisioning of Requested NSSAI for home routed roaming PDN connections when the UE lacks configured NSSAI and allowed NSSAI is not specified in 24.501.
Observation-3: At inter PLMN change, the provisioning of Requested NSSAI based on S-NSSAIs associated with PDU sessions is not specified in 24.501.
Observation 4: At inter PLMN change, the provisioning of Requested NSSAI for home routed roaming PDN connections is not specified in 24.501.

Proposal 1: Add to TS 24.501 for Rel-15 support for provisioning of Requested NSSAI IE with S-NSSAI(s) associated with PDN connection(s) or PDU session(s) for the home routed mode at inter system change from EPS to 5GS or inter PLMN change in 5GS respectively.
2.3 Requested NSSAI IE
The Requested NSSAI IE is of type NSSAI IE. The NSSAI IE contains one or more S-NSSAI values that are coded as the length and value part of S-NSSAI IE starting with the second octet. The S-NSSAI IE:
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Figure 9.11.2.8.1: S-NSSAI information element

From above IE definition, the SST and SD octets carries a S-NSSAI applicable in the registered PLMN and the Mapped HPLMN SST and Mapped HPLMN SSD octets carries the mapped S-NSSAI of HPLMN. In addition, the SST field is mandatory.
Observation 5: For Requested NSSAI IE, a S-NSSAI applicable in the current PLMN seems required to be provision the IE correctly.
If the UE does not have the configured NSSAI nor allowed NSSAI for the VPLMN, the UE e.g. performs an inter system change from EPS to 5GS and has a home routed roaming PDN connection (S-NSSAI of the HPLMN) and a PDN connection for local breakout (S-NSSAI of the VPLMN), then it is not clear how to provision the Requested NSSAI IE with the S-NSSAI associated with the home routed roaming PDN connection which is a S-NSSAI of the HPLMN, as required by stage 2 according to 2.1 above.

Given the current IE definition and to avoid a too extensive change for the case above, either the UE provisions the S-NSSAI of the HPLMN as:

· Alt. 1, a reserved SST value “0” to indicate that SST value is unknown and the Mapped HPLMN SST and Mapped HPLMN SD octets with the S-NSSAI of the HPLMN.

· Alt. 2, both SST, Mapped HPLMN SST and Mapped HPLMN SD octets with the S-NSSAI of the HPLMN.

Alt. 2 is based on that a vAMF primarily with the use of received Mapped HPLMN SST/SD and the SLA between the VPLMN and HPLMMN determine what S-NSSAI(s) of the HPLMN that are allowed and find the corresponding S-NSSAIs of the VPLMN that maps to these. The main purpose with the S-NSSAI of the VPLMN applies to the lower layers, i.e. for the gNB to more efficiently select an appropriate vAMF, and secondly to determine if the UE has an up-to-date configured NSSAI. In last meeting, it was agreed in C1-190xxx that the UE shall not provide to the lower layers mapped SST/SD to lower layers.
Alt. 2) is straight forward, cleaner and a less complex solution. In addition, a SA2 CR 0928 in S2-1901570 has been submitted to SA2#131 meeting for the reservation of SST standardized value “0” as an unknown value.
Both alternatives have no issues with interoperability.

Interoperability impact analysis for Alt. 1:

a) When UE compliant to the CR interworks with network compliant to current 24.501 baseline, the networks expect a Requested NSSAI to be provided and:

1) with mapping information for the VPLMN available in the UE this is normal behavior and therefore there is no change in interoperability;

2) without the mapping information available in the UE for the VPLMN and that S-NSSAI of the HPLMN is used, the VPLMN will not have a slice with SST value “0” deployed as it is not specified as a standardized slice for the current version. In addition:

i) the VPLMN regards the UE to not having correct slicing information and hence provides the UE with a Configured NSSAI;

ii)  Either VPLMN discards the whole S-NSSAI or looks at the provided mapped S-NSSAI of the HPLMN and accepts it if allowed in the VPLMN according to SLA.
If accepted, the VPLMN will determine the S-NSSAI of VPLMN that maps to the S-NSSAI of HPLMN, finds a suitable vAMF supporting the slice and provides the S-NSSAI of the HPLMN to the UE in allowed NSSAI with the correct mapping. The PDN connection or PDU session will be preserved. If the whole S-NSSAI was not accepted and no other S-NSSAI accepted, the AMF will provide the UE with default S-NSSAI(s) in the allowed NSSAI including mapping information. Home routed roaming PDN connections or PDU session will still not be preserved.

- Hence there is no negative change in interoperability.
b) When UE compliant to current 24.501 baseline interworks with network compliant to the CR:
The UE will not provide the S-NSSAI of the HPLMN, hence there is no change in interoperability.

Interoperability impact analysis for Alt. 2:
a) When UE compliant to the CR interworks with network compliant to current 24.501 baseline, the networks expect a Requested NSSAI to be provided and:
1) with mapping information for the VPLMN available in the UE this is normal behavior and therefore there is no change in interoperability;
2) without the mapping information for the VPLMN and that S-NSSAI of the HPLMN is used, the vAMF will regard the S-NSSAI value for SST/SD of the HPLMN S-NSSAI as a valid value:
i. If the S-NSSAI does not exists or exists in the VPLMN but the mapping is not correct according to SLA (probably, i.e. that a S-NSSAI value of VPLMN does not map to the same S-NSSAI value of HPLMN), the vAMF will regard the UE to have an outdated configured NSSAI for the VPLMN and hence provide the UE with a new configured NSSAI. If no other S-NSSAI was correctly requested, provide the UE with default S-NSSAI(s) in the allowed NSSAI including any mapping information. The session continuity is lost hence no change in interoperability;

iii) If the S-NSSAI is deployed in the VPLMN and the mapping as a coincidence is correct according to SLA, the vAMF will provide the UE with an allowed NSSAI containing this but no new configured NSSAI and the PDN connection will be preserved accordingly.
Hence there is a slight change in interoperability on the positive side;
b) When UE compliant to current 24.501 baseline interworks with network compliant to the CR:
The UE will not provide the S-NSSAI of the HPLMN hence there is no change in interoperability.

Proposal 2: It is proposed to select Alt 2.
3. Proposal

It is proposed to agree proposal 1 and proposal 2.
