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[bookmark: _Toc533171758][bookmark: _Toc525226176]*** First change ***
4.6.2.2	NSSAI storage
If available, the configured NSSAI(s) shall be stored in a non-volatile memory in the ME as specified in annex C.
Each of the configured NSSAI stored in the UE is a set composed of at most 16 S-NSSAIs. Each of the allowed NSSAI stored in the UE is a set composed of at most 8 S-NSSAIs and is associated with a PLMN identity and an access type. Each of the configured NSSAI except the default configured NSSAI, and the rejected NSSAI is associated with a PLMN identity. The S-NSSAI(s) in the rejected NSSAI for the current PLMN and registration area combination are further associated with a registration area where the rejected S-NSSAI(s) is not available. The S-NSSAI(s) in the rejected NSSAI for the current PLMN shall be considered rejected for the current PLMN regardless of the access type. There shall be no duplicated PLMN identities in each of the list of configured NSSAI(s), allowed NSSAI(s), rejected NSSAI(s) for the current PLMN, and rejected NSSAI(s) for the current PLMN and registration area combination.
The UE stores NSSAIs as follows:
a)	The configured NSSAI shall be stored until a new configured NSSAI is received for a given PLMN. The network may provide to the UE the mapping of each S-NSSAI of the new configured NSSAI to the S-NSSAI(s) of the HPLMN which shall also be stored in the UE. When the UE is provisioned with a new configured NSSAI for a PLMN, the UE shall:
1)	replace any stored configured NSSAI for this PLMN with the new configured NSSAI for this PLMN if the configured NSSAI includes one or more S-NSSAI values. If the configured NSSAI includes zero S-NSSAI values the UE shall delete any stored configured NSSAI;
2)	delete any stored mapping of each S-NSSAI of the configured NSSAI to the S-NSSAI(s) of the HPLMN and, if available, store the mapping of each S-NSSAI of the new configured NSSAI to the S-NSSAI(s) of the HPLMN;
3)	delete any stored allowed NSSAI for this PLMN and, if available, the stored mapping of each S-NSSAI of the allowed NSSAI to the S-NSSAI(s) of the HPLMN, if the UE received the new configured NSSAI for this PLMN and the "registration requested" indication in the same CONFIGURATION UPDATE COMMAND message but without any new allowed NSSAI for this PLMN included; and
4)	delete any rejected NSSAI for the current PLMN, and rejected NSSAI for the current PLMN and registration area combination.
	If the UE receives an S-NSSAI associated with a PLMN ID from the network during the PDN connection establishment procedure in EPS as specified in 3GPP TS 24.301 [15], the UE may store the received S-NSSAI in the configured NSSAI for the PLMN identified by the PLMN ID associated with the S-NSSAI, if not already in the configured NSSAI;
	The UE may continue storing a received configured NSSAI for a PLMN and mapping of each S-NSSAI to the S-NSSAI(s) of the HPLMN, if available, when the UE registers in another PLMN. 
NOTE 1:	The maximum number of configured NSSAIs and associated mapping for PLMNs other than the HPLMN that need to be stored in the UE, and how to handle the stored entries, are up to UE implementation.
b)	The allowed NSSAI shall be stored until a new allowed NSSAI is received for a given PLMN. The network may provide to the UE the mapping of each S-NSSAI of the new allowed NSSAI to the S-NSSAI(s) of the HPLMN (see subclauses 5.5.1.2 and 5.5.1.3) which shall also be stored in the UE. When a new allowed NSSAI for a PLMN is received, the UE shall:
1)	replace any stored allowed NSSAI for this PLMN with the new allowed NSSAI for this PLMN if the allowed NSSAI includes one or more S-NSSAI values. If the allowed NSSAI includes zero S-NSSAI values the UE shall delete any stored allowed NSSAI;
2)	delete any stored mapping of each S-NSSAI of the allowed NSSAI to the S-NSSAI(s) of the HPLMN and, if available, store the mapping of each S-NSSAI of the new allowed NSSAI to the S-NSSAI(s) of the HPLMN; and
3)	remove from the stored rejected NSSAI, the rejected S-NSSAI(s), if any,  included in the new allowed NSSAI for the current PLMN;
	If the UE receives the CONFIGURATION UPDATE COMMAND message indicating "registration requested" and contains no other parameters (see subclauses 5.4.4.2 and 5.4.4.3), the UE shall delete any stored allowed NSSAI for this PLMN, and delete any stored mapping of each S-NSSAI of the allowed NSSAI to the S-NSSAI(s) of the HPLMN, if available;
NOTE 2:	Whether the UE stores the allowed NSSAI and the mapping of the allowed NSSAI to the S-NSSAI(s) of the HPLMN also when the UE is switched off is implementation specific.
c)	When the UE receives the S-NSSAI(s) included in rejected NSSAI in the REGISTRATION ACCEPT message or in the CONFIGURATION UPDATE COMMAND message, the UE shall:
1)	store the S-NSSAI(s) into the rejected NSSAI based on the associated rejection cause(s);
2)	remove from the stored allowed NSSAI for the current PLMN, the rejected S-NSSAI(s), if any, included in the:
i)	rejected NSSAI for the current PLMN, for each and every access type; and
ii)	rejected NSSAI for the current PLMN and registration area combination, associated with the same access type;
	Once the UE is deregistered over all access types, the rejected NSSAI for the current PLMN shall be deleted. Once the UE is deregistered over an access type, the rejected NSSAI for the current PLMN and registration area combination corresponding to the access type shall be deleted. The UE shall delete, if any, the stored rejected NSSAI for the current PLMN and registration area combination if the UE moves out of the registration area; and
d)	When the UE receives the Network slicing indication IE with the Network slicing subscription change indication set to "Network slicing subscription changed" in the REGISTRATION ACCEPT message or in the CONFIGURATION UPDATE COMMAND message, the UE shall delete the network slicing information for each of the PLMNs that the UE has slicing information stored for (excluding the current PLMN). The UE shall not delete the default configured NSSAI. Additionally, the UE shall update the network slicing information for the current PLMN (if received) as specified above in bullets a), b) and c):
*** Next change ***
[bookmark: _Toc533171945]5.4.5.3.3	Network-initiated NAS transport of messages
Upon reception of a DL NAS TRANSPORT message, the UE shall stop the timer T3346 if running.
Upon reception of a DL NAS TRANSPORT message, if the Payload container type IE is set to:
a)	"N1 SM information" and the 5GMM cause IE is not included in the DL NAS TRANSPORT message, the 5GSM message in the Payload container IE and the PDU session ID are handled in the 5GSM procedures specified in clause 6;
b)	"SMS", the UE shall forward the content of the Payload container IE to the SMS stack entity;
c)	"LTE Positioning Protocol (LPP) message container", the UE shall forward the content of the Payload container IE and the routing information included in the Additional information IE to the upper layer location services application;
d)	"SOR transparent container" and if the payload container IE:
1)	successfully passes the integrity check (see 3GPP TS 33.501 [24]), indicates a list of preferred PLMN/access technology combinations is provided and the list type indicates:
i)	"PLMN ID and access technology list", then the ME shall replace the highest priority entries in the "Operator Controlled PLMN Selector with Access Technology" list stored in the ME and shall proceed with the behaviour as specified in 3GPP TS 23.122 [5] annex C; or
ii)	"secured packet", then the ME shall behave as if a SMS is received with protocol identifier set to SIM data download, data coding scheme set to class 2 message and SMS payload as secured packet contents of SOR transparent container IE. The SMS payload is forwarded to UICC as specified in 3GPP TS 23.040 [4A] and the ME shall proceed with the behaviour as specified in 3GPP TS 23.122 [5] annex C; or
2)	does not successfully pass the integrity check (see 3GPP TS 33.501 [24]) then the UE shall proceed with the behaviour as specified in 3GPP TS 23.122 [5] annex C.
e)	"N1 SM information" and the 5GMM cause IE is set to the 5GMM cause #90 "payload was not forwarded" in the DL NAS TRANSPORT message, the UE passes to the 5GSM sublayer an indication that the 5GSM message was not forwarded due to routing failure along with the 5GSM message from the Payload container IE of the DL NAS TRANSPORT message;
f)	"N1 SM information" and the 5GMM cause IE is set to the 5GMM cause #91 "DNN not supported or not subscribed in the slice" in the DL NAS TRANSPORT message, the UE passes to the 5GSM sublayer an indication that the 5GSM message was not forwarded due to the DNN is not supported or not subscribed in a slice along with the 5GSM message from the Payload container IE of the DL NAS TRANSPORT message;
g)	"N1 SM information" and:
-	the 5GMM cause IE is set to the 5GMM cause #22 "Congestion", the UE passes to the 5GSM sublayer an indication that the 5GSM message was not forwarded due to DNN based congestion control along with the 5GSM message from the Payload container IE of the DL NAS TRANSPORT message, and the time value from the Back-off timer value IE;
-	the 5GMM cause IE is set to the 5GMM cause #28 "Restricted service area", the UE passes to the 5GSM sublayer an indication that the 5GSM message was not forwarded due to service area restrictions along with the 5GSM message from the Payload container IE of the DL NAS TRANSPORT message, enters the state 5GMM-REGISTERED.NON-ALLOWED-SERVICE, and performs the registration procedure for mobility and periodic registration update (see subclause 5.3.5 and 5.5.1.3);
-	the 5GMM cause IE is set to the 5GMM cause #65 "maximum number of PDU sessions reached", the UE passes to the 5GSM sublayer an indication that the 5GSM message was not forwarded because the PLMN's maximum number of PDU sessions has been reached, along with the 5GSM message from the Payload container IE of the DL NAS TRANSPORT message;
-	the 5GMM cause IE is set to the 5GMM cause #67 "insufficient resources for specific slice and DNN", the UE passes to the 5GSM sublayer an indication that the 5GSM message was not forwarded due to S-NSSAI and DNN based congestion control along with the 5GSM message from the Payload container IE of the DL NAS TRANSPORT message, and the time value from the Back-off timer value IE; or
-	the 5GMM cause IE is set to the 5GMM cause #69 "insufficient resources for specific slice", the UE passes to the 5GSM sublayer an indication that the 5GSM message was not forwarded due to S-NSSAI only based congestion control along with the 5GSM message from the Payload container IE of the DL NAS TRANSPORT message, and the time value from the Back-off timer value IE;
h)	"UE policy container", the UE policy container in the Payload container IE is handled in the UE policy delivery procedures specified in Annex D; and
i)	"UE parameters update transparent container":
1)	if the payload container IE successfully passes the integrity check (see 3GPP TS 33.501 [24]):
i)	if the UE parameters update list includes a UE parameters update data set with UE parameters update data set type indicating "Routing indicator update data", the ME shall behave as if an SMS is received with protocol identifier set to SIM data download, data coding scheme set to class 2 message and SMS payload as secured packet contents of UE parameters update transparent container IE. The SMS payload is forwarded to UICC as specified in 3GPP TS 23.040 [4A];
ii)	if the UE parameters update list includes a UE parameters update data set with UE parameters update data set type indicating "Default configured NSSAI update data" and the default configured NSSAI included in the default configured NSSAI update data includes one or more S-NSSAI values, the ME shall replace the stored default configured NSSAI with the default configured NSSAI included in the default configured NSSAI update data. If the default configured NSSAI includes zero S-NSSAI values the UE shall delete any stored default configured NSSAI ;
iii)	if the ACK bit of the UE parameters update header in the UE parameters update transparent container is set to "acknowledgment requested":
-	if the UE parameters update list does not include a UE parameters update data set with UE parameters update data set type indicating "Routing indicator update data", the ME shall send an acknowledgement in the payload container IE of an UL NAS TRANSPORT message with payload type IE set to "UE parameters update transparent container" as specified in subclause 5.4.5.2.2; and
-	if the UE parameters update list includes a UE parameters update data set with UE parameters update data set type indicating "Routing indicator update data" and if the ME receives status bytes from the UICC indicating that the UICC has received the secured packet successfully, the ME shall send an acknowledgement in the payload container IE of an UL NAS TRANSPORT message with payload type IE set to "UE parameters update transparent container" as specified in subclause 5.4.5.2.2;
iv)	if the REG bit of the UE parameters update header in the UE parameters update transparent container is set to "re-registration requested":
-	if the UE parameters update list includes a UE parameters update data set with UE parameters update data set type indicating "Routing indicator update data" and if the ME receives a REFRESH command from the UICC as specified in 3GPP TS 31.111 [22A], the UE shall wait until it enters 5GMM-IDLE mode, perform a de-registration procedure, delete its 5G-GUTI and initiate a registration procedure for initial registration as specified in subclause 5.5.1.2; and
Editor's note:	Whether the UE can re-register in 5GMM-CONNECTED mode instead of waiting until it enters 5GMM-IDLE mode and performing a de-registration followed by an initial registration is FFS.
-	if the UE parameters update list does not include a UE parameters update data set with UE parameters update data set type indicating "Routing indicator update data" and includes a UE parameters update data set with UE parameters update data set type indicating "Default configured NSSAI update data", the UE used the old default configured NSSAI to create the requested NSSAI in a REGISTRATION REQUEST message, the UE does not have a configured NSSAI and the UE has an allowed NSSAI which contains one or more S-NSSAIs that are not included in the new default configured NSSAI, the UE shall wait until it enters 5GMM-IDLE mode and then the UE shall initiate a registration procedure for mobility and periodic registration update as specified in subclause 5.5.1.3; and
Editor's note:	Whether the conditions based on which the UE re-registers need to be further updated is FFS.
v)	if the REG bit of the UE parameters update header in the UE parameters update transparent container is set to "re-registration not requested":
-	if the UE parameters update list includes a UE parameters update data set with UE parameters update data set type indicating "Default configured NSSAI update data", the UE used the old default configured NSSAI to create the requested NSSAI in a REGISTRATION REQUEST message, the UE does not have a configured NSSAI and the UE has an allowed NSSAI which contains one or more S-NSSAIs that are not included in the new default configured NSSAI, the UE shall wait until it enters 5GMM-IDLE mode and then the UE shall initiate a registration procedure for mobility and periodic registration update as specified in subclause 5.5.1.3; and
Editor's note:	Whether the conditions based on which the UE re-registers need to be further updated is FFS.
2)	does not successfully pass the integrity check (see 3GPP TS 33.501 [24]) then the UE shall discard the content of the payload container IE.
j)	"Multiple payloads", the UE shall first decode the content of the Payload container IE into individual payload container entries as specified in figure 9.11.3.39.2 to figure 9.11.3.39.4 of subclause 9.11.3.39. For each payload container entry, the UE shall:
i)	decode optional IEs in the payload container entry and payload container field according to figure 9.11.3.39.3; and
ii)	apply the same handling as specified in bullets above according to the payload container type field within each payload container entry.
*** Next change ***

[bookmark: _Toc533172186]8.2.7	Registration accept
[bookmark: _Toc533172187]8.2.7.1	Message definition
The REGISTRATION ACCEPT message is sent by the AMF to the UE. See table 8.2.7.1.1.
Message type:	REGISTRATION ACCEPT
Significance:	dual
Direction:		network to UE
Table 8.2.7.1.1: REGISTRATION ACCEPT message content
	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	Extended protocol discriminator
	Extended protocol discriminator
9.2
	M
	V
	1

	
	Security header type
	Security header type
9.3
	M
	V
	1/2

	
	Spare half octet
	Spare half octet
9.5
	M
	V
	1/2

	
	Registration accept message identity
	Message type
9.7
	M
	V
	1

	
	5GS registration result
	5GS registration result
9.11.3.6
	M
	LV
	2

	77
	5G-GUTI
	5GS mobile identity
9.11.3.4
	O
	TLV-E
	14

	4A
	Equivalent PLMNs
	PLMN list
9.11.3.45
	O
	TLV
	5-47

	54
	TAI list
	5GS tracking area identity list
9.11.3.9
	O
	TLV
	9-114

	15
	Allowed NSSAI
	NSSAI
9.11.3.37
	O
	TLV
	42-74

	11
	Rejected NSSAI
	Rejected NSSAI
9.11.3.46
	O
	TLV
	4-42

	31
	Configured NSSAI
	NSSAI
9.11.3.37
	O
	TLV
	42-146

	21
	5GS network feature support
	5GS network feature support
9.11.3.5
	O
	TLV
	3-5

	50
	PDU session status
	PDU session status
9.11.3.44
	O
	TLV
	4-34

	26
	PDU session reactivation result
	PDU session reactivation result
9.11.3.42
	O
	TLV
	4-32

	72
	PDU session reactivation result error cause
	PDU session reactivation result error cause
9.11.3.43
	O
	TLV-E
	5-515

	79
	LADN information
	LADN information
9.11.3.30
	O
	TLV-E
	12-1715

	B-
	MICO indication
	MICO indication
9.11.3.31
	O
	TV
	1

	9-
	Network slicing indication
	Network slicing indication
9.11.3.36
	O
	TV
	1

	27
	Service area list
	Service area list
9.11.3.49
	O
	TLV
	6-114

	5E
	T3512 value
	GPRS timer 3
9.11.2.5
	O
	TLV
	3

	5D
	Non-3GPP de-registration timer value
	GPRS timer 2
9.11.2.4
	O
	TLV
	3

	16
	T3502 value
	GPRS timer 2
9.11.2.4
	O
	TLV
	3

	34
	Emergency number list
	Emergency number list
9.11.3.23
	O
	TLV
	5-50

	7A
	Extended emergency number list
	Extended emergency number list
9.11.3.26
	O
	TLV-E
	7-65538

	73
	SOR transparent container
	SOR transparent container
9.11.3.51
	O
	TLV-E
	20-2048

	78
	EAP message
	EAP message
9.11.2.2
	O
	TLV-E
	7-1503

	A-
	NSSAI inclusion mode
	NSSAI inclusion mode
9.11.3.37A
	O
	TV
	1

	76
	Operator-defined access category definitions
	Operator-defined access category definitions
9.11.3.38
	O
	TLV-E
	3-TBD

	51
	Negotiated DRX parameters
	5GS DRX parameters
9.11.3.2A
	O
	TLV
	3




*** Next change ***
[bookmark: _Toc533172261]8.2.19	Configuration update command
[bookmark: _Toc533172262]8.2.19.1	Message definition
The CONFIGURATION UPDATE COMMAND message is sent by the AMF to the UE. See table 8.2.19.1.1.
Message type:	CONFIGURATION UPDATE COMMAND
Significance:	dual
Direction:		network to UE
Table 8.2.19.1.1: CONFIGURATION UPDATE COMMAND message content
	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	Extended protocol discriminator
	Extended protocol discriminator
9.2
	M
	V
	1

	
	Security header type
	Security header type
9.3
	M
	V
	1/2

	
	Spare half octet
	Spare half octet
9.5
	M
	V
	1/2

	
	Configuration update command message identity
	Message type
9.7
	M
	V
	1

	D-
	Configuration update indication
	Configuration update indication
9.11.3.18
	O
	TV
	1

	77
	5G-GUTI
	5GS mobile identity
9.11.3.4
	O
	TLV-E
	14

	54
	TAI list
	5GS tracking area identity list
9.11.3.9
	O
	TLV
	9-114

	15
	Allowed NSSAI
	NSSAI
9.11.3.37
	O
	TLV
	42-74

	27
	Service area list
	Service area list
9.11.3.49
	O
	TLV
	6-114

	43
	Full name for network
	Network name
9.11.3.35
	O
	TLV
	3-n

	45
	Short name for network
	Network name
9.11.3.35
	O
	TLV
	3-n

	46
	Local time zone
	Time zone
9.11.3.52
	O
	TV
	2

	47
	Universal time and local time zone
	Time zone and time
9.11.3.53
	O
	TV
	8

	49
	Network daylight saving time
	Daylight saving time
9.11.3.19
	O
	TLV
	3

	79
	LADN information
	LADN information
9.11.3.30
	O
	TLV-E
	3-1715

	B-
	MICO indication
	MICO indication
9.11.3.31
	O
	TV
	1

	9-
	Network slicing indication
	Network slicing indication
9.11.3.36
	O
	TV
	1

	31
	Configured NSSAI
	NSSAI
9.11.3.37
	O
	TLV
	42-146

	11
	Rejected NSSAI
	Rejected NSSAI
9.11.3.46
	O
	TLV
	4-42

	76
	Operator-defined access category definitions
	Operator-defined access category definitions
9.11.3.38
	O
	TLV-E
	3-TBD

	F-
	SMS indication
	SMS indication
9.10.3.50A
	O
	TV
	1



*** Next change ***
[bookmark: _Toc533172463]9.11.3.37	NSSAI
The purpose of the NSSAI information element is to identify a collection of S-NSSAIs
The NSSAI information element is coded as shown in figure 9.11.3.37.1 and table 9.11.3.37.1.
The NSSAI is a type 4 information element with a minimum length of 42 octets and a maximum length of 146 octets.
NOTE 1:	The number of S-NSSAI values in a requested NSSAI or allowed NSSAI cannot exceed eight. 
NOTE 2:	The number of S-NSSAI values in a configured NSSAI cannot exceed sixteen.
NOTE 3:	More than one S-NSSAIs in an NSSAI can have the same SST values, and optionally same SD values, which are associated with different mapped HPLMN SST values and optionally mapped HPLMN SD values.
	8
	7
	6
	5
	4
	3
	2
	1
	

	NSSAI IEI
	octet 1

	Length of NSSAI contents
	octet 2

	
S-NSSAI value 1
	octet 3

octet m 

	
S-NSSAI value 2
	octet m+1*

octet n*

	
…

	octet n+1*

octet u*

	
S-NSSAI value n
	octet u+1*

octet v*


Figure 9.11.3.37.1: NSSAI information element
Table 9.11.3.37.1: NSSAI information element
	Value part of the NSSAI information element (octet 3 to v)
The value part of the NSSAI information element consists of zero, one or more S-NSSAI values. 

Each S-NSSAI value consists of one S-NSSAI and optionally one mapped configured S-NSSAI from the S-NSSAI(s) of the HPLMN.
If the recipient of this information element is the UE, the UE shall store the complete list received. If the NSSAI information element conveys an allowed NSSAI and more than 8 S-NSSAI values are included in this information element, the UE shall store the first 8 S-NSSAI values and ignore the remaining octets of the information element. 
If the NSSAI information element conveys a configured NSSAI and more than 16 S-NSSAI values are included in this information element, the UE shall store the first 16 S-NSSAI values and ignore the remaining octets of the information element.
If the NSSAI information element conveys a configured NSSAI, and zero S-NSSAI values are included in this information element, the UE shall delete a prevously stored configured NSSAI.
If the NSSAI information element conveys a default configured NSSAI, and zero S-NSSAI values are included in this information element, the UE shall delete a prevously stored default configured NSSAI.
If the NSSAI information element conveys an allowed NSSAI, and zero S-NSSAI values are included in this information element, the UE shall delete a prevously stored allowed NSSAI.

S-NSSAI value:

S-NSSAI value is coded as the length and value part of S-NSSAI information element as specified in subclause 9.11.2.8 starting with the second octet.



*** End change ***

