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Classification of the Work Item and linked work items
2.1
Primary classification
This work item is a …
	
	Feature

	x
	Building Block

	
	Work Task

	
	Study Item


2.2
Parent and child Work Items 



	Parent and child Work Items 

	Unique ID
	Title
	Nature of relationship

	810008
	System enhancements for Provision of Access to Restricted Local Operator Services by Unauthenticated UEs
	TS 23.401, 23.203, 23.221, 23.228


2.3
Other related Work Items and dependencies
	Other related Work Items (if any)

	Unique ID
	Title
	Nature of relationship

	760071
	Provision of Access to Restricted Local Operator Services by Unauthenticated UEs
	TS 22.011, 22.101, 22.115, 22.228


3
Justification

There is need to provide UEs with network access to restricted local operator services when they are not successfully authenticated. This need is based on FCC regulations in the U.S. related to manual roaming as noted in the following:
Code of Federal Regulations (CFR) Title 47 Chapter 1 Subchapter B Part 20 Section 20.3 

Code of Federal Regulations (CFR) Title 47 Chapter 1 Subchapter B Part 20 Section 20.12 (Resale and Roaming) Subparagraph c 

The ability to provide access to such local services without necessarily being successfully authenticated for access has been available to U.S. operators on a proprietary basis with earlier generations of non-3GPP technologies, however, the wide deployment of LTE and corresponding introduction of VoLTE creates a regulatory need in the USA to support this using 3GPP technology. 

The feature consists in the optional capability for the network to allow RLOS capable unauthenticated UE's to access restricted local operator services based on operator policy and regional regulatory requirements. These requirements are documented in stage 1 specifications listed in clause 2.3 above. 
3GPP SA WG2 has been working on introducing system enhancements required for the support of provision of access to restricted local operator services by unauthenticated UEs. The 3GPP SA WG2 study work is captured by FS_PARLOS_SA2 (see SP-180501 and TR 23.715). Work on TR 23.715 was concluded in SA2#128bis meeting. The WID for related normative work was also approved in SA#81 plenary. The 3GPP CT WGs need to do the normative work for core network aspects to complete the stage 3 work in Rel-16.
4
Objective

The objective of this work item is to enhance the CT WGs specifications for the stage 2 requirements agreed under the PARLOS stage-2 work item. Stage-3 work shall be started only after the applicable normative stage-2 specification is available.
The following areas of work are expected to be covered:

· Addition of PLMN selection procedures for selection of RLOS supporting PLMNs; 

· Configuration of preferred PLMNs for RLOS at the UE; 

· Support of unauthenticated UE access to IMS and non-IMS Restricted Local Operator Services; 

· Support of authenticated UE access to RLOS in case the UE is not able to register for normal service; 

· Identification and handling for Restricted Local Operator Service at IMS layer; 

· Handling of the need for IMS emergency services when the UEs is attached for RLOS; and

· Clarifications how to use the PCC framework for RLOS and possible related signalling extensions for the Gx and/or Rx interfaces.

Note that RLOS is only possible for UEs using EPC via E-UTRAN access.
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Expected Output and Time scale

	New specifications {One line per specification. Create/delete lines as needed}

	Type 
	TS/TR number
	Title
	For info 
at TSG# 
	For approval at TSG#
	Remarks

	
	
	
	
	
	


	Impacted existing TS/TR {One line per specification. Create/delete lines as needed}

	TS/TR No.
	Description of change 
	Target completion plenary#
	Remarks

	24.301
	Update to support unauthenticated UE access to RLOS

	TSG CT #86 (December 2019)
	CT1

	24.008
	Possible updates for support of PARLOS
	TSG CT #86 (December 2019)
	CT1

	23.122
	Update to support network selection for unauthenticated UEs
	TSG CT #86 (December 2019)
	CT1

	24.368
	Possible updates for support of PARLOS
	TSG CT #86 (December 2019)
	CT1

	24.167
	Possible updates for support of PARLOS
	TSG CT #86 (December 2019)
	CT1

	24.229
	Identification and handling for PARLOS service at IMS layer
	TSG CT #86 (December 2019)
	CT1

	27.007
	Possible AT Command update for support of PARLOS
	TSG CT #86 (December 2019)
	CT1

	29.212
	Possible clarifications how to use the Gx interface for RLOS and possible related signalling extensions for the Gx interface. 
	TSG CT #86 (December 2019)
	CT3

	29.213
	Possible clarifications how to use PCC for RLOS in signalling flows.
	TSG CT #86 (December 2019)
	CT3

	29.214
	Clarifications how to use the PCC framework for RLOS and possible related signalling extensions for the Rx interfaces 
	TSG CT #86 (December 2019)
	CT3

	29.228
	Possible impact on Cx interface for RLOS capability support
	TSG CT #86 (December 2019)
	CT4

	29.229
	Possible impact on Cx interface for RLOS capability support
	TSG CT #86 (December 2019)
	CT4

	29.274
	Updates for PDN connection related to RLOS service for unauthenticated UEs: 

- list PARLOS stage 2 procedures; and 

- extend the description of IMSI IE and Unauthenticated IMSI flags for UEs attached to E-UTRAN for RLOS.  
	TSG CT #86 (December 2019)
	CT4

	31.102
	Possible update to enable UICC configuration of the list of RLOS supporting PLMNs
	TSG CT #86 (December 2019)
	CT6

	31.103
	Possible update to ISIM application
	TSG CT #86 (December 2019)
	CT6
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Work item Rapporteur(s)

Liu, Jennifer
 Nokia 

Jennifer.Liu@nokia.com
7
Work item leadership

3GPP CT1

8
Aspects that involve other WGs
Security aspects will be covered by SA3.

Charging aspects will be covered by SA5.
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Supporting Individual Members
	Supporting IM name

	Nokia

	Nokia Shanghai Bell

	Verizon
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	Alibaba

	Qualcomm Incorporated

	Samsung

	Intel
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