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	Reason for change:
	Existing specs do not specify how the PTI is set and used for the case of Network-requested UE policy management.

	
	

	Summary of change:
	1.	Clarification that the PCF shall assign a new PTI when sending a MANAGE UE POLICY COMMAND, and that  the same PTI  shall be used for possible subsequent retransmission of the same MANAGE UE POLICY COMMAND.
2.	Clarification that the PCF-provided PTI in the MANAGE UE POLICY COMMAND is used by the UE in the corresponding MANAGE UE POLICY COMPLETE or  MANAGE UE POLICY COMMAND REJECT reply.
3. Introduction of the UE abnormal case of receiving a retransmission of MANAGE UE POLICY COMMAND due to non-reception of the MANAGE UE POLICY COMPLETE or  MANAGE UE POLICY COMMAND REJECT reply.
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1. network compliant with TS 24.501 v15.2.1 interworking with UE compliant with this CR:

The network can set the PTI value to "no procedure transaction identity assigned" or to a value already used in the MANAGE UE POLICY COMMAND message. If the PTI value is already in use, the UE discards the message and retransmits a previously sent MANAGE UE POLICY COMMAND COMPLETE or MANAGE UE POLICY COMMAND REJECT message received for a previous command message (with the same PTI value). This would then result in wrong association of the command with the response in the PCF.

1. network compliant with this CR interworking with UE compliant with TS 24.501 v15.2.1:

The UE can set the PTI value in the MANAGE UE POLICY COMPLETE or  MANAGE UE POLICY COMMAND REJECT message different from the one set by the PCF in the MANAGE UE POLICY COMMAND message. Hence, the PCF will fail to associate the response from the UE to the command sent. This would then result in re-transmission of the original command message till the maximum number of retransmissions with the risk that after the last retransmission the PCF may fail to indentify the reponse from the UE. Furthermore, the UE does not handle the retransmission case in which a MANAGE UE POLICY COMMAND message is sent with a PTI set to the same value as the PTI of a previously received MANAGE UE POLICY COMMAND message.

	
	

	Consequences if not approved:
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[bookmark: _Toc533172521][bookmark: _Toc533172038]D.1	General
[bookmark: _Toc533172523]D.1.1	Overview
The PCF can provide the UE with one or more UE policies using the network-requested UE policy management procedure. The PCF provides each UE policy using one or more UE policy sections, each identified by a UE policy section identifier (UPSI). The UPSI is composed of two parts:
a)	a PLMN ID part containing the PLMN ID for the PLMN of the PCF which provides the UE policies; and
b)	a UE policy section code (UPSC) containing a value assigned by the PCF. 
The UE processes the UE policy sections, each identified by the UPSI, received from the PCF and informs the PCF of the result.
The message coding rules for the messages exchanged between the UE and the PCF for UE policy delivery are specified in subclause D.4.
*** Next change ***

D.1.2	Principles of PTI handling for UE policy delivery service procedures
When the PCF or the UE initiates a procedure, it shall include a valid PTI value in the message header of the command message or the request message.
When the PCF initiates a transaction related procedure (i.e. a procedure consisting of more than one message and the messages are related), it shall include a valid PTI value in the message header of the command message.
If a response message is sent as result of a received command message, the UE shall include in the response message the PTI value received within the command message (see examples in figure D.1.2.1).



Figure D.1.2.1: Network-requested transaction related procedure
NOTE:	In earlier versions of this protocol, the UE can include in the response message a PTI value which is not the same as the one received within the command message, and therefore the PCF could not associate the response message from the UE to the command message sent.
*** Next change ***

[bookmark: _Toc533172525]D.2.1.2	Network-requested UE policy management procedure initiation
In order to initiate the network-requested UE policy management procedure, the PCF shall:
a)	allocate a PTI value currently not used and set the PTI IE to the allocated PTI value; 
b)	encode the information about the UE policy sections to be added, modified or deleted in a UE policy section management list IE as specified in subclause D.6.2 and include it in a MANAGE UE POLICY COMMAND message.
cb)	send the MANAGE UE POLICY COMMAND message to the UE via the AMF as specified in 3GPP TS 23.502 [9]; and
dc)	start timer T3501 (see example in figure D.2.2.1).
NOTE:	The PCF starts a different timer T3501 for each allocated PTI value.


Figure D.2.2.1: Network-requested UE policy management procedure
Upon receipt of the MANAGE UE POLICY COMMAND message with a PTI value currently not used, for each instruction included in the UE policy section management list IE, the UE shall:
a)	store the received UE policy section of the instruction, if the UE has no stored UE policy section associated with the same UPSI as the UPSI associated with the instruction;
b)	replace the stored UE policy section with the received UE policy section of the instruction, if the UE has a stored UE policy section associated with the same UPSI as the UPSI associated with the instruction; or
c)	delete the stored UE policy section, if the UE has a stored UE policy section associated with the same UPSI as the UPSI associated with the instruction and the UE policy section contents of the instruction is empty.
The UE may continue storing a received UE policy section for a PLMN when the UE registers in another PLMN. If necessary, the UE may delete UE policy sections stored for a PLMN other than the RPLMN and the HPLMN, before storing the new received UE policy sections.
NOTE:	The maximum number of UE policy sections for PLMNs other than the HPLMN and the RPLMN that the UE can store and how the UE selects the UE policy sections to be deleted are up to UE implementation.

*** Next change ***
[bookmark: _Toc533172526]D.2.1.3	Network-requested UE policy management procedure accepted by the UE
If all instructions included in the UE policy section management list IE were executed successfully by the UE, the UE shall:
a)	create a MANAGE UE POLICY COMPLETE message including the PTI value received within the MANAGE UE POLICY COMMAND message; and
b)	transport the MANAGE UE POLICY COMPLETE message using the NAS transport procedure as specified in subclause 5.4.5.
Upon receipt of the MANAGE UE POLICY COMPLETE message, the PCF shall stop timer T3501. The PCF should ensure that the PTI value assigned to this procedure is not released immediately.
[bookmark: _Hlk2207236]NOTE:	The way to achieve this is implementation dependent. For example, the PCF can ensure that the PTI value assigned to this procedure is not released during the time equal to or greater than the default value of timer T3501.

*** Next change ***
[bookmark: _Toc533172527]D.2.1.4	Network-requested UE policy management procedure not accepted by the UE
If the UE could not execute all instructions included in the UE policy section management list IE successfully, the UE shall:
a)	set the PTI IE to the PTI value received within the MANAGE UE POLICY COMMAND message and encode the UPSI associated with the instructions which could not be executed successfully and the associated UE policy delivery service cause indicating the cause of the failure in a UE policy section management result IE as specified in subclause D.5.3 and include it in a MANAGE UE POLICY COMMAND REJECT message, and
b)	transport the MANAGE UE POLICY COMMAND REJECT message using the NAS transport procedure as specified in subclause 5.4.5.
Upon receipt of the MANAGE UE POLICY COMMAND REJECT message, the PCF shall stop timer T3501. Any instruction that was included in the UE policy section management list IE and whose associated UPSI is not included in a UE policy section management result IE of the received MANAGE UE POLICY COMMAND REJECT message is considered as successfully executed.
The PCF should ensure that the PTI value assigned to this procedure is not released immediately.
NOTE:	The way to achieve this is implementation dependent. For example, the PCF can ensure that the PTI value assigned to this procedure is not released during the time equal to or greater than the default value of timer T3501.
Upon receipt of the N15 indication that the UE is not reachable, the PCF shall stop the T3501.
[bookmark: _Toc533172529]*** Next change ***
[bookmark: _Toc533172528]D.2.1.5	Abnormal cases on the network side
The following abnormal cases can be identified:
a)	T3501 expired.
[bookmark: _Hlk2208691]	The PCF shall, on the first expiry of the timer T3501, retransmit the MANAGE UE POLICY COMMAND message and shall reset and start timer T3501. This retransmission is repeated four times, i.e. on the fifth expiry of timer T3501, the PCF shall abort the procedure and release the allocated PTI.
*** Next change ***
D.2.1.6	Abnormal cases in the UE
The following abnormal cases can be identified:
a)	Receipt of an instruction associated with a UPSI which has a PLMN ID part that is not equal to the PLMN ID of the UE's HPLMN and the instruction contains a UE policy part with a UE policy part type set to "URSP".
	The UE shall set the UE policy delivery service cause to #111 (Protocol error, unspecified) for the instruction in the UE policy section management result IE of the MANAGE UE POLICY COMMAND REJECT message.
x)	Receipt of a MANAGE UE POLICY COMMAND message with a PTI set to the same value as the PTI of a previously received MANAGE UE POLICY COMMAND message.
The UE shall discard the message and retransmit the MANAGE UE POLICY COMMAND COMPLETE or MANAGE UE POLICY COMMAND REJECT message transmitted in response to the previously received MANAGE UE POLICY COMMAND message.
NOTE:	The way to achieve this is UE implementation dependent. For example, the UE can assume that on the fifth expiry of timer T3501, the PCF will abort the procedure and that the PTI value assigned to the procedure will be released.
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