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1. Introduction
2. Reason for Change
Changes:
-
First 7 changes modify references that were external, that should have been internal to the TR.
-
8th change modifies references that were internal to the TR, that should have been external.

-
Last 3 changes add editor's notes for missing conference event package subclauses.
3. Conclusions

4. Proposal

It is proposed to agree the following changes to 3GPP 3GPP TR 24.883-060.
* * * First Change * * * *
111.1.1.2.1.3
Terminating procedures for reception of SIP re-INVITE request

This subclause is referenced from other procedures.

This subclause covers on-demand sessions.
Upon receipt of a SIP re-INVITE request for an existing private call session, the IWF performing the participating role shall:
1)
if the SIP re-INVITE request contains an application/vnd.3gpp.mcptt-info+xml MIME body with the <mcpttinfo> element containing the <mcptt-Params> element with the <emergency-ind> element set to a value of "true":

b)
shall set the MCPTT emergency private priority state to "MEPP 2: in-progress" for this private call;
2)
if the SIP re-INVITE request contains an application/vnd.3gpp.mcptt-info+xml MIME body with the <mcpttinfo> element containing the <mcptt-Params> element with the <emergency-ind> element set to a value of "false":

a)
if the SIP re-INVITE request contains an application/vnd.3gpp.mcptt-info+xml MIME body including an <originated-by> element:

i)
if the MCPTT ID contained in the <originated-by> element is the MCPTT ID of the receiving MCPTT user, shall set the MCPTT emergency alert state to "MPEA 1: no-alert";
b)
shall set the MCPTT emergency private priority state to "MEPP 1: no-emergency" for this private call; and
c)
if the MCPTT emergency private call state of the call is set to "MEPC 3: emergency-call-granted", shall set the MCPTT emergency private call state of the call to "MEPC 1: emergency-pc-capable";
3)
may check if a Resource-Priority header field is included in the incoming SIP INVITE request and may perform further actions outside the scope of this specification to act upon an included Resource-Priority header field as specified in 3GPP TS 24.229 [4]; and
NOTE:
As this is a re-INVITE for an existing MCPTT private call session, there is no attempt made to change the answer-mode from its current state.

4)
include an SDP answer in the SIP 200 (OK) response to the SDP offer in the incoming SIP INVITE request according to 3GPP TS 24.229 [4] with the clarifications given in subclause 106.2.2 with the IWF acting as the MCPTT client.

* * * Second Change * * * *
110.1.1.2.1.5
MCPTT in-progress imminent peril cancel
This subclause is referenced from other procedures.

This subclause covers on-demand sessions.
To cancel the in-progress imminent peril condition on a prearranged MCPTT group, the IWF performing the participating role shall generate a SIP re-INVITE request by following the procedures specified in 3GPP TS 24.229 [4], with the clarifications given below.

The IWF performing the participating role:

1)
shall include an application/vnd.3gpp.mcptt-info+xml MIME body populated as specified in subclause 106.2.8.1.11, with the IWF acting as the MCPTT client;
2)
shall include a Resource-Priority header field and comply with the procedures in subclause 106.2.8.1.12;
3)
shall include in the application/vnd.3gpp.mcptt-info+xml MIME body with the <mcpttinfo> element containing the <mcptt-Params> element with:

a)
the <session-type> element set to a value of "prearranged"; and

b)
the <mcptt-request-uri> element set to the group identity;
4)
shall set the <mcptt-calling-user-id> element of the application/vnd.3gpp.mcptt-info+xml MIME body of the SIP re-INVITE request to the MCPTT ID of the calling user;

5)
shall include the g.3gpp.mcptt media feature tag in the Contact header field of the SIP re-INVITE request according to IETF RFC 3840 [16];

6)
shall include in the SIP re-INVITE request an SDP offer according to 3GPP TS 24.229 [4] with the clarifications specified in subclause 106.2.1; and
7)
shall send the SIP re-INVITE request according to 3GPP TS 24.229 [4].

On receiving a SIP 2xx response to the SIP re-INVITE request, the IWF performing the participating role:

1)
shall interact with the user plane as specified in 3GPP TS 24.380 [5];

2)
shall set the MCPTT imminent peril group state of the group to "MIG 1: no-imminent-peril"; and
3)
shall set the MCPTT imminent peril group call state of the group to "MIGC 1: imminent-peril-gc-capable".
On receiving a SIP 4xx, SIP 5xx response or SIP 6xx response to the SIP re-INVITE request:

1)
if the SIP 4xx response, SIP 5xx response or SIP 6xx response:
a)
contains an application/vnd.3gpp.mcptt-info+xml MIME body with an <imminentperil-ind> element set to a value of "true"; or 
b)
does not contain an application/vnd.3gpp.mcptt-info+xml MIME body with an <imminentperil-ind> element;

then the IWF performing the participating role shall set the MCPTT imminent peril group state as "MIG 2: in-progress".
NOTE:
This is the case where the IWF performing the participating role requested the cancellation of the MCPTT imminent peril in-progress state and was rejected.
* * * Third Change * * * *
110.1.2.2.1.1
Procedure for initiating an MCPTT chat group session and procedure for joining an MCPTT chat group session

This subclause is referenced from other procedures.

To initiate or join an MCPTT group session using an MCPTT group identity, identifying an MCPTT chat group, the IWF performing the participating role shall generate an initial SIP INVITE request by following the UE originating session procedures specified in 3GPP TS 24.229 [4], with the clarifications given below.

The IWF performing the participating role:

1)
if the IWF is originating an MCPTT emergency group call shall comply with the procedures in subclause 106.2.8.1.1;

2)
if the IWF is originating an MCPTT imminent peril group call, shall comply with the procedures in subclause 106.2.8.1.9;

3)
shall include the g.3gpp.mcptt media feature tag and the g.3gpp.icsi-ref media feature tag with the value of "urn:urn-7:3gpp-service.ims.icsi.mcptt" in the Contact header field of the SIP INVITE request according to IETF RFC 3840 [16];

4)
shall include an Accept-Contact header field containing the g.3gpp.mcptt media feature tag along with the "require" and "explicit" header field parameters according to IETF RFC 3841 [6];

5)
shall include the ICSI value "urn:urn-7:3gpp-service.ims.icsi.mcptt" (coded as specified in 3GPP TS 24.229 [4]), in a P-Preferred-Service header field according to IETF RFC 6050 [9] in the SIP INVITE request;

6)
shall include an Accept-Contact header field with the g.3gpp.icsi-ref media feature tag containing the value of "urn:urn-7:3gpp-service.ims.icsi.mcptt" along with the "require" and "explicit" header field parameters according to IETF RFC 3841 [6];

7)
if the emergency group state for this group is set to "MEG 2: in-progress" or "MEG 4: confirm-pending", shall comply with the procedures in subclause 106.2.8.1.2;
8)
if the imminent peril group state for this group is set to "MIG 2: in-progress" or "MIG 4: confirm-pending", shall include the Resource-Priority header field and comply with the procedures in subclause 106.2.8.1.12;
9)
shall contain an application/vnd.3gpp.mcptt-info+xml MIME body with the <mcpttinfo> element containing the <mcptt-Params> element with:

a)
the <session-type> element set to a value of "chat";
b)
the <mcptt-request-uri> element set to the group identity; and
c)
the <mcptt-client-id> element set to a value determined by the IWF;
NOTE 1:
How the IWF determines the value of the <mcptt-client-id> element is out of scope of the present document.
NOTE 2:
The <mcptt-calling-user-id> will be inserted into the body of the SIP INVITE request by the referring subclause.

10)
shall include an SDP offer according to 3GPP TS 24.229 [4] with the clarifications specified in subclause 106.2.1;

11)
if an implicit floor request is required, shall indicate this as specified in subclause 106.4; and

12)
shall not perform the remainder of this procedure.

On receiving a SIP 2xx response to the SIP INVITE request, the IWF performing the participating role:

1)
shall interact with the media plane as specified in 3GPP TS 24.380 [5]; 

2)
if the MCPTT emergency group call state is set to "MEGC 2: emergency-call-requested" or "MEGC 3: emergency-call-granted" or the MCPTT imminent peril group call state is set to "MIGC 2: imminent-peril-call-requested" or "MIGC 3: imminent-peril-call-granted", shall perform the actions specified in subclause 106.2.8.1.4, with the IWF acting as the MCPTT client on behalf of the IWF user homed in the IWF; and

3)
may subscribe to the conference event package as specified in subclause 110.1.3.1.

On receiving a SIP 4xx response, a SIP 5xx response or a SIP 6xx response to the SIP INVITE request, the IWF performing the participating role:

1)
if the MCPTT emergency group call state is set to "MEGC 2: emergency-call-requested" or "MEGC 3: emergency-call-granted"; or

2)
if the MCPTT imminent peril group call state is set to "MIGC 2: imminent-peril-call-requested" or "MIGC 3: imminent-peril-call-granted";
shall perform the actions specified in subclause 106.2.8.1.5, with the IWF acting as the MCPTT client on behalf of the user homed in the IWF.

On receiving a SIP INFO request where the Request-URI contains an MCPTT session ID identifying an ongoing group session, the IWF performing the participating role shall follow the actions specified in subclause 106.2.8.1.13, with the IWF acting as the MCPTT client on behalf of the user homed in the IWF.

* * * Fourth Change * * * *
110.1.1.2.1.4
MCPTT in-progress emergency cancel
This subclause is referenced from other procedures.

This subclause covers on-demand sessions.
To cancel the in-progress emergency condition on a prearranged MCPTT group, the IWF performing the participating role shall generate a SIP re-INVITE request by following the UE originating session procedures specified in 3GPP TS 24.229 [4], with the clarifications given below.

The IWF performing the participating role:

1)
shall, if cancelling an in-progress emergency condition and optionally an MCPTT emergency alert originated by the user homed in the IWF, include an application/vnd.3gpp.mcptt-info+xml MIME body populated as specified in subclause 106.2.8.1.3;
2)
shall include in the application/vnd.3gpp.mcptt-info+xml MIME body with the <mcpttinfo> element containing the <mcptt-Params> element with:

a)
the <session-type> element set to a value of "prearranged"; and

b)
the <mcptt-request-uri> element set to the group identity;
3)
shall set the <mcptt-calling-user-id> element of the application/vnd.3gpp.mcptt-info+xml MIME body of the SIP re-INVITE request to the MCPTT ID of the calling user;

4)
shall include the g.3gpp.mcptt media feature tag in the Contact header field of the SIP re-INVITE request according to IETF RFC 3840 [16];

5)
shall include in the SIP re-INVITE request an SDP offer according to 3GPP TS 24.229 [4] with the clarifications specified in subclause 106.2.1;
6)
shall include a Resource-Priority header field and comply with the procedures in subclause 106.2.8.1.2; and

7)
shall send the SIP re-INVITE request according to 3GPP TS 24.229 [4].

On receiving a SIP 2xx response to the SIP re-INVITE request, the IWF performing the participating role:

1)
shall interact with the user plane as specified in 3GPP TS 24.380 [5];

2)
shall set the MCPTT emergency group state of the group to "MEG 1: no-emergency";

3)
shall set the MCPTT emergency group call state of the group to "MEGC 1: emergency-gc-capable"; and

4)
if the MCPTT emergency alert state is set to "MEA 4: Emergency-alert-cancel-pending", the sent SIP re-INVITE request did not contain an <originated-by> element in the application/vnd.3gpp.mcptt-info+xml MIME body and the SIP 2xx response to the SIP request for a priority group call does not contain a Warning header field as specified in subclause 4.4 with the warning text containing the mcptt-warn-code set to "149", shall set the MCPTT emergency alert state to "MEA 1: no-alert".
On receiving a SIP INFO request where the Request-URI contains an MCPTT session ID identifying an ongoing group session, the IWF performing the participating role shall follow the actions specified in subclause 106.2.8.1.13 with the IWF acting as the MCPTT client.
On receiving a SIP 4xx response, SIP 5xx response or SIP 6xx response to the SIP re-INVITE request:

1)
shall set the MCPTT emergency group state as "MEG 2: in-progress";

2)
if the SIP 4xx response, SIP 5xx response or SIP 6xx response contains an application/vnd.3gpp.mcptt-info+xml MIME body with an <alert-ind> element set to a value of "true" and the sent SIP re-INVITE request did not contain an <originated-by> element in the application/vnd.3gpp.mcptt-info+xml MIME body, the IWF performing the participating role shall set the MCPTT emergency alert state to "MEA 3: emergency-alert-initiated"; and

3)
if the SIP 4xx response, SIP 5xx response or SIP 6xx response did not contain an application/vnd.3gpp.mcptt-info+xml MIME body with an <alert-ind> element and did not contain an <originated-by> element, the MCPTT emergency alert (MEA) state shall revert to its value prior to entering the current procedure.
NOTE:
If the in-progress emergency group state cancel request is rejected, the state of the session does not change, i.e. continues with MCPTT emergency group call level priority.
* * * Fifth Change * * * *
110.1.1.2.1.1
IWF originating procedures 
This subclause is referred to by other subclauses.

To establish an MCPTT prearranged group session, the IWF performing the participating role shall generate an initial SIP INVITE request by following the UE originating session procedures specified in 3GPP TS 24.229 [4], with the clarifications given below.

The IWF performing the participating role:

1)
if originating an MCPTT emergency group call or originating an MCPTT prearranged group call and the MCPTT emergency state is already set, the IWF performing the participating role shall comply with the procedures in subclause 106.2.8.1.1;
2)
if originating an MCPTT imminent peril group call, the IWF performing the participating role shall comply with the procedures in subclause 106.2.8.1.9;
3)
if originating a broadcast group call, the IWF performing the participating role shall comply with the procedures in subclause 106.2.8.2;

4)
shall include the g.3gpp.mcptt media feature tag and the g.3gpp.icsi-ref media feature tag with the value of "urn:urn-7:3gpp-service.ims.icsi.mcptt" in the Contact header field of the SIP INVITE request according to IETF RFC 3840 [16];

5)
shall include an Accept-Contact header field containing the g.3gpp.mcptt media feature tag along with the "require" and "explicit" header field parameters according to IETF RFC 3841 [6];
6)
shall include an Accept-Contact header field with the g.3gpp.icsi-ref media feature tag containing the value of "urn:urn-7:3gpp-service.ims.icsi.mcptt" along with the "require" and "explicit" header field parameters according to IETF RFC 3841 [6];
7)
should include the "timer" option tag in the Supported header field;

8)
should include the Session-Expires header field according to IETF RFC 4028 [7]. It is recommended that the "refresher" header field parameter is omitted. If included, the "refresher" header field parameter shall be set to "uac";

9)
if the emergency group state for this group is set to "MEG 2: in-progress" or "MEG 4: confirm-pending", the IWF performing the participating role shall include the Resource-Priority header field and comply with the procedures in subclause 106.2.8.1.2;
10)
if the imminent peril group state for this group is set to "MIG 2: in-progress" or "MIG 4: confirm-pending" shall include the Resource-Priority header field and comply with the procedures in subclause 106.2.8.1.12;
11)
shall contain an application/vnd.3gpp.mcptt-info+xml MIME body with the <mcpttinfo> element containing the <mcptt-Params> element with:

a)
the <session-type> element set to a value of "prearranged";
b)
the <mcptt-request-uri> element set to the group identity;

c)
the <mcptt-client-id> element set to a value determined by the IWF; and
NOTE 1:
How the IWF determines the value of the <mcptt-client-id> element is out of scope of the present document.

d)
if the group identity can be determined to be a TGI and if the IWF performing the participating role can associate the TGI with a MCPTT group ID, the <associated-group-id> element set to the MCPTT group ID;
NOTE 2:
The MCPTT ID will be inserted into the body of the SIP INVITE request by the referring subclause.
NOTE 3:
The text "can associate the TGI with a MCPTT group ID" means that the IWF performing the participating role is able to determine that there is a constituent group of the temporary group that it is a member of.

NOTE 4:
The IWF performing the participating role is informed about temporary groups and regouping of MCPTT groups that the users homed in the IWF are members of as specified in 3GPP TS 24.481 [31].

NOTE 5:
If the TGI has several MCPTT groups as constituent groups, where the user homed in the IWF is a member, the IWF performing the participating role selects one of those MCPTT groups.

12)
shall include an SDP offer according to 3GPP TS 24.229 [4] with the clarifications given in subclause 106.2.1; and
13)
if an implicit floor request is required, shall indicate this as specified in subclause 106.4; and shall skip the rest of the steps.
On receiving a SIP 2xx response to the SIP INVITE request, the IWF performing the participating role:

1)
shall interact with the user plane as specified in 3GPP TS 24.380 [5];

2)
if the MCPTT emergency group call state is set to "MEGC 2: emergency-call-requested" or "MEGC 3: emergency-call-granted" or the MCPTT imminent peril group call state is set to "MIGC 2: imminent-peril-call-requested" or "MIGC 3: imminent-peril-call-granted", the IWF performing the participating role shall perform the actions specified in subclause 106.2.8.1.4, with the IWF acting as the MCPTT client; and 

3)
may subscribe to the conference event package as specified in subclause 110.1.3.1.
On receiving a SIP 4xx response, a SIP 5xx response or a SIP 6xx response to the SIP INVITE request:

1)
if the MCPTT emergency group call state is set to "MEGC 2: emergency-call-requested" or "MEGC 3: emergency-call-granted"; or

2)
if the MCPTT imminent peril group call state is set to "MIGC 2: imminent-peril-call-requested" or "MIGC 3: imminent-peril-call-granted";

the IWF performing the participating role shall perform the actions specified in subclause 106.2.8.1.5, with the IWF acting as the MCPTT client.
On receiving a SIP INFO request where the Request-URI contains an MCPTT session ID identifying an ongoing group session, the IWF performing the participating role shall follow the actions specified in subclause 106.2.8.1.13, with the IWF acting as the MCPTT client.

* * * Sixth Change * * * *
110.1.2.2.1.4
MCPTT upgrade to in-progress emergency or imminent peril
This subclause is referenced from other procedures.
To upgrade the MCPTT group session to an emergency condition or an imminent peril condition on a MCPTT chat group, the IWF performing the participating role shall generate a SIP re-INVITE request as specified in 3GPP TS 24.229 [4], with the clarifications given below.
1)
if upgrading the MCPTT group session to an MCPTT emergency call, the IWF performing the participating role:

a)
shall include an application/vnd.3gpp.mcptt-info+xml MIME body populated as specified in subclause 106.2.8.1.1; and

b)
shall include a Resource-Priority header field and comply with the procedures in subclause 106.2.8.1.2
2)
if upgrading the MCPTT group session to an MCPTT imminent peril call, the IWF performing the participating role:
a)
shall include an application/vnd.3gpp.mcptt-info+xml MIME body populated as specified in subclause 106.2.8.1.9; and
b)
shall include a Resource-Priority header field and comply with the procedures in subclause 106.2.8.1.12;
3)
if the SIP re-INVITE request is to be sent within an on-demand session, the IWF performing the participating role shall include in the SIP re-INVITE request an SDP offer according to 3GPP TS 24.229 [4] with the clarifications specified in subclause 106.2.1;
4)
if an implicit floor request is required, shall indicate this as specified in subclause 106.4; and
5)
shall send the SIP re-INVITE request according to 3GPP TS 24.229 [4] and shall skip the rest of the steps.

On receiving a SIP 2xx response to the SIP re-INVITE request the the IWF performing the participating role:

1)
shall interact with the user plane as specified in 3GPP TS 24.380 [5]; and

2)
shall perform the actions specified in subclause 106.2.8.1.4, with the IWF acting as the MCPTT client. 
On receiving a SIP 4xx response, SIP 5xx response or SIP 6xx response to the SIP re-INVITE request the IWF performing the participating role shall perform the actions specified in subclause 106.2.8.1.5, with the IWF acting as the MCPTT client.
On receiving a SIP INFO request where the Request-URI contains an MCPTT session ID identifying an ongoing group session, the IWF performing the participating role shall follow the actions specified in 3GPP TS 24.379 [81], subclause 6.2.8.1.13, with the IWF acting as the MCPTT client.

* * * Seventh Change * * * *
111.1.4.4
IWF controlling role procedures

When the MCPTT session for private call needs to be released as specified in subclause 106.3.8.2 with the IWF acting as the controlling MCPTT function, the IWF performing the controlling role shall follow the procedures in subclause 106.3.3.1.5. 

* * * Eighth Change * * * *
110.1.1.3.2
Terminating Procedures
In the procedures in this subclause: 
1)
emergency indication in an incoming SIP INVITE request refers to the <emergency-ind> element of the application/vnd.3gpp.mcptt-info+xml MIME body; and

2)
imminent peril indication in an incoming SIP INVITE request refers to the <imminentperil-ind> element of the application/vnd.3gpp.mcptt-info+xml MIME body.
Upon receipt of a "SIP INVITE request for terminating participating MCPTT function", the IWF performing the participating role:

1)
if unable to process the request due to a lack of resources or a risk of congestion exists, may reject the SIP INVITE request with a SIP 500 (Server Internal Error) response. The IWF performing the participating role may include a Retry-After header field to the SIP 500 (Server Internal Error) response as specified in IETF RFC 3261 [24], and shall not continue with the rest of the steps;
2)
shall check the presence of the isfocus media feature tag in the URI of the Contact header field and if it is not present then the IWF performing the participating role shall reject the request with a SIP 403 (Forbidden) response with the warning text set to "104 isfocus not assigned" in a Warning header field as specified in subclause 4.4, and shall not continue with the rest of the steps;

3)
may reject the request with a SIP 480 (Temporarily Unavailable) response with the warning text set to "146 T-PF unable to determine the service settings for the called user" in a Warning header field as specified in 3GPP TS 24.379 [81], subclause 4.4, with the IWF acting as the MCPTT server and shall not continue with the rest of the steps; and
NOTE:
If an <MKFC-GKTPs> element is received, the IWF ignores it.
4)
shall perform the steps in 3GPP TS 24.379 [81], subclause 10.1.2.1.2.
* * * Nineth Change * * * *
110.1.1.4.1.2
INVITE targeted to the non-controlling MCPTT function of an MCPTT group

The IWF performing the controlling role:

1)
shall generate a SIP INVITE request as specified in subclause 106.3.3.1.2;

2)
shall set the Request-URI to the public service identity of the non-controlling MCPTT function serving the group identity of the MCPTT group owned by the partner MCPTT system;

3)
shall set the P-Asserted-Identity to the public service identity of the IWF performing the controlling role;

4)
shall include in the application/vnd.3gpp.mcptt-info+xml MIME body in the outgoing SIP INVITE request:

a)
the <mcptt-request-uri> element set to the group identity of the MCPTT group hosted by the non-controlling MCPTT function in the partner MCPTT system; and

b)
the <mcptt-calling-group-id> element set to the group identity of the group served by the IWF performing the controlling role;

5)
shall include the Recv-Info header field set to g.3gpp.mcptt-floor-request;

6)
void

7)
shall include in the SIP INVITE request an SDP offer; and

Editor's note:
Need to add instructions for how the IWF should create the SDP offer.

8)
shall send the SIP INVITE request towards the partner MCPTT system in accordance with 3GPP TS 24.229 [4].

Upon receiving SIP 403 (Forbidden) response for the SIP INVITE request, if according to local policy and if:

1)
the response contains a Warning header field with the MCPTT warning code "128"; and

2)
the response contains a P-Refused-URI-List header field and an application/resource-lists+xml MIME body as specified in IETF RFC 5318 [36];

NOTE 1:
The application/resource-lists+xml MIME body contains MCPTT IDs identifying MCPTT users in a partner MCPTT system that need to be invited to the prearranged group call in case of group regrouping using interrogating method as specified in 3GPP TS 23.379 [3] subclause 10.6.2.4.2.

then the IWF performing the controlling role:

1)
shall check if the number of members of the MCPTT group exceeds the maximum participants allowed by the IWF performing the controlling role. If exceeded, the IWF performing the controlling role shall invite only enough members from the application/resource-lists+xml MIME body to reach the maximum allowed by the IWF performing the controlling role; and

NOTE 2:
The IWF determines the maximum number of participants allowed in the prearranged group session. It is operator policy that determines which participants in the application/resource-lists+xml MIME body are invited to the group call.

2)
shall invite MCPTT users as specified in this subclause using the list of MCPTT IDs in URI-List.

Upon receiving a SIP 200 (OK) response for the SIP INVITE request the IWF performing the controlling role:

1)
shall interact with the media plane as specified in 3GPP TS 24.380 [5] subclause 6.3;

NOTE 3:
The procedures executed by the IWF performing the controlling role prior to sending a response to the inviting MCPTT client are specified in subclause 110.1.1.4.2.

2)
if at least one of the invited MCPTT clients has subscribed to the conference package, shall subscribe to the conference event package in the non-controlling MCPTT function as specified in subclause 110.1.3.4.3; and
Editor's note:
Add subclause 110.1.3.4.3.
3)
if the 200 (OK) response includes the <floor-state> element set to "floor-taken", shall wait for a SIP INFO request containing a floor request from the non-controlling MCPTT function.

Upon receiving a SIP INFO request containing a floor request where:

1)
the Request-URI contains an MCPTT session ID identifying an ongoing temporary group session; and

2)
the application/vnd.3gpp.mcptt-info+xml MIME body contains the <mcptt-calling-group-id> element with the MCPTT group ID of a MCPTT group invited to the temporary group session;

then the IWF performing the controlling role:

1)
shall send a SIP 200 (OK) response to the SIP INFO request to the non-controlling MCPTT function as specified in 3GPP TS 24.229 [4]; and

2)
shall interact with the media plane as specified in 3GPP TS 24.380 [5] subclause 6.3.

* * * Tenth Change * * * *
110.1.1.5.2.4
Splitting an ongoing prearranged group call

Upon receipt of a SIP BYE request or a final SIP reject response from the controlling MCPTT function, the IWF performing the non-controlling role of a group homed in the IWF:

1)
if keeping the prearranged group call active is according to the release policy in subclause 106.3.8.1, shall request the media plane towards the MCPTT clients to switch to controlling mode as specified in 3GPP TS 24.380 [5] subclause 6.3.5;
NOTE 1:
Resulting media plane processing is completed before the next step is performed.

2)
if a SIP BYE request was received, shall send a SIP 200 (OK) response to the SIP BYE request; and

3)
if keeping the prearranged group call active is according to the release policy in subclause 106.3.8.1 and if the IWF performing the non-controlling role has at least one remaining MCPTT client that has subscribed to the conference package, shall send a NOTIFY request to all MCPTT participants with a subscription to the conference event package as specified in subclause 110.1.3.5.2.
Editor's note:
Add subclause 110.1.3.5.2.
NOTE 2:
The SIP NOTIFY request will indicate to MCPTT clients that all participants, with the exception of the users belonging to the constituent group homed at the IWF hosted by the IWF performing the non-controlling role, have left the prearranged group call.

* * * Eleventh Change * * * *
110.1.1.2.1.1
IWF originating procedures 
This subclause is referred to by other subclauses.

To establish an MCPTT prearranged group session, the IWF performing the participating role shall generate an initial SIP INVITE request by following the UE originating session procedures specified in 3GPP TS 24.229 [4], with the clarifications given below.

The IWF performing the participating role:

1)
if originating an MCPTT emergency group call or originating an MCPTT prearranged group call and the MCPTT emergency state is already set, the IWF performing the participating role shall comply with the procedures in subclause 106.2.8.1.1;
2)
if originating an MCPTT imminent peril group call, the IWF performing the participating role shall comply with the procedures in subclause 106.2.8.1.9;
3)
if originating a broadcast group call, the IWF performing the participating role shall comply with the procedures in subclause 106.2.8.2;
Editor's note:
Add subclause 106.2.8.2.
4)
shall include the g.3gpp.mcptt media feature tag and the g.3gpp.icsi-ref media feature tag with the value of "urn:urn-7:3gpp-service.ims.icsi.mcptt" in the Contact header field of the SIP INVITE request according to IETF RFC 3840 [16];

5)
shall include an Accept-Contact header field containing the g.3gpp.mcptt media feature tag along with the "require" and "explicit" header field parameters according to IETF RFC 3841 [6];
6)
shall include an Accept-Contact header field with the g.3gpp.icsi-ref media feature tag containing the value of "urn:urn-7:3gpp-service.ims.icsi.mcptt" along with the "require" and "explicit" header field parameters according to IETF RFC 3841 [6];
7)
should include the "timer" option tag in the Supported header field;

8)
should include the Session-Expires header field according to IETF RFC 4028 [7]. It is recommended that the "refresher" header field parameter is omitted. If included, the "refresher" header field parameter shall be set to "uac";

9)
if the emergency group state for this group is set to "MEG 2: in-progress" or "MEG 4: confirm-pending", the IWF performing the participating role shall include the Resource-Priority header field and comply with the procedures in subclause 106.2.8.1.2;
10)
if the imminent peril group state for this group is set to "MIG 2: in-progress" or "MIG 4: confirm-pending" shall include the Resource-Priority header field and comply with the procedures in subclause 106.2.8.1.12;
11)
shall contain an application/vnd.3gpp.mcptt-info+xml MIME body with the <mcpttinfo> element containing the <mcptt-Params> element with:

a)
the <session-type> element set to a value of "prearranged";
b)
the <mcptt-request-uri> element set to the group identity;

c)
the <mcptt-client-id> element set to a value determined by the IWF; and
NOTE 1:
How the IWF determines the value of the <mcptt-client-id> element is out of scope of the present document.

d)
if the group identity can be determined to be a TGI and if the IWF performing the participating role can associate the TGI with a MCPTT group ID, the <associated-group-id> element set to the MCPTT group ID;
NOTE 2:
The MCPTT ID will be inserted into the body of the SIP INVITE request by the referring subclause.
NOTE 3:
The text "can associate the TGI with a MCPTT group ID" means that the IWF performing the participating role is able to determine that there is a constituent group of the temporary group that it is a member of.

NOTE 4:
The IWF performing the participating role is informed about temporary groups and regouping of MCPTT groups that the users homed in the IWF are members of as specified in 3GPP TS 24.481 [31].

NOTE 5:
If the TGI has several MCPTT groups as constituent groups, where the user homed in the IWF is a member, the IWF performing the participating role selects one of those MCPTT groups.

12)
shall include an SDP offer according to 3GPP TS 24.229 [4] with the clarifications given in subclause 106.2.1; and
13)
if an implicit floor request is required, shall indicate this as specified in subclause 106.4; and shall skip the rest of the steps.
On receiving a SIP 2xx response to the SIP INVITE request, the IWF performing the participating role:

1)
shall interact with the user plane as specified in 3GPP TS 24.380 [5];

2)
if the MCPTT emergency group call state is set to "MEGC 2: emergency-call-requested" or "MEGC 3: emergency-call-granted" or the MCPTT imminent peril group call state is set to "MIGC 2: imminent-peril-call-requested" or "MIGC 3: imminent-peril-call-granted", the IWF performing the participating role shall perform the actions specified in 3GPP TS 24.379 [81], subclause 6.2.8.1.4, with the IWF acting as the MCPTT client; and 

3)
may subscribe to the conference event package as specified in subclause 110.1.3.1.
On receiving a SIP 4xx response, a SIP 5xx response or a SIP 6xx response to the SIP INVITE request:

1)
if the MCPTT emergency group call state is set to "MEGC 2: emergency-call-requested" or "MEGC 3: emergency-call-granted"; or

2)
if the MCPTT imminent peril group call state is set to "MIGC 2: imminent-peril-call-requested" or "MIGC 3: imminent-peril-call-granted";

the IWF performing the participating role shall perform the actions specified in 3GPP TS 24.379 [81], subclause 6.2.8.1.5, with the IWF acting as the MCPTT client.
On receiving a SIP INFO request where the Request-URI contains an MCPTT session ID identifying an ongoing group session, the IWF performing the participating role shall follow the actions specified in 3GPP TS 24.379 [81], subclause 6.2.8.1.13, with the IWF acting as the MCPTT client.

