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1. Introduction
This contribution proposes the procedure for affiliation at the IWF owning the MCPTT group
2. Reason for Change
For the IWF to manage affiliation of users honed in the IWF, additional procedures are needed in the IWF to interact with MCPTT servers owning the MCPTT group to handle explicit and implicit affiliation to that group.
3. Proposal
It is proposed to agree the following changes to 3GPP TR 24.883


* * * First Change * * * *
[bookmark: _Toc533162998]109.2.2.2.4	Receiving subscription to affiliation status procedure
Upon receiving a SIP SUBSCRIBE request such that:
1)	the Request-URI of the SIP SUBSCRIBE request contains the public service identity identifying the IWF performing the terminating participating role serving the user homed in the IWF;
2)	the SIP SUBSCRIBE request contains an application/vnd.3gpp.mcptt-info+xml MIME body containing the<mcptt-request-uri> element which identifies an MCPTT ID associated with a user homed in the IWF performing the terminating participating role;
3)	the SIP SUBSCRIBE request contains the ICSI value "urn:urn-7:3gpp-service.ims.icsi.mcptt" (coded as specified in 3GPP TS 24.229 [4]), in a P-Asserted-Service header field according to IETF RFC 6050 [9]; and
4)	the Event header field of the SIP SUBSCRIBE request contains the "presence" event type;
the IWF performing the terminating participating role:
1)	if the IWF does not support receiving a SIP SUBSCRIBE request to the affiliation status of a user homed in the IWF, the IWF shall generate and send a SIP 501 (Not Implemented) response to the SIP SUBSCRIBE request according to 3GPP TS 24.229 [4], IETF RFC 6665 [26], and shall skip the remainder of this procedure;
Editor’s Note: TS 24.379 needs to be examined to make sure that the reception of a SIP 501 is properly handled in all cases.
2)	shall identify the served MCPTT ID in the <mcptt-request-uri> element of the application/vnd.3gpp.mcptt-info+xml MIME body of the SIP SUBSCRIBE request;
3)	if the Request-URI of the SIP SUBSCRIBE request contains the public service identity identifying the IWF performing the terminating participating role serving the user homed in the IWF, shall identify the originating MCPTT ID in the <mcptt-calling-user-id> element of the application/vnd.3gpp.mcptt-info+xml MIME body of the SIP SUBSCRIBE request;
4)	if the originating MCPTT ID is not authorized to subscribe to the affiliation status of the user homed in the IWF, shall send a 403 (Forbidden) response and shall not continue with the rest of the steps; and
5)	shall generate a 200 (OK) response to the SIP SUBSCRIBE request according to 3GPP TS 24.229 [4], IETF RFC 6665 [26].
For the duration of the subscription, the IWF performing the terminating participating role shall notify the subscriber about changes of the information of the served MCPTT ID, as described in subclause 109.2.2.2.5.
[bookmark: _Toc533162999]109.2.2.2.5	Sending notification of change of affiliation status procedure
In order to notify the subscriber about changes of the served MCPTT ID, the IWF:
NOTE:	the served MCPTT ID identifies the user homed in the IWF whose affiliation status has been subscribed.
1)	shall consider an MCPTT user information entry such that:
a)	the MCPTT user information entry is in the list of MCPTT user information entries described in subclause 109.2.2.2.2; and
b)	the MCPTT ID of the MCPTT user information entry is equal to the served MCPTT ID;
	as the served MCPTT user information entry;
2)	shall consider the list of the MCPTT client information entries of the served MCPTT user information entry as the served list of the MCPTT client information entries;
3)	shall generate an application/pidf+xml MIME body indicating per-user affiliation information according to 3GPP TS 24.379 subclause 9.3.1 and the served list of the MCPTT client information entries with the following clarifications:
a)	the IWF shall not include information from an MCPTT group information entry with the expiration time already expired;
b)	the IWF shall not include information from an MCPTT group information entry with the affiliation status set to the "deaffiliated" state; and
c)	if the SIP SUBSCRIBE request creating the subscription of this notification contains an application/simple-filter+xml MIME body indicating per-client restrictions of presence event package notification information according to 3GPP TS 24.379 subclause 9.3.2, the IWF shall restrict the application/pidf+xml MIME body according to the application/simple-filter+xml MIME body; and
4)	send a SIP NOTIFY request according to 3GPP TS 24.229 [4], and IETF RFC 6665 [26] for the subscription created in subclause 109.2.2.2.4. In the SIP NOTIFY request, the IWF shall include the generated application/pidf+xml MIME body indicating per-user affiliation information.
[bookmark: _Toc533163000]109.2.2.2.6	Sending affiliation status change towards MCPTT server owning MCPTT group procedure
NOTE 1:	Usage of one SIP PUBLISH request to carry information about change of affiliation state of several  users homed in the same IWF and/or to several MCPTT groups owned by the same MCPTT server is not supported in this version of the specification.
In order:
-	to send an affiliation request of a user homed in the IWF to a handled MCPTT group ID;
-	to send an de-affiliation request of a user homed in the IWF from a handled MCPTT group ID; or
-	to send an affiliation request of a user homed in the IWF to a handled MCPTT group ID due to near expiration of the previously published information;
the IWF shall generate a SIP PUBLISH request according to 3GPP TS 24.229 [4], IETF RFC 3903 [37] and IETF RFC 3856 [51]. In the SIP PUBLISH request, the IWF:
1)	shall set the Request-URI to the public service identity of the controlling MCPTT function associated with the handled MCPTT group ID;
2)	shall include an application/vnd.3gpp.mcptt-info+xml MIME body. In the application/vnd.3gpp.mcptt-info+xml MIME body, the MCPTT server:
a)	shall include the <mcptt-request-uri> element set to the handled MCPTT group ID; and
b)	shall include the <mcptt-calling-user-id> element set to MCPTT ID associated with the user homed in the IWF;
3)	shall include the ICSI value "urn:urn-7:3gpp-service.ims.icsi.mcptt" (coded as specified in 3GPP TS 24.229 [4]), in a P-Asserted-Service header field according to IETF RFC 6050 [9];
4)	if sending an affiliation request, shall set the Expires header field according to IETF RFC 3903 [37], to 4294967295;
NOTE 2:4294967295, which is equal to 232-1, is the highest value defined for Expires header field in IETF RFC 3261 [24].
5)	if sending an de-affiliation request, shall set the Expires header field according to IETF RFC 3903 [37], to zero;
6)	shall include an P-Asserted-Identity header field set to the public service identity of the IWF according to 3GPP TS 24.229 [4];
7)	shall set the current p-id to a globally unique value;
8)	shall consider an MCPTT user information entry such that:
a)	the MCPTT user information entry is in the list of MCPTT user information entries described in subclause 109.2.2.2.2; and
b)	the MCPTT ID of the MCPTT user information entry is equal to the MCPTT ID associated with the user homed in the IWF;
	as the served MCPTT user information entry;
9)	for each MCPTT group information entry such that:
a)	the MCPTT group information entry has the "affiliating" affiliation status, the MCPTT group ID set to the handled MCPTT group ID, the expiration time has not expired yet and the affiliating p-id is not set;
b)	the MCPTT group information entry is in the list of the MCPTT group information entries of an MCPTT client information entry; and
c)	the MCPTT client information entry is in the list of the MCPTT client information entries of the served MCPTT user information entry;
	shall set the affiliating p-id of the MCPTT group information entry to the current p-id; and
10)	shall include an application/pidf+xml MIME body indicating per-group affiliation information for a user homed in the IWF constructed according to 3GPP TS 24.379 subclause 9.3.1.2. The IWF shall indicate all MCPTT client IDs associated with the user homed in the IWF, such that:
a)	the affiliation status is set to "affiliating" or "affiliated", and the expiration time has not expired yet in an MCPTT group information entry with the MCPTT group ID set to the handled MCPTT group;
b)	the MCPTT group information entry is in the list of the MCPTT group information entries of an MCPTT client information entry;
c)	the MCPTT client information entry has the MCPTT client ID set to the served MCPTT client ID; and
d)	the MCPTT client information entry is in the list of the MCPTT client information entries of the served MCPTT user information entry.
	The IWF shall set the <p-id> child element of the <presence> root element to the current p-id. 
	The IWF shall not include the "expires" attribute in the <affiliation> element.
The IWF shall send the SIP PUBLISH request according to 3GPP TS 24.229 [4].
If timer F expires for the SIP PUBLISH request sent for a (de)affiliation request of the user homed in the IWF to the MCPTT group ID or upon receiving a SIP 3xx, 4xx, 5xx or 6xx response to the SIP PUBLISH request, the IWF:
1)	shall remove each MCPTT group ID entry such that:
a)	the MCPTT group information entry has the MCPTT group ID set to the handled MCPTT group ID;
b)	the MCPTT group information entry is in the list of the MCPTT group information entries of an MCPTT client information entry; and
c)	the MCPTT client information entry is in the list of the MCPTT client information entries of the served MCPTT user information entry.
109.2.2.2.7	Affiliation status determination from MCPTT server owning MCPTT group procedure.
NOTE 1:	Usage of one SIP SUBSCRIBE request to subscribe for notification about change of affiliation state of several users homed in the same IWF is not supported in this version of the specification.
In order to discover whether a user homed in the IWF was successfully affiliated to a handled MCPTT group in the MCPTT server owning the handled MCPTT group, the IWF shall generate an initial SIP SUBSCRIBE request according to 3GPP TS 24.229 [4], IETF RFC 3856 [51], and IETF RFC 6665 [26].
In the SIP SUBSCRIBE request, the IWF:
1)	shall set the Request-URI to the public service identity of the controlling MCPTT function associated with the handled MCPTT group ID;
2)	shall include an application/vnd.3gpp.mcptt-info+xml MIME body. In the application/vnd.3gpp.mcptt-info+xml MIME body, the IWF:
a)	shall include the <mcptt-request-uri> element set to the handled MCPTT group ID; and
b)	shall include the <mcptt-calling-user-id> element set to the MCPTT ID associated with the user homed in the IWF;
3)	shall include the ICSI value "urn:urn-7:3gpp-service.ims.icsi.mcptt" (coded as specified in 3GPP TS 24.229 [4]), in a P-Asserted-Service header field according to IETF RFC 6050 [9];
4)	if the IWF wants to receive the current status and later notification, shall set the Expires header field according to IETF RFC 6665 [26], to 4294967295;
NOTE 2:	4294967295, which is equal to 232-1, is the highest value defined for Expires header field in IETF RFC 3261 [24].
5)	if the IWF wants to fetch the current state only, shall set the Expires header field according to IETF RFC 6665 [26], to zero;
6)	shall include an Accept header field containing the application/pidf+xml MIME type; and
7)	shall include an application/simple-filter+xml MIME body indicating per-user restrictions of presence event package notification information according to 3GPP TS 24.379 subclause 9.3.2, indicating the MCPTT ID associated with the user homed in the IWF.
The IWF shall send the SIP SUBSCRIBE request according to 3GPP TS 24.229 [4].
In order to re-subscribe or de-subscribe, the IWF shall generate an in-dialog SIP SUBSCRIBE request according to 3GPP TS 24.229 [4], IETF RFC 3856 [51], and IETF RFC 6665 [26]. In the SIP SUBSCRIBE request, the IWF:
1)	if the IWF wants to receive the current status and later notification, shall set the Expires header field according to IETF RFC 6665 [26], to 4294967295;
NOTE 3:	4294967295, which is equal to 232-1, is the highest value defined for Expires header field in IETF RFC 3261 [24].
2)	if the MCPTT server wants to de-subscribe, shall set the Expires header field according to IETF RFC 6665 [26], to zero; and
3)	shall include an Accept header field containing the application/pidf+xml MIME type.
Upon receiving a SIP NOTIFY request according to 3GPP TS 24.229 [4], IETF RFC 3856 [51], and IETF RFC 6665 [26], if the SIP NOTIFY request contains an application/pidf+xml MIME body indicating per-group affiliation information constructed according to 3GPP TS 24.379 subclause 9.3.1, then the IWF:
1)	for each served MCPTT ID and served MCPTT client ID such that the application/pidf+xml MIME body of SIP NOTIFY request contains:
a)	a <tuple> element of the root <presence> element;
b)	the "id" attribute of the <tuple> element indicating the MCPTT ID associated with the user homed in the IWF;
c)	an <affiliation> child element of the <status> element of the <tuple> element;
d)	the "client" attribute of the <affiliation> element indicating the MCPTT client ID associated with the user homed in the IWF; and
e)	the "expires" attribute of the <affiliation> element indicating expiration of affiliation;
	perform the following:
a)	if an MCPTT group information entry exists such that:
i)	the MCPTT group information entry has the "affiliating" affiliation status, the MCPTT group ID set to the handled MCPTT group ID, and the expiration time has not expired yet;
ii)	the MCPTT group information entry is in the list of the MCPTT group information entries of an MCPTT client information entry with the MCPTT client ID set to the MCPTT client ID associated with the user homed in the IWF;
iii)	the MCPTT client information entry is in the list of the MCPTT client information entries of a served MCPTT user information entry with the MCPTT ID set to the MCPTT ID associated with the user homed in the IWF; and
iv)	the MCPTT user information entry is in the list of MCPTT user information entries described in subclause 109.2.2.2.2; and
	shall set the affiliation status of the MCPTT group information entry to "affiliated"; and
	shall set the next publishing time of the MCPTT group information entry to the current time and half of the time between the current time and the expiration of affiliation; and
2)	for each MCPTT group information entry such that:
a)	the MCPTT group information entry has the "affiliated" affiliation status or the "deaffiliating" affiliation status, the MCPTT group ID set to the handled MCPTT group ID, and the expiration time has not expired yet;
b)	the MCPTT group information entry is in the list of the MCPTT group information entries of an MCPTT client information entry with the MCPTT client ID set to the MCPTT client ID associated with the user homed in the IWF;
c)	the MCPTT client information entry is in the list of the MCPTT client information entries of the served MCPTT user information entry with the MCPTT ID set to the MCPTT ID associated with the user homed in IWF; and
d)	the MCPTT user information entry is in the list of MCPTT user information entries described in subclause 109.2.2.2.2; and
	for which the application/pidf+xml MIME body of SIP NOTIFY request does not contain
a)	a <tuple> element of the root <presence> element;
b)	the "id" attribute of the <tuple> element indicating the MCPTT ID associated with the user homed in the IWF;
c)	an <affiliation> child element of the <status> child element of the <tuple> element; and
d)	the "client" attribute of the <affiliation> element indicating the MCPTT client ID associated with the user homed in the IWF\;
	perform the following:
a)	shall set the affiliation status of the MCPTT group information entry to "deaffiliated"; and
b)	shall set the expiration time of the MCPTT group information entry to the current time; and
3)	if a <p-id> element is included in the <presence> root element of the application/pidf+xml MIME body of the SIP NOTIFY request, then for each MCPTT group information entry such that:
a)	the MCPTT group information entry has the "affiliating" affiliation status, the MCPTT group ID set to the handled MCPTT group ID, the expiration time has not expired yet and with the affiliating p-id set to the value of the <p-id> element;
b)	the MCPTT group information entry is in the list of the MCPTT group information entries of an MCPTT client information entry with the MCPTT client ID set to the MCPTT client ID associated with the user homed in the IWF;
c)	the MCPTT client information entry is in the list of the MCPTT client information entries of the served MCPTT user information entry with the MCPTT ID set to the MCPTT ID associated with the user homed in the IWF; and
d)	the MCPTT user information entry is in the list of MCPTT user information entries described in subclause 9.2.2.2.2; and
	for which the application/pidf+xml MIME body of SIP NOTIFY request does not contain:
a)	a <tuple> element of the root <presence> element;
b)	the "id" attribute of the <tuple> element indicating the MCPTT ID associated with the user homed in the IWF;
c)	an <affiliation> child element of the <status> child element of the <tuple> element; and
d)	the "client" attribute of the <affiliation> element indicating the MCPTT client ID associated with the user homed in the IWF;
	perform the following:
a)	shall set the affiliation status of the MCPTT group information entry to "deaffiliated"; and
b)	shall set the expiration time of the MCPTT group information entry to the current time.

[bookmark: _Toc533163006][bookmark: _Toc533163005]109.2.2.2.11	Affiliation status determination
This subclause is referenced from other procedures.
If the IWF performing the participating role needs to determine the affiliation status of a user homed in the IWF to an MCPTT group, the IWF performing the participating role:
1)	shall determine the client and MCPTT client ID associated with the user homed in the IWF;
2)	shall find the user information entry in the list of MCPTT user information entries described in subclause 109.2.2.2.2 such that the MCPTT ID of the MCPTT user information entry is equal to the MCPTT ID associated with the user homed in the IWF;
a)	if the applicable MCPTT group information entry cannot be found, then the IWF performing the participating role shall determine that the user homed in the IWF is not affiliated to the MCPTT group at the determined client and the skip the rest of the steps;
3)	shall find the MCPTT client information entry in the list of MCPTT client information entries of MCPTT user information entry found in step 1) in which the MCPTT client id matches the value of the determined MCPTT client ID;
a)	if the applicable MCPTT client information entry cannot be found, then the IWF performing the participating role shall determine that the user homed in the IWF is not affiliated to the MCPTT group at the determined client and the skip the rest of the steps;
4)	shall find the MCPTT group information entry in the list of MCPTT group information entries of MCPTT client information entry found in step 2 such that the MCPTT group identity matches the value of the identity of the targeted MCPTT group;
a)	if the applicable MCPTT group information entry was found in step 3) and the affiliation status of the MCPTT group information entry is "affiliating" or "affiliated", shall determine that the user homed in the IWF at the determined client is affiliated to the targeted MCPTT group and skip the rest of the steps;
b)	if the applicable MCPTT group information entry was found in step 3) and the affiliation status of the MCPTT group information entry is "deaffiliating" or "deaffiliated", shall determine that the user homed in the IWF at the determined client to is not affiliated to the targeted MCPTT group and skip the rest of the steps; or
c)	if the applicable MCPTT group information entry was not found in step 3), shall determine that the user homed in the IWF at the determined client is not affiliated to the targeted MCPTT group.

109.2.2.2.12	Affiliation status change by implicit affiliation
This subclause is referenced from other procedures.
Upon determining that a user homed in the IWF is to be implicitly affiliated to an MCPTT group as per the triggers defined in subclause 109.1, the IWF performing the participating role:
1)	shall determine the served MCPTT client ID as being the MCPTT ID associated with the user homed in the IWF;
2)	shall determine the MCPTT group ID to which the user homed in the IWF is to be implicitly affiliated;
3)	shall determine the served MCPTT ID as being the MCPTT ID associated with the user homed in the IWF;
4)	shall consider an MCPTT user information entry such that:
a)	the MCPTT user information entry is in the list of MCPTT user information entries described in subclause 109.2.2.2.2; and
b)	the MCPTT ID of the MCPTT user information entry is equal to the served MCPTT ID;
	as the served MCPTT user information entry;
5)	shall consider an MCPTT client information entry such that:
a)	the MCPTT client information entry is in the list of MCPTT client information entries of the served MCPTT user information entry; and
b)	the MCPTT client ID of the MCPTT client information entry is equal to the served MCPTT client ID;
	as the served MCPTT client information entry;
6)	shall consider a copy of the list of the MCPTT group information entries of the served MCPTT client information entry as the served list of the MCPTT group information entries;
7)	shall construct the candidate list of the MCPTT group information entries as follows:
a)	for each MCPTT group ID which has an MCPTT group information entry in the served list of the MCPTT group information entries shall copy the MCPTT group information entry into a new MCPTT group information entry of the candidate list of the MCPTT group information entries; and
b)	if the determined MCPTT group ID does not have an MCPTT group information entry in the served list of the MCPTT group information entries or has an MCPTT group information entry in the served list of the MCPTT group information entries, such that the expiration time of the MCPTT group information entry has already expired:
i)	shall add a new MCPTT group information entry in the candidate list of the MCPTT group information list for the determined MCPTT group ID;
ii)	shall set the affiliation status of the new MCPTT group information entry to the "affiliating" state; and
iii)	shall set the expiration time of the new MCPTT group information entry to the current time increased with the candidate expiration interval;
8)	determine the candidate number of MCPTT group IDs as the number of different MCPTT group IDs which have an MCPTT group information entry:
a)	in the candidate list of the MCPTT group information entries; or
b)	in the list of the MCPTT group information entries of an MCPTT client information entry such that:
i)	the MCPTT client information entry is in the list of the MCPTT client information entries of the served MCPTT user information entry; and
ii)	the MCPTT client ID of the MCPTT client information entry is not equal to the served MCPTT client ID;
	with the affiliation status set to the "affiliating" state or the "affiliated" state and with the expiration time which has not expired yet; and
9)	if the candidate number of MCPTT group IDs is bigger than the N2 value of the served MCPTT ID, shall based on MCPTT service provider policy reduce the candidate MCPTT group IDs to that equal to N2;
NOTE:	The MCPTT service provider policy can determine to remove an MCPTT group ID based on the importance or priority of other MCPTT groups, received SIP requests containing an authorised request for originating a priority call as determined by subclause 106.3.2.1.8.1 or other policy to determine which MCPTT groups are preferred.
10)	if the determined MCPTT group ID cannot be added to the candidate list of the MCPTT group information entries due to exceeding the N2 limit for the user homed in the IWF, shall discard the candidate list of the MCPTT group information entries and skip the remaining steps of the current procedure; and
11)	shall replace the list of the MCPTT group information entries stored in the served MCPTT client information entry with the candidate list of the MCPTT group information entries.
[bookmark: _Toc533163007]109.2.2.2.13	Implicit affiliation status change completion
This subclause is referenced from other procedures.
If the IWF performing the participating role has received a SIP 2xx response from the controlling MCPTT function to a SIP request that had triggered an affiliation status change by implicit affiliation as per subclause 109.2.2.2.12, the IWF performing the participating role:
1)	shall set the affiliation status of the MCPTT group information entry added to the candidate list of the MCPTT group information entries by the procedures of subclause 9.2.2.2.12 to "affiliated"; and
2)	shall perform the procedures specified in subclause 109.2.2.2.5 for the MCPTT ID associated with the user homed in the IWF.

[bookmark: _Toc533163008]109.2.2.2.14	Implicit affiliation status change cancellation
This subclause is referenced from other procedures.
If the IWF performing the participating role for a user homed in the IWF receives a SIP 4xx, 5xx or 6xx response from the controlling MCPTT function to a SIP request that had triggered an affiliation status change by implicit affiliation as per subclause 10.9.2.2.2.12, the IWF performing the participating role:
1)	shall remove the MCPTT group ID entry added by the procedures of subclause 109.2.2.2.12 such that:
a)	the MCPTT group information entry has the MCPTT group ID set to the MCPTT group ID of the MCPTT group targeted by the received SIP request;
b)	the MCPTT group information entry is in the list of the MCPTT group information entries of an MCPTT client information entry containing the MCPTT client ID associated with the user homed in the IWF; and
c)	the MCPTT client information entry is in the list of the MCPTT client information entries of the MCPTT user information entry containing the MCPTT ID associated with the user homed in the IWF.
[bookmark: _Toc533163009]109.2.2.2.15	Automatic affiliation to configured groups procedure
This subclause is referenced from other procedures.
When the IWF determines that automatic affiliation of a user homed in the IWF to configured groups is needed, the IWF shall perform procedures 109.2.2.2.6 and 109.2.2.2.7 for the user homed in the IWF and the targeted groups.
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