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*** First change ***
[bookmark: _Toc533172340]8.3.4.1	Message definition
The PDU SESSION AUTHENTICATION COMMAND message is sent by the SMF to the UE for authentication of the UE establishing the PDU session or of the UE participating in the PDU session. See table 8.3.4.1.1.
Message type:	PDU SESSION AUTHENTICATION COMMAND
Significance:	dual
Direction:		network to UE
Table 8.3.4.1.1: PDU SESSION AUTHENTICATION COMMAND message content
	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	Extended protocol discriminator
	Extended protocol discriminator
9.2
	M
	V
	1

	
	PDU session ID
	PDU session identity
9.4
	M
	V
	1

	
	PTI
	Procedure transaction identity
9.6
	M
	V
	1

	
	PDU SESSION AUTHENTICATION COMMAND message identity
	Message type
9.7
	M
	V
	1

	
	EAP message
	EAP message
9.11.2.2
	M
	LV-E
	6-1502

	7B
	Extended protocol configuration options
	Extended protocol configuration options
9.11.4.6
	O
	TLV-E
	4-65538



[bookmark: _Toc533172341]8.3.4.2	VoidExtended protocol configuration options
This IE is included in the message when the network wants to transmit (protocol) data (e.g. configuration parameters, error codes or messages/events) to the UE.
[bookmark: _Toc533172343]
*** Next change ***
8.3.5.1	Message definition
The PDU SESSION AUTHENTICATION COMPLETE message is sent by the UE to the SMF in response to the PDU SESSION AUTHENTICATION COMMAND message and indicates acceptance of the PDU SESSION AUTHENTICATION COMMAND message. See table 8.3.5.1.1.
Message type:	PDU SESSION AUTHENTICATION COMPLETE
Significance:	dual
Direction:		UE to network
Table 8.3.5.1.1: PDU SESSION AUTHENTICATION COMPLETE message content
	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	Extended protocol discriminator
	Extended protocol discriminator
9.2
	M
	V
	1

	
	PDU session ID
	PDU session identity
9.4
	M
	V
	1

	
	PTI
	Procedure transaction identity
9.6
	M
	V
	1

	
	PDU SESSION AUTHENTICATION COMPLETE message identity
	Message type
9.7
	M
	V
	1

	
	EAP message
	EAP message
9.11.2.2
	M
	LV-E
	6-1502

	7B
	Extended protocol configuration options
	Extended protocol configuration options
9.11.4.6
	O
	TLV-E
	4-65538



[bookmark: _Toc533172344]8.3.5.2	VoidExtended protocol configuration options
This IE is included in the message when the UE wants to transmit (protocol) data (e.g. configuration parameters, error codes or messages/events) to the network.

*** Next change ***
[bookmark: _Toc533172346]8.3.6.1	Message definition
The PDU SESSION AUTHENTICATION RESULT message is sent by the SMF to the UE for indication of successful result of authentication of the UE participating in the PDU session. See table 8.3.6.1.1.
Message type:	PDU SESSION AUTHENTICATION RESULT
Significance:	dual
Direction:		network to UE
Table 8.3.6.1.1: PDU SESSION AUTHENTICATION RESULT message content
	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	Extended protocol discriminator
	Extended protocol discriminator
9.2
	M
	V
	1

	
	PDU session ID
	PDU session identity
9.4
	M
	V
	1

	
	PTI
	Procedure transaction identity
9.6
	M
	V
	1

	
	PDU SESSION AUTHENTICATION RESULT message identity
	Message type
9.7
	M
	V
	1

	78
	EAP message
	EAP message
9.11.2.2
	O
	TLV-E
	7-1503

	7B
	Extended protocol configuration options
	Extended protocol configuration options
9.11.4.6
	O
	TLV-E
	4-65538



[bookmark: _Toc533172347]8.3.6.2	EAP message
This IE shall beis included when the external DN performs authentication and authorization of the UE using EAP and it completes successfully.
[bookmark: _Toc533172348]8.3.6.3	VoidExtended protocol configuration options
This IE is included in the message when the network wants to transmit (protocol) data (e.g. configuration parameters, error codes or messages/events) to the UE.

*** End of changes ***

