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1. Introduction
2. Reason for Change
Changes:
-
First 3 changes: remove step to send the re-INVITE, the calling subclause (110.1.1.3.1.3) does it.

-
Fourth change: fix references to wrong subclauses
-
Fifth change: remove step to send the re-INVITE, the calling subclause (110.1.2.3.1.2) does it.
3. Conclusions

4. Proposal

It is proposed to agree the following changes to 3GPP 3GPP TR 24.883-060.
* * * First Change * * * *
110.1.1.2.1.3
MCPTT upgrade to in-progress emergency or imminent peril

This subclause is referenced from other procedures.
This subclause covers on-demand sessions.
To upgrade the MCPTT group session to an emergency condition or an imminent peril condition on an MCPTT prearranged group, the IWF performing the participating role shall perform the steps below.
1)
if the request is to upgrade the MCPTT group session to an MCPTT emergency call, the IWF performing the participating role:

a)
shall include an application/vnd.3gpp.mcptt-info+xml MIME body populated as specified in subclause 106.2.8.1.1; and 
b)
shall include a Resource-Priority header field and comply with the procedures in subclause 106.2.8.1.2.
2)
if the MCPTT user has requested to upgrade the MCPTT group session to an MCPTT imminent peril call, the IWF performing the participating role:
a)
shall include an application/vnd.3gpp.mcptt-info+xml MIME body populated as specified in subclause 106.2.8.1.9; and

b)
shall include a Resource-Priority header field and comply with the procedures in subclause 106.2.8.1.12;
3)
if the SIP re-INVITE request is to be sent within an on-demand session, shall include in the SIP re-INVITE request an SDP offer according to 3GPP TS 24.229 [4] with the clarifications specified in subclause 106.2.1;
NOTE:
The SIP re-INVITE request can be sent within an on-demand session. 
4)
if an implicit floor request is required, shall indicate this as specified in subclause 106.4; and
5)
shall exit the procedure in the present subclause.

On receiving a SIP 2xx response to the SIP re-INVITE request the IWF performing the participating role:

1)
shall perform the actions specified in subclause 106.2.8.1.4.
On receiving a SIP INFO request where the Request-URI contains an MCPTT session ID identifying an ongoing group session, the IWF performing the participating role shall follow the actions specified in subclause 106.2.8.1.13.
On receiving a SIP 4xx response, SIP 5xx response or a SIP 6xx response to the SIP re-INVITE request the IWF performing the participating role shall perform the actions specified in subclause 106.2.8.1.5.
* * * Second Change * * * *
110.1.1.2.1.4
MCPTT in-progress emergency cancel
This subclause is referenced from other procedures.

This subclause covers on-demand sessions.
To cancel the in-progress emergency condition on a prearranged MCPTT group, the IWF performing the participating role shall generate a SIP re-INVITE request by following the UE originating session procedures specified in 3GPP TS 24.229 [4], with the clarifications given below.

The IWF performing the participating role:

1)
shall, if cancelling an in-progress emergency condition and optionally an MCPTT emergency alert originated by the user homed in the IWF, include an application/vnd.3gpp.mcptt-info+xml MIME body populated as specified in subclause 106.2.8.1.3;
2)
shall include in the application/vnd.3gpp.mcptt-info+xml MIME body with the <mcpttinfo> element containing the <mcptt-Params> element with:

a)
the <session-type> element set to a value of "prearranged"; and

b)
the <mcptt-request-uri> element set to the group identity;
3)
shall set the <mcptt-calling-user-id> element of the application/vnd.3gpp.mcptt-info+xml MIME body of the SIP re-INVITE request to the MCPTT ID of the calling user;

4)
shall include the g.3gpp.mcptt media feature tag in the Contact header field of the SIP re-INVITE request according to IETF RFC 3840 [16];

5)
shall include in the SIP re-INVITE request an SDP offer according to 3GPP TS 24.229 [4] with the clarifications specified in subclause 106.2.1;
6)
shall include a Resource-Priority header field and comply with the procedures in subclause 106.2.8.1.2; and

7)
shall exit the procedure in the present subclause.

On receiving a SIP 2xx response to the SIP re-INVITE request, the IWF performing the participating role:

1)
shall interact with the user plane as specified in 3GPP TS 24.380 [5];

2)
shall set the MCPTT emergency group state of the group to "MEG 1: no-emergency";

3)
shall set the MCPTT emergency group call state of the group to "MEGC 1: emergency-gc-capable"; and

4)
if the MCPTT emergency alert state is set to "MEA 4: Emergency-alert-cancel-pending", the sent SIP re-INVITE request did not contain an <originated-by> element in the application/vnd.3gpp.mcptt-info+xml MIME body and the SIP 2xx response to the SIP request for a priority group call does not contain a Warning header field as specified in subclause 4.4 with the warning text containing the mcptt-warn-code set to "149", shall set the MCPTT emergency alert state to "MEA 1: no-alert".
On receiving a SIP INFO request where the Request-URI contains an MCPTT session ID identifying an ongoing group session, the IWF performing the participating role shall follow the actions specified in 3GPP TS 24.379 [81], subclause 6.2.8.1.13 with the IWF acting as the MCPTT client.
On receiving a SIP 4xx response, SIP 5xx response or SIP 6xx response to the SIP re-INVITE request:

1)
shall set the MCPTT emergency group state as "MEG 2: in-progress";

2)
if the SIP 4xx response, SIP 5xx response or SIP 6xx response contains an application/vnd.3gpp.mcptt-info+xml MIME body with an <alert-ind> element set to a value of "true" and the sent SIP re-INVITE request did not contain an <originated-by> element in the application/vnd.3gpp.mcptt-info+xml MIME body, the IWF performing the participating role shall set the MCPTT emergency alert state to "MEA 3: emergency-alert-initiated"; and

3)
if the SIP 4xx response, SIP 5xx response or SIP 6xx response did not contain an application/vnd.3gpp.mcptt-info+xml MIME body with an <alert-ind> element and did not contain an <originated-by> element, the MCPTT emergency alert (MEA) state shall revert to its value prior to entering the current procedure.
NOTE:
If the in-progress emergency group state cancel request is rejected, the state of the session does not change, i.e. continues with MCPTT emergency group call level priority.
* * * Third Change * * * *
110.1.1.2.1.5
MCPTT in-progress imminent peril cancel
This subclause is referenced from other procedures.

This subclause covers on-demand sessions.
To cancel the in-progress imminent peril condition on a prearranged MCPTT group, the IWF performing the participating role shall generate a SIP re-INVITE request by following the procedures specified in 3GPP TS 24.229 [4], with the clarifications given below.

The IWF performing the participating role:

1)
shall include an application/vnd.3gpp.mcptt-info+xml MIME body populated as specified in 3GPP TS 24.379 [81], subclause 6.2.8.1.11, with the IWF acting as the MCPTT client;
2)
shall include a Resource-Priority header field and comply with the procedures in subclause 106.2.8.1.12;
3)
shall include in the application/vnd.3gpp.mcptt-info+xml MIME body with the <mcpttinfo> element containing the <mcptt-Params> element with:

a)
the <session-type> element set to a value of "prearranged"; and

b)
the <mcptt-request-uri> element set to the group identity;
4)
shall set the <mcptt-calling-user-id> element of the application/vnd.3gpp.mcptt-info+xml MIME body of the SIP re-INVITE request to the MCPTT ID of the calling user;

5)
shall include the g.3gpp.mcptt media feature tag in the Contact header field of the SIP re-INVITE request according to IETF RFC 3840 [16];

6)
shall include in the SIP re-INVITE request an SDP offer according to 3GPP TS 24.229 [4] with the clarifications specified in subclause 106.2.1; and
7)
shall exit the procedure in the present subclause.

On receiving a SIP 2xx response to the SIP re-INVITE request, the IWF performing the participating role:

1)
shall interact with the user plane as specified in 3GPP TS 24.380 [5];

2)
shall set the MCPTT imminent peril group state of the group to "MIG 1: no-imminent-peril"; and
3)
shall set the MCPTT imminent peril group call state of the group to "MIGC 1: imminent-peril-gc-capable".
On receiving a SIP 4xx, SIP 5xx response or SIP 6xx response to the SIP re-INVITE request:

1)
if the SIP 4xx response, SIP 5xx response or SIP 6xx response:
a)
contains an application/vnd.3gpp.mcptt-info+xml MIME body with an <imminentperil-ind> element set to a value of "true"; or 
b)
does not contain an application/vnd.3gpp.mcptt-info+xml MIME body with an <imminentperil-ind> element;

then the IWF performing the participating role shall set the MCPTT imminent peril group state as "MIG 2: in-progress".
NOTE:
This is the case where the IWF performing the participating role requested the cancellation of the MCPTT imminent peril in-progress state and was rejected.
* * * Fourth Change * * * *
110.1.2.3.1.2
Sending of a SIP re-INVITE request towards the MCPTT controlling function
Upon a need to send a SIP re-INVITE request for an MCPTT session identifying an on-demand MCPTT chat group session, the IWF performing the participating role:
1)
if the request is for an upgrade to an in-progress emergency group state or an imminent peril group state, the IWF performing the participating role shall perform the steps in subclause 110.1.2.2.1.4;

2)
if the request is for a cancellation of an in-progress emergency group state, the IWF performing the participating role shall perform the steps in subclause 110.1.2.2.1.3;

3)
if the request is for a cancellation of an in-progress imminent peril group state, the IWF performing the participating role shall perform the steps in subclause 110.1.2.2.1.5;

4)
shall include the MCPTT ID of the originating user in the <mcptt-calling-user-id> element of the application/vnd.3gpp.mcptt-info+xml MIME body of the SIP re-INVITE request;

NOTE:
How the IWF determines the MCPTT ID of a user homed in the IWF is out of scope of the present document.
5)
shall include in the SIP re-INVITE request an SDP offer as specified in subclause 106.3.2.1.1.1; and

6)
shall send the SIP re-INVITE request according to 3GPP TS 24.229 [4].

Upon receipt of a SIP 2xx response to the above SIP re-INVITE request, the participating MCPTT function: 
1)
if the SIP re-INVITE request above is for an upgrade for emergency or imminent peril, follow the procedures for SIP 2xx response as specified in subclause 110.1.2.2.1.4;

2)
if the SIP re-INVITE request above is for an in-progress emergency cancel, follow the procedures for SIP 2xx response as specified in subclause 110.1.2.2.1.3; or

3)
if the SIP re-INVITE request above is for an in-progress imminent peril cancel, follow the procedures for SIP 2xx response as specified in subclause 110.1.2.2.1.5.
Upon receipt of a SIP 403 (Forbidden) response to the sent SIP re-INVITE request the participating MCPTT function, the IWF action is out of scope of the present document.
On receiving a SIP 4xx response, SIP 5xx response or SIP 6xx response to the SIP re-INVITE request the IWF:
1)
if the SIP re-INVITE request above is for an upgrade for emergency or imminent peril, follow the procedures for SIP 4xx, 5xx or 6xx response as specified in subclause 110.1.2.2.1.4;

2)
if the SIP re-INVITE request above is for an in-progress emergency cancel, follow the procedures for SIP 4xx, 5xx or 6xx response as specified in subclause 110.1.2.2.1.3; or

3)
if the SIP re-INVITE request above is for an in-progress imminent peril cancel, follow the procedures for SIP 4xx, 5xx or 6xx response as specified in subclause 110.1.2.2.1.5.

Upon receiving a SIP INFO request where the Request-URI contains an MCPTT session ID identifying an ongoing session, the IWF performing the participating role shall: 

1)
if the SIP re-INVITE request above is for an upgrade for emergency or imminent peril, follow the procedures for SIP INFO as specified in subclause 110.1.2.2.1.4; or
2)
if the SIP re-INVITE request above is for an in-progress emergency cancel, follow the procedures for SIP INFO as specified in subclause 110.1.2.2.1.3.
* * * Fifth Change * * * *
110.1.2.2.1.4
MCPTT upgrade to in-progress emergency or imminent peril
This subclause is referenced from other procedures.
To upgrade the MCPTT group session to an emergency condition or an imminent peril condition on a MCPTT chat group, the IWF performing the participating role shall generate a SIP re-INVITE request as specified in 3GPP TS 24.229 [4], with the clarifications given below.
1)
if upgrading the MCPTT group session to an MCPTT emergency call, the IWF performing the participating role:

a)
shall include an application/vnd.3gpp.mcptt-info+xml MIME body populated as specified in subclause 106.2.8.1.1; and

b)
shall include a Resource-Priority header field and comply with the procedures in subclause 106.2.8.1.2
2)
if upgrading the MCPTT group session to an MCPTT imminent peril call, the IWF performing the participating role:
a)
shall include an application/vnd.3gpp.mcptt-info+xml MIME body populated as specified in subclause 106.2.8.1.9; and
b)
shall include a Resource-Priority header field and comply with the procedures in subclause 106.2.8.1.12;
3)
if the SIP re-INVITE request is to be sent within an on-demand session, the IWF performing the participating role shall include in the SIP re-INVITE request an SDP offer according to 3GPP TS 24.229 [4] with the clarifications specified in subclause 106.2.1;
4)
if an implicit floor request is required, shall indicate this as specified in subclause 106.4; and
5)
shall  skip the rest of the steps.

On receiving a SIP 2xx response to the SIP re-INVITE request the the IWF performing the participating role:

1)
shall interact with the user plane as specified in 3GPP TS 24.380 [5]; and

2)
shall perform the actions specified in 3GPP TS 24.379 [81], subclause 6.2.8.1.4, with the IWF acting as the MCPTT client. 
On receiving a SIP 4xx response, SIP 5xx response or SIP 6xx response to the SIP re-INVITE request the IWF performing the participating role shall perform the actions specified in 3GPP TS 24.379 [81], subclause 6.2.8.1.5, with the IWF acting as the MCPTT client.
On receiving a SIP INFO request where the Request-URI contains an MCPTT session ID identifying an ongoing group session, the IWF performing the participating role shall follow the actions specified in 3GPP TS 24.379 [81], subclause 6.2.8.1.13, with the IWF acting as the MCPTT client.

