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1. Introduction
2. Reason for Change
Changes:
-
First change: 
>
remove EN: "What information the IWF may need to make such a local determination and how to obtain the keys necessary to integrity protect content sent between itself and an MCPTT server is FFS."

>
Added note: How the IWF determines whether to integrity protect is out of scope.

>
The MCPTT server uses a parameter in service configuration to determine whether to integrity protect content. The IWF could do something similar. 
-
Second change: remove subclause 109.2.1.5 and its EN: " This procedure is FFS, as no stage 2 requirements or procedures exist for this operation."

>
There's no requirement for negotiated mode for interconnect or interworking

-
Third change: remove EN: "Need to add instructions for how the IWF should create the SDP offer."

>
The TR has clause 106 subclauses for SDP offer generation: 106.2.1, 106.3.2.1.1.1 and 106.3.4.1.1
-
Fourth change: remove EN: " Editor’s Note: the start of SIP session timer is not included in the original subclause (TS24379, 10.1.2.3.1.1). Step 3 needs to be checked after a CR to TS 24.379 has been agreed/rejected."
>
The CR to add the session timer to the TS was agreed, the EN can be removed.
3. Conclusions

4. Proposal

It is proposed to agree the following changes to 3GPP 3GPP TR 24.883-060.
* * * First Change * * * *
106.6.3.3.2
Integrity protection at the IWF
The IWF determines locally whether sending integrity protected content from the IWF to an MCPTT server is enabled.


NOTE 1:
How the IWF determines whether to integrity protect content is out of scope of the present document.
When sending integrity protected content, the IWF shall use the appropriate keying information specified in subclause 106.6.3.2 and shall perform the procedures in 3GPP TS 24.379 [81] subclause 6.6.3.3.3 to integrity protect XML MIME bodies.

NOTE 2:
Each XML MIME body is integrity protected separately.
* * * Second Change * * * *


* * * Third Change * * * *
110.1.1.4.1.2
INVITE targeted to the non-controlling MCPTT function of an MCPTT group

The IWF performing the controlling role:

1)
shall generate a SIP INVITE request as specified in subclause 106.3.3.1.2;

2)
shall set the Request-URI to the public service identity of the non-controlling MCPTT function serving the group identity of the MCPTT group owned by the partner MCPTT system;

3)
shall set the P-Asserted-Identity to the public service identity of the IWF performing the controlling role;

4)
shall include in the application/vnd.3gpp.mcptt-info+xml MIME body in the outgoing SIP INVITE request:

a)
the <mcptt-request-uri> element set to the group identity of the MCPTT group hosted by the non-controlling MCPTT function in the partner MCPTT system; and

b)
the <mcptt-calling-group-id> element set to the group identity of the group served by the IWF performing the controlling role;

5)
shall include the Recv-Info header field set to g.3gpp.mcptt-floor-request;

6)
void

7)
shall include in the SIP INVITE request an SDP offer; and


8)
shall send the SIP INVITE request towards the partner MCPTT system in accordance with 3GPP TS 24.229 [4].

Upon receiving SIP 403 (Forbidden) response for the SIP INVITE request, if according to local policy and if:

1)
the response contains a Warning header field with the MCPTT warning code "128"; and

2)
the response contains a P-Refused-URI-List header field and an application/resource-lists+xml MIME body as specified in IETF RFC 5318 [36];

NOTE 1:
The application/resource-lists+xml MIME body contains MCPTT IDs identifying MCPTT users in a partner MCPTT system that need to be invited to the prearranged group call in case of group regrouping using interrogating method as specified in 3GPP TS 23.379 [3] subclause 10.6.2.4.2.

then the IWF performing the controlling role:

1)
shall check if the number of members of the MCPTT group exceeds the maximum participants allowed by the IWF performing the controlling role. If exceeded, the IWF performing the controlling role shall invite only enough members from the application/resource-lists+xml MIME body to reach the maximum allowed by the IWF performing the controlling role; and

NOTE 2:
The IWF determines the maximum number of participants allowed in the prearranged group session. It is operator policy that determines which participants in the application/resource-lists+xml MIME body are invited to the group call.

2)
shall invite MCPTT users as specified in this subclause using the list of MCPTT IDs in URI-List.

Upon receiving a SIP 200 (OK) response for the SIP INVITE request the IWF performing the controlling role:

1)
shall interact with the media plane as specified in 3GPP TS 24.380 [5] subclause 6.3;

NOTE 3:
The procedures executed by the IWF performing the controlling role prior to sending a response to the inviting MCPTT client are specified in subclause 110.1.1.4.2.

2)
if at least one of the invited MCPTT clients has subscribed to the conference package, shall subscribe to the conference event package in the non-controlling MCPTT function as specified in subclause 110.1.3.4.3; and

3)
if the 200 (OK) response includes the <floor-state> element set to "floor-taken", shall wait for a SIP INFO request containing a floor request from the non-controlling MCPTT function.

Upon receiving a SIP INFO request containing a floor request where:

1)
the Request-URI contains an MCPTT session ID identifying an ongoing temporary group session; and

2)
the application/vnd.3gpp.mcptt-info+xml MIME body contains the <mcptt-calling-group-id> element with the MCPTT group ID of a MCPTT group invited to the temporary group session;

then the IWF performing the controlling role:

1)
shall send a SIP 200 (OK) response to the SIP INFO request to the non-controlling MCPTT function as specified in 3GPP TS 24.229 [4]; and

2)
shall interact with the media plane as specified in 3GPP TS 24.380 [5] subclause 6.3.

* * * Fourth Change * * * *
110.1.2.3.1.1
MCPTT chat session establishment

Editor's Note:
Behaviour for cases where the IWF affiliates on behalf of users homed in the IWF is FFS.

In this subclause, the IWF originates a chat group session on behalf of a user homed in the IWF.
NOTE 1:
How the IWF determines the public user identity and the MCPTT ID of the calling user is out of scope of the present document.

The IWF, performing the originating participating role:
1)
shall determine the public service identity of the controlling MCPTT function associated with the group identity of the group on which the call is to be originated;

NOTE 2:
How the IWF discovers the public service identity of the controlling MCPTT function associated with the group identity is out of scope of the current document.
2)
if the calling user identified by the MCPTT ID is not affiliated to the group on which the call is to be originated, as determined by TS 24.379 [81] subclause 9.2.2.2.11, shall perform the actions specified in TS 24.379 [81] subclause 9.2.2.2.12 for implicit affiliation;
Editor’s note: whether step 2 is needed here is ffs. 
3)
shall generate a SIP INVITE request as specified in subclause 110.1.2.2.1.1;

4)
if step 3 was performed successfully, shall complete the SIP INVITE request as specified in subclause 106.3.2.1.3;
5)
if steps 3 and 4 were performed successfully:
a)
shall set the Request-URI to the public service identity of the controlling MCPTT function;
b)
shall set the <mcptt-calling-user-id> element of the application/vnd.3gpp.mcptt-info+xml MIME body to the MCPTT ID of the calling user;
c)
may insert the calling user's location information into an application/vnd.3gpp.mcptt-location-info+xml MIME body;
d)
shall send the SIP INVITE request to the controlling MCPTT function as specified in 3GPP TS 24.229 [4].
Upon receipt of a SIP 302 (Moved Temporarily) response to the above SIP INVITE request, the IWF, performing the originating participating role:

1)
shall generate a SIP INVITE request as specified in subclause 106.3.2.1.10;
2)
shall include an SDP offer based upon the SDP offer in the SIP INVITE request generated by the IWF in the step above; and

3)
shall send the SIP INVITE request to the controlling MCPTT function according to 3GPP TS 24.229 [4];
Upon receipt of a SIP 2xx response to the above SIP INVITE request in step 3) the IWF performing the participating role:
1)
shall perform the procedures for receiving a SIP 2xx response as specified in subclause 110.1.2.2.1.1;
2)
if the procedures of subclause 9.2.2.2.12 in 3GPP TS 24.379 [81] for implicit affiliation were performed in the present subclause, shall complete the implicit affiliation by performing the procedures of subclause 9.2.2.2.13 in 3GPP TS 24.379 [81];

Editor’s Note: step 2) above needs to be revised when 109.2.2.2.12 and 109.2.2.2.13 are inserted into this TS.
3)
shall start the SIP Session timer according to rules and procedures of IETF RFC 4028 [7].


Upon receipt of a SIP 4xx, 5xx or 6xx response to the above SIP INVITE request in step 14) the IWF performing the participating role:
1)
shall perform the procedures for receiving a SIP 4xx response, a SIP 5xx response or a SIP 6xx response as specified in subclause 110.1.2.2.1.1;

2)
if the implicit affiliation procedures of subclause 9.2.2.2.12 in 3GPP TS 24.379 [81], were invoked in the current procedure, shall perform the procedures of subclause 9.2.2.2.14 in 3GPP TS 24.379 [81].

Editor’s Note: step 2) above needs to be revised when 109.2.2.2.12 and 109.2.2.2.13 are inserted into this specification.
On receiving a SIP INFO request where the Request-URI contains an MCPTT session ID identifying an ongoing group session, the IWF performing the participating role shall follow the actions for SIP INFO as specified in subclause 110.1.2.2.1.1.
