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Introduction:

As part of Rel-16, SA2 have studied System enhancements for Provision of Access to Restricted Local Operator Services by Unauthenticated UEs. The conclusions of the study in SA2 are captured in TR 23.715 and a CR in S2-1901075 has been agreed and documents RLOS impacts on IMS in TS 23.228. 
The CT wide work item has already been discussed in CT1#114 in Bratislava, see C1-190365. This paper summarizes IMS related impacts on specifications under control of CT1. 
Discussion: 
1.
TR 23.715 lists the following key issues for IMS

-
Key issue #IMS-1: Support for unauthenticated and authenticated user
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-
Key issue #IMS-2: Identification of Restricted Local Operator Services at IMS layer
-
Key issue #IMS-3: Handling IMS session for Restricted Local Operator Services
-
Key issue #IMS-4: Support of emergency services by UEs attached for RLOS
This paper focuses on the non-emergency related key issues on CT1 specifications. The impacts are on specific handling for registration and specific handling for originating sessions as specified in S2-1901075. Terminating sessions are not in scope of RLOS.

2.
RLOS Registration:
RLOS IMS Registration for Roaming users without roaming Agreements with their home network.

UE impact: 

· UE performs IMS registration and includes an indication that this is an RLOS IMS related registration
· UE to determine that RLOS session is possible based on successful GIBA authentication or on reception of 403
P-CSCF impact:

· Determine whether REGISTER contains RLOS indication

· Determine whether UE is roaming without roaming agreement
· Optionally perform IP address and APN check with PCRF

· Create a temporary record for an unauthenticated subscriber

· Forward REGISTER to S-CSCF in own network, pre-configured
S-CSCF impact

· Determine whether REGISTER contains RLOS indication

· If GIBA is supported, send 420 response, otherwise send 403

· Create a a temporary record for an unauthenticated subscriber, either on reception of 2nd REGISTER (GIBA case) or on sending the

I-CSCF impact


No

RLOS IMS Registration for Operator own subscribers and Roaming users with roaming agreements with their home network, successful and unsuccessful cases

UE
· Same as above

P-CSCF impact:

· Determine whether REGISTER contains RLOS indication

· Determine whether UE is own subscriber or roaming subscriber with roaming agreement 

· Optionally perform IP address and APN check with PCRF

· Create a temporary record for an unauthenticated subscriber

· Forward REGISTER to I-CSCF, normal REGISTER handling, if authentication fails, create a temp RLOS record

S-CSCF impact

· Determine whether REGISTER contains RLOS indication

· Perform normal registration, store RLOS attribute in registration record. In case register fails, Create a a temporary RLOS record for an unauthenticated subscriber

I-CSCF impact

· Handle REGISTER based on RLOS indicator, i.e. query on Cx and select S-CSCF accordingly.
3. 
RLOS Session Setup

UE

· Initiate RLOS session using RLOS registration or after unsuccessful RLOS registration

· includes an RLOS indication in all originating sessions.
P-CSCF
· on reception of INVITE check the RLOS indication and determines whether there RLOS related context in the P-CSCF
· forward RLOS INVITE according to registration for authenticated UE. In case of unauthenticated UE, forward the INVITE to a RLOS S-CSCF
S-CSCF
· Forwards INVITE having RLOS indication towards TAS, taking care of asserted identity. This is not based on iFC

Application Server

· According to 23.228 this is a TAS, handle incoming INVITE based on policy

· Don’t apply originating services in case of authenticated UE

4.
Required Stage-3 specification
Specification of procedures for UE, P-CSCF, S-CSCF, I-CSCF
RLOS specific procedures as described in section 2 and 3 for UE, P-CSCF, S-CSCF and I-CSCF are to be defined in TS 24.229. RLOS is only defined for LTE/EPC, so it appears right way to document the new procedures for RLOS in Annex L. This way of documentation follows a similar documentation approach chosen for other IPCAN specific features, e.g. Resource-Sharing, Priority-Sharing.
RLOS Procedures for AS, which is a TAS in stage-2

Amount of needed specification seems fairly limited if any. As the application server handling policies for RLOS is described as a TAS, TS 24.173 seems the correct specification.
As far as new signalling elements in SIP are concerned, the following requirements are identified:
· Indicate in SIP REGISTER that the REGISTER pertains to RLOS

· Indicate in SIP INVITE that it pertains to RLOS session 

Modelling REGISTER for RLOS.
Indication that a REGISTER pertains to RLOS can be done in different ways. Two options are listed in the following:
1. REGISTER to include feature tag for RLOS in the Contact header field

a. >+g.3gpp.icsi-ref="urn:urn-7:3gpp-service.ims.icsi.rlos”

2. REGISTER to include RLOS URI parameter in the Contact header field

Modelling INVITE for RLOS 
Indication that an INVITE pertains to a RLOS session can be done in different ways. Two options are listed in the following:

1. Originating INVITE to include

a. DUMMY MSISDN (as defined in TS 23.003) in R-URI

b. P-Prerferred-Service / P-Asserted-Service set to new 3gpp specific URN

i. urn:urn-7:3gpp-service.ims.icsi.rlos

2. Originating INVITE to include a service specific URN
a. RFC 5031 has specified service specific URN
b. R-URI in INVITE would contain urn:service:rlos
Conclusion: 
It is proposed to define new procedures for RLOS for UE, P-CSCF, I-CSCF and S-CSCF in 24.229. Where appropriate (UE, P-CSCF, maybe S-CSCF) procedures are to be described as IPCAN specific procedures in Annex L of TS 24.229.
It is proposed to define new Application Server procedures for RLOS in TS 24.173.
Based on feedback on how to model REGISTER for RLOS and INVITE for RLOS signalling extensions for SIP are to be defined in the next CT1 meeting.
