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1. Introduction

The CIoT_5G WI has been discussed and technically endorsed in CT1#114 (Bratislava). Additionally, on the MO CIoT data transport in 5GS, S2-1901310 (CR0971 to TS23.502) has provided the stage 2 details of MO CIoT data transport via Control Plane in 5GS. The CT1 NAS relevant part are quoted as follows.

· The UE establishes an RRC connection or sends the RRCEarlyDataRequest message and sends a NAS message as part of this. The NAS message carries the ciphered PDU session ID and ciphered uplink data as payload.
· The AMF checks the integrity of the incoming NAS message and deciphers the PDU session ID and uplink data, and determines the (V-)SMF handling the PDU session based on the PDU session ID contained in the NAS message and passes the PDU Session ID and the data to the (V-)SMF

This paper provides the stage 3 considerations as to what NAS 5GMM/5GSM messages and what information elements are needed in support of the MO CIoT data transport via NAS in 5GS.


2. Discussion and proposal

As described in the stage 2 descriptions, the UE in 5GMM_IDLE mode initiates the data transfer (via the AMF to the SMF) by sending the NAS message including the CIoT data (piggybacked in the proper RRC message). Given the NAS 5GMM and 5GSM design principle, it is reasonable to consider to specify a 5GMM message (an initial NAS message) and a 5GSM message to carry the CIoT data from the UE to the SMF. 

Firstly, for the 5GSM message, analogy to the EMS DATA TRANSPORT message defined in TS24.301, it is suggested to specify a 5GSM DATA TRANSPORT message containing the PDU session ID in the message header, the CIoT data container IE carrying the encrypted CIoT data and optionally the Release assistance indication (RAI) IE, as shown in Table 1 below. 

Table 1: 5GSM DATA TRANSPORT message content
	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	Extended protocol discriminator
	Extended protocol discriminator
9.2
	M
	V
	1

	
	PDU session ID
	PDU session ID 
9.4
	M
	V
	1

	
	PTI
	Procedure transaction identity
9.6
	M
	V
	1

	
	5GSM data transport message identity
	Message type
9.7
	M
	V
	1

	
	CIoT data container
	CIoT data container
tbd
	M
	LV-E
	2-n

	tbd
	Release assistance indication
	Release assistance indication
tbd
	O
	TV
	1



 
Secondly, as per TS24.501, all the uplink 5GSM messages are embedded as payload in the UL NAS TRANSPORT message (with the Payload container type IE indicating "N1 SM information" and the Payload container IE indicating the “5GSM message”). However, the UL NAS TRANSPORT message can only be sent by the UE in the 5GMM-CONNECTED mode. This leads to considering to specify a new initial NAS message with different message contents as described below.
	
Alternative-1: Similar to TS24.301, to specify a 5GS CONTROL PLANE SERVICE REQUEST message (as shown in Table 2) containing the 5GSM DATA TRANSPORT message (as shown in Table 1). 

Table 2: CONTROL PLANE SERVICE REQUEST message content
	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	Extended protocol discriminator
	Extended protocol discriminator
9.2
	M
	V
	1

	
	Security header type
	Security header type
9.3
	M
	V
	1/2

	
	Spare half octet
	Spare half octet
9.5
	M
	V
	1/2

	
	Control plane service request message identity
	Message type
9.7
	M
	V
	1

	
	ngKSI 
	NAS key set identifier
9.11.3.32
	M
	V
	1/2

	
	Service type
	Service type
9.11.3.50
	M
	V
	1/2

	
	5GSM data transport container
	5GSM data transport 
(Table 1)
	M
	TLV-E
	3-65537




Alternative-2: Reuse the Payload container IE included in the UL NAS TRANSPORT message in the CONTROL PLANE SERVICE REQUEST Message (as shown in Table 3). This would retain the entire set of 5GSM messages being included in the payload container IE and hence would provide a consistent handling in the AMF/SMF. 

Table 3: CONTROL PLANE SERVICE REQUEST message content
	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	Extended protocol discriminator
	Extended protocol discriminator
9.2
	M
	V
	1

	
	Security header type
	Security header type
9.3
	M
	V
	1/2

	
	Spare half octet
	Spare half octet
9.5
	M
	V
	1/2

	
	Control plane service request message identity
	Message type
9.7
	M
	V
	1

	
	ngKSI 
	NAS key set identifier
9.11.3.32
	M
	V
	1/2

	
	Service type
	Service type
9.11.3.50
	M
	V
	1/2

	
	Payload container type
	Payload container type
9.11.3.40
	M
	V
	1/2

	
	Spare half octet
	Spare half octet
9.5
	M
	V
	1/2

	
	Payload container
	Payload container
9.11.3.39
	M
	LV-E
	3-65537





3. Conclusion

CT1 is kindly asked to discuss the proposal as well as the other potential alternatives and decide a solution. With the decision, the corresponding procedure descriptions can be specified in the upcoming meetings. 



