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	Reason for change:
	Current version of spec contains an EN saying that requirement regarding QoS flow for media in unsuccesful situation is FFS.

CR6286 specifies that when the UE receives a resource reservation related error code (via PDU SESSION MODIFICATION REJECT as described in 3GPP TS 24.501), the UE shall either handle the resource reservation failure as described in subclause 6.1.1 or retransmit the message up to three times.

An unsuccessfull situation can also be determined as follows: 

Upon receiving a 500 (Server Internal Error) response to an initial INVITE request including a Reason header field with a protocol value set to "FAILURE_CAUSE" and a cause header field parameter value set to "1" as specified in subclause 7.2A.18.12.2 and a Response-Source header field with a "fe" header field parameter set to "<urn:3gpp:fe:p-cscf.orig>", the UE can determine that the QoS or bearer resources in the originating IP-CAN is not available.

While the UE can determine failure of the resource reservation using SIP 500 response as described in subclause 5.1.3.1, the UE doesn’t have handling defined.


	
	

	Summary of change:
	Align handling of resource failure determined via 500 response as described in subclause 5.1.3.1, with handling of resource failure as described for PDU SESSION MODIFICATION REJECT message.


	
	

	Consequences if not approved:
	Inconsistent UE behavior when resource reservation fails.
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*** First Change ***
U.2.2.5.3	Unsuccessful situations
Editor's note [WI: 5GS_Ph1-IMSo5G, CR: 6071]: the requirement regarding 5GS QoS flow for media is FFS.
NOTE:	If the UE receives a 500 (Server Internal Error) response containing no Retry-After header field, including a Reason header field with a protocol value set to "FAILURE_CAUSE" including a cause value header field parameter set to "1" as specified in subclause 7.2A.18.12.2, a Response-Source header field with a "fe" header field parameter set to "<urn:3gpp:fe:p-cscf.orig>", the UE handle the resource reservation failure as described in subclause 6.1.1 or in accordance with RFC 3261 [26].
*** Next change ***
[bookmark: _Toc533098052]W.2.2.5.3	Unsuccessful situations
Not applicable.
[bookmark: _GoBack]NOTE:	If the UE receives a 500 (Server Internal Error) response containing no Retry-After header field, including a Reason header field with a protocol value set to "FAILURE_CAUSE" including a cause value header field parameter set to "1" as specified in subclause 7.2A.18.12.2, a Response-Source header field with a "fe" header field parameter set to "<urn:3gpp:fe:p-cscf.orig>", the UE handle the resource reservation failure as described in subclause 6.1.1 or in accordance with RFC 3261 [26].
*** Last change ***

