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1. Introduction
This subclause sets a list of private call parameters for the IWF to report as unsupported as a response to an incoming private call.
2. Reason for Change
MCPTT callers might not know that the target user of a private call has functional limitations. This subclause allows the called party to express which aspects of the incoming call are not supported. See 23.283, subclause 10.4.
Second change:

-
fixes references to the new subclauses (the one here and one in a companion contribution), 
-
removes EN about IMPU, 
- 
removes incorrect statement about IMPU, the IWF as PF will never get a SIP message with an IMPU that it needs to map to an internal target user. Only a terminating MCPTT PF needs to do that toward its MCPTT clients.
Revision 1:

-
Removed note about MCPTT client supporting the parameters, this subclause is about the IWF.
-
Changed the response from 606 to 488.

-
Changed response body elements to report what is supported, not what is not supported.

Revision 2:

-
Mentioned in first sentence that this subclause is for rejecting a private call due to unsupported parameters

Revision 3:

-
Changed wording of first paragraph

-
Capital E in anyExt

-
added "and", added a "."
3. Conclusions

4. Proposal

It is proposed to agree the following changes to 3GPP 3GPP TR 24.883-051.
* * * First Change * * * *
106.x.2
Private call parameter response values
To reject a private call due to unsupported parameters, the IWF performing the participating role shall include in its response to the SIP INVITE a list of parmeters from the incoming SIP INVITE that it does support.
To indicate support for one or more private call parameters, in the <private-call-params> element of the <anyExt> element of the <mcpttinfo> root element in the XML body, the IWF:
1)
if floor control is requested in the incoming SIP INVITE and is supported, shall include the <floor-control> element;
2)
if "without" floor control is requested in the incoming SIP INVITE and is supported by the IWF (i.e. full duplex is not supported), shall include the <without-floor-control> element;
3)
if implicit floor is requested in the incoming SIP INVITE and is supported by the IWF (i.e. the IWF need not talk first), shall include the <implicit-floor> element;
4)
if floor is not implicitly requested in the incoming SIP INVITE and the IWF supports floor not being implicity requested (i.e. the IWF must talk first), shall include the <without-implicit-floor> element;
5)
if manual commencement is requested in the incoming SIP INVITE and is supported by the IWF, shall include the <manual-commencement> element; and
6)
if automatic commencement is requested in the incoming SIP INVITE and is supported by the IWF, shall include the <automatic-commencement> element.
Editor's Note:
Add <private-call-params> to <mcpttinfo> in the Annex F.1 schema, including the above-mentioned new elements.
Editor’s Note:
Add corresponding receive logic to 24.379 to parse and act upon <private-call-params>.
* * * Second Change * * * *
111.1.1.3.2
Terminating procedures
Upon receipt of a "SIP INVITE request for terminating participating MCPTT function", the IWF performing the participating role:
1)
shall respond with a SIP 488 (not acceptable here) with a body part as described in subclause 106.x.1 if the IWF does not support one or more parameters of the call as described in subclause 106.x.2;


2)
if unable to process the request due to a lack of resources or a risk of congestion exists, may reject the "SIP INVITE request for terminating participating MCPTT function" with a SIP 500 (Server Internal Error) response. The IWF may include a Retry-After header field to the SIP 500 (Server Internal Error) response as specified in IETF RFC 3261 [24], and shall not continue with the rest of the steps;

NOTE:
If the received SIP INVITE request contains an emergency indication set to a value of "true", the IWF can choose to accept the request.

3)
shall check the presence of the isfocus media feature tag in the URI of the Contact header field and if it is not present then the IWF shall reject the request with a SIP 403 (Forbidden) response with the warning text set to "104 isfocus not assigned" in a Warning header field as specified in 3GPP TS 24.379 [81], subclause 4.4, and shall not continue with the rest of the steps;

4)
shall use the MCPTT ID present in the <mcptt-request-uri> element of the application/vnd.3gpp.mcptt-info+xml MIME body of the incoming SIP INVITE request to retrieve the binding between the MCPTT ID and public user identity;

5)
the IWF may reject the "SIP INVITE request for terminating participating MCPTT function" with a SIP 403 (Forbidden) response including warning text set to "127 user not authorised to be called in private call" in a Warning header field as specified in 3GPP TS 24.379 [81], subclause 4.4;
The IWF performing the participating role sends the SIP 200 (OK) response to the originating network:

1)
shall generate a SIP 200 (OK) response as described in 3GPP TS 24.379 [81], subclause 6.3.2.2.4.2;

2)
shall include in the SIP 200 (OK) response an SDP answer based on the SDP answer in the received SIP 200 (OK) response as specified in 3GPP TS 24.379 [81], subclause 6.3.2.2.2.1;

3)
shall copy the P-Asserted-Identity header field from the incoming SIP 200 (OK) response to the outgoing SIP 200 (OK) response;

4)
shall interact with the media plane as specified in 3GPP TS 24.380 [5] subclause 6.4; and

5)
shall forward the SIP 200 (OK) response according to 3GPP TS 24.229 [4].
