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1. Introduction
This pCR inserts the subclause 306.3 MCData server procedures.The parent subclause is 3GPP TS 24.282 subclause 6.3. 

2. Reason for Change
Procedures are required for the IWF operating as an MCData server.
3. Conclusions

Common procedures are required for the IWF operating as an MCData server. These are essentially the same as for a standard MCData server for the supported services. 
4. Proposal

It is proposed to agree the following changes to 3GPP TR 24.883 version 0.5.1.

* * * First Change * * * *

306.3
IWF performing MCData server role procedures

306.3.0
Introduction

The IWF operates as an MCData server when exchanging SDS messages with MCData servers within the MC system. It does not communicate directly with MCData clients. It does not support the FD service. Subclause 306.3 and its subclauses describe the IWF operating as a controlling and participating MCData server. 
306.3.1
Distinction of requests at the IWF
306.3.1.1
SIP MESSAGE request

The IWF shall; perform the role of an MCData server in distinguishing between the following SIP MESSAGE requests for originations and terminations from 3GPP TS 24.282 [82] subclause 6.3.1.1. as described below:
-
SIP MESSAGE request routed to the terminating participating MCData function with an Accept-Contact header field with the g.3gpp.icsi-ref media feature tag containing the value of "urn:urn-7:3gpp-service.ims.icsi.mcdata.sds", and an ICSI value "urn:urn-7:3gpp-service.ims.icsi.mcdata.sds" in a P-Asserted-Service header field. Such requests are known as "SIP MESSAGE request for standalone SDS for terminating participating MCData function";

-
SIP MESSAGE request routed to an MCData server with an Accept-Contact header field with the g.3gpp.icsi-ref media feature tag containing the value of "urn:urn-7:3gpp-service.ims.icsi.mcdata.sds", an ICSI value "urn:urn-7:3gpp-service.ims.icsi.mcdata.sds" in a P-Asserted-Service header field, and with an application/vnd.3gpp.mcdata-signalling MIME body containing an SDS NOTIFICATION message Such requests are known as "SIP MESSAGE request for SDS disposition notification for MCData server";

-
SIP MESSAGE request routed to the controlling MCData function with an Accept-Contact header field with the g.3gpp.icsi-ref media feature tag containing the value of "urn:urn-7:3gpp-service.ims.icsi.mcdata.sds", and an ICSI value "urn:urn-7:3gpp-service.ims.icsi.mcdata.sds" in a P-Asserted-Service header field. Such requests are known as "SIP MESSAGE request for standalone SDS for controlling MCData function";

If a SIP MESSAGE request is received at the IWF that is not in accordance with the SIP MESSAGE requests listed above, then the IWF shall reject the SIP MESSAGE request with a SIP 403 (Forbidden) response.

306.3.1.2
SIP INVITE request

The IWF shall; perform the role of an MCData server in distinguishing between the following SIP INVITE requests for originations and terminations from 3GPP TS 24.282 [82] subclause 6.3.1.2. as described below:

-
SIP INVITE request routed to the terminating participating MCData function with an Accept-Contact header field with the g.3gpp.icsi-ref media feature tag containing the value of "urn:urn-7:3gpp-service.ims.icsi.mcdata.sds", and an ICSI value "urn:urn-7:3gpp-service.ims.icsi.mcdata.sds" in a P-Asserted-Service header field and a <request-type> element set to "one-to-one-sds" or "group-sds" contained in an application/vnd.3gpp.mcdata-info+xml MIME body. Such requests are known as "SIP INVITE request for standalone SDS over media plane for terminating participating MCData function";

-
SIP INVITE request routed to the controlling MCData function with an Accept-Contact header field with the g.3gpp.icsi-ref media feature tag containing the value of "urn:urn-7:3gpp-service.ims.icsi.mcdata.sds", and an ICSI value "urn:urn-7:3gpp-service.ims.icsi.mcdata.sds" in a P-Asserted-Service header field and a <request-type> element set to "one-to-one-sds" or "group-sds" contained in an application/vnd.3gpp.mcdata-info+xml MIME body. Such requests are known as "SIP INVITE request for controlling MCData function for standalone SDS over media plane";
-
SIP INVITE request routed to the terminating participating MCData function with an Accept-Contact header field with the g.3gpp.icsi-ref media feature tag containing the value of "urn:urn-7:3gpp-service.ims.icsi.mcdata.sds", and an ICSI value "urn:urn-7:3gpp-service.ims.icsi.mcdata.sds" in a P-Asserted-Service header field and a <request-type> element set to "one-to-one-sds-session" or "group-sds-session" contained in an application/vnd.3gpp.mcdata-info+xml MIME body. Such requests are known as "SIP INVITE request for SDS session for terminating participating MCData function";

-
SIP INVITE request routed to the controlling MCData function with an Accept-Contact header field with the g.3gpp.icsi-ref media feature tag containing the value of "urn:urn-7:3gpp-service.ims.icsi.mcdata.sds", and an ICSI value "urn:urn-7:3gpp-service.ims.icsi.mcdata.sds" in a P-Asserted-Service header field and a <request-type> element set to "one-to-one-sds-session" or "group-sds-session" contained in an application/vnd.3gpp.mcdata-info+xml MIME body. Such requests are known as "SIP INVITE request for controlling MCData function for SDS session";

306.3.2
Sending SIP requests and receiving SIP responses 
306.3.2.1
Generating a SIP MESSAGE request towards the terminating MCData client

This subclause is referenced from other procedures. Refer to 3GPP TS 24.282 [82] subclause 6.3.2.1.
306.3.3
Retrieving a group document
How an IWF performing the controlling role of a group obtains information about the group is out of scope of the present document.
NOTE:
During the group regrouping operation as specified in 3GPP TS 24.481 [31], the IWF performing the controlling role is notified of the constituent MCData group identities associated with the TGI.

306.3.4
Determining targeted group members for MCData communications

The IWF shall only send MCData messages to affiliated group members.

The IWF determines whether a user is affiliated to a group by following the procedures in subclause 306.3.5.

The IWF performs the affiliation check in subclause 306.3.5 on each entry contained in the <list> element of the group document.

NOTE:
How the IWF obtains the group document is out scope of the present document.
306.3.5
Affiliation check

The IWF shall determine that the MCData user, with MCData ID, is affiliated to the MCData group, with MCData Group ID, at the MCData client, with MCData client ID, if the elements, as described in TS 24.282 [82] subclause 8.3.3.2, exist with their expected values, as below: 

1.
an MCData group information entry with MCData group ID same as the MCData group ID under consideration;

2.
in the MCData group information entry found in 1, an MCData user information entry with the MCData ID same as the MCData ID under consideration;
3.
in the MCData user information entry found in 2, an MCData client information entry with MCData Client ID same as the MCData client ID under consideration; and

4.
in the MCData user information entry found in 2, an expiration time, which has not expired.

NOTE:
How the IWF determines which users homed in the IWF are affiliated to the MCData group is out of scope of the present document.
* * * End of Changes * * * *

