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1. Introduction
2. Reason for Change
A terminology clean-up is needed.
3. Conclusions

4. Proposal

It is proposed to agree the following changes to 3GPP TS 24.174 V0.2.0
* * * First Change * * * *

4.5.2
Activation/deactivation

The MuD and MiD services are activated at provisioning and deactivated at withdrawal.

* * * Next Change * * * *

4.5.3.1
Actions at the originating UE
As part of the MiD procedures, if the originating user wishes to use a non-native identity which is part of the MiD service, the originating UE shall include in any outgoing INVITE or MESSAGE requests, an Additional-Identity header field, defined in annex A, set to the selected identity.
4.5.3.2
Actions at the AS serving the originating user holding the native identity

4.5.3.2.1
General

For an originating user that subscribes to Multi-Identity service, upon receiving an incoming INVITE or MESSAGE request containing an Additional-Identity header field, the AS shall:

a)
extract the identity contained in the Additional-Identity header field as defined in annex A;
b)
verify the authorization for the user to use the identity extracted for the Additional-Identity header field with the MuD service as described in subclause 4.5.3.2.2; and

Editor's Note: Whether the AS checks if the identity in the Additional-Identity header field is different from the native identity is FFS.

c)
if the user is not authorized to use the non-native identity requested, then the AS shall reject the incoming request. The originating request may be rejected by operator policy with a 403 (Forbidden) response including a warning header field 399 "Identity not allowed".

If the user is authorized to use the non-native identity then the AS shall modify the following header fields with the specified values:
a)
the From header field is set to the SIP URI with "user=phone" or tel URI copied from the Additional-Identity header field after verification;

b)
the Privacy header field is set to "id" to keep the native identity private in the P-Asserted-Identity header field as defined in IETF RFC 3325 [6];

c)
the Route header field is set to identify the AS serving the originating user holding the non-native identity; and

d)
the Additional-Identity header field remains unchanged.

Editor's Note: Whether the P-Asserted-Identity is modified depending on the type of non-native identity user is FFS.

Editor's Note: Setting of the Route header field depending on the type of identity contained in the Additional-Identity header field (alternative identity, external alternative identity or virtual identity) is FFS.

* * * Next Change * * * *

4.5.3.4
Actions at the AS serving the terminating user holding the non-native identity
For a terminating user, upon receiving an incoming INVITE or MESSAGE request, the AS supporting the MiD service shall,

 if the AS determines that the AS shall forward the request to the native identity, modify the request as follows:
a)
the Request-URI is set to the native identity configured in the AS; and
b)
an Additional-Identity header field, defined in annex A, is added and set to the non-native identity address received in the Request-URI.

Editor's Note: Whether the To header field is updated or not is FFS.

* * * Next Change * * * *

4.5.3.6
Actions at the terminating UE
A UE supporting the MiD service shall support the receipt of the Additional-Identity header field, defined in annex A, in SIP requests initiating a dialog or standalone transaction..
NOTE:
The UE finds the targeted identity from the Multi-Identity service, in the Additional-Identity header field.
Editor's Note: Whether the MO for UE configuration is to be updated is FFS.
* * * Next Change * * * *

Annex A (Temporary):
Definition of SIP protocol extensions

A.1
Definition of Additional-Identity header field

Editor's note: As per RFC 5727 an IETF expert review is needed in order to obtain the IANA registration of this header field.
Editor's note: It is intended to move the information in this annex into relevant parts of 3GPP TS 24.229 [3] once the work in this specification is stabilized.
A.1.1
Introduction

IANA registry: Header Fields registry for the Session Initiation Protocol (SIP)
Header field name: Additional-Identity
Usage: The Additional-Identity header field is used only for informative purposes.

Header field specification reference: 3GPP TS 24.174, http://www.3gpp.org/ftp/Specs/archive/24_series/24.174/

On the originating side, when a user has requested a specific identity to be used for an originating request, the UA can insert this identity in the Additional-Identity header field. When a node has performed the control of the Additional-Identity header field content consistently with the rights and rules of a multi-identity service, the node can remove, ignore or use the Additional-Identity header field. A downstream node such as an application server or UA can use this information to identify the originating identity.
On the terminating side, when a user is contacted with an identity which is not the IMPU, after verification of the rights and rules of a multi-identity service, a node can insert this identity in the Additional-Identity header field. A downstream node such as an application server or UA can use this information to identify the terminating identity to be served. A terminating request to the UA may contain the Additional-Identity header field with the identity that the originating user is trying to reach.
A.1.2
Applicability statement for the Additional-Identity header field

The Additional-Identity header field is applicable within a single private administrative domain or between different administrative domains.

The Additional-Identity header field is applicable when:

-
an originating UA wants to indicate the identity to be used as an originating identity in the usage of a multi-identity service;
-
a node performs the multi-identity service for an originating UA in an incoming request;

-
a node has performed the multi-identity service for a terminating identity in an incoming request; or

-
a terminating UA wants to identify the identity to which the terminating user is contacted.

A.1.3
Usage of the Additional-Identity header field

A SIP UA or SIP proxy may include the Additional-Identity header field to indicate:

-
in the originating network, the identity to be used for originating requests when the originating user is subscribed to the multi-identity service; and

-
in the terminating network, the identity to which the terminating user is contacted when the terminating user is subscribed to the multi-identity service.
* * * Next Change * * * *

A.1.8
Examples of usage

A node in the originating network, such as a UA, can use the Additional-Identity header field to provide to a multi-identity service the information about which identity of the originating user is to be used for this originating request.

A node in the terminating network, such as an application server, when performing the multi-identity service for a terminating user, can insert the Additional-Identity header field to provide information about which identity of the terminating user is to be used as a contacted identity.
* * * End of Changes * * * *
