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	Reason for change:
	The participating function originating re-INVITE subclauses do not copy the MCPTT ID into the outgoing SIP message.

	
	

	Summary of change:
	Adds a step to obtain the MCPTT ID from the P-Asserted-Identity and a step to insert it into the MIME body, for both affected subclauses. The CF caches the MCPTT ID of the requestor of a group emergency and to track an optional included emergency alert.
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***** Next change *****
10.1.1.3.1.3
Reception of a SIP re-INVITE request from served MCPTT client
This subclause covers both on-demand session and pre-established sessions.
Upon receipt of a SIP re-INVITE request for an MCPTT session identifying an on-demand prearranged MCPTT group session, the participating MCPTT function:

1)
if unable to process the request due to a lack of resources or a risk of congestion exists, may reject the SIP re-INVITE request with a SIP 500 (Server Internal Error) response. The participating MCPTT function may include a Retry-After header field to the SIP 500 (Server Internal Error) response as specified in IETF RFC 3261 [24] and skip the rest of the steps;
NOTE 1:
If the SIP re-INVITE request contains an application/vnd.3gpp.mcptt-info+xml MIME body with the <emergency-ind> element set to a value of "true", the participating MCPTT function can choose to accept the request.
2)
shall determine if the media parameters are acceptable and the MCPTT speech codec is offered in the SDP offer and if not, reject the request with a SIP 488 (Not Acceptable Here) response. Otherwise, continue with the rest of the steps;
NOTE 2:
If the received SIP re-INVITE request is received within a pre-established session associated with an MCPTT group session, the media-level section for the offered MCPTT speech media stream and the media-level section of the offered media-floor control entity are expected to be the same as was negotiated in the existing pre-established session.
3)
shall generate an outgoing SIP re-INVITE request as specified in subclause 6.3.2.1.9;
4)
shall determine the MCPTT ID of the originating user from public user identity in the P-Asserted-Identity header field of the SIP re-INVITE request;

NOTE 3:
The MCPTT ID of the originating user is bound to the public user identity at the time of service authorisation, as documented in subclause 7.3.

5)
shall include the MCPTT ID of the originating user in <mcptt-calling-user-id> element of the application/vnd.3gpp.mcptt-info+xml MIME body of the SIP INVITE request;
6)
shall, if the SIP re-INVITE request was received within an on-demand session, include in the SIP re-INVITE request an SDP offer based on the SDP offer in the received SIP re-INVITE request as specified in subclause 6.3.2.1.1;

7)
shall, if the SIP re-INVITE request was received within a pre-established session, include in the SIP re-INVITE request an SDP offer based upon the previously negotiated SDP for the pre-established session as specified in subclause 6.3.2.1.1.2;
8)
if the received SIP re-INVITE request contains a Resource-Priority header field, shall include a Resource-Priority header field with the contents set as in the received Resource-Priority header field; and

NOTE 4:
The controlling MCPTT function will determine the validity of the Resource-Priority header field.
9)
shall forward the SIP re-INVITE request according to 3GPP TS 24.229 [4].
Upon receipt of a SIP 2xx response to the above SIP re-INVITE request in step 7) the participating MCPTT function:

1)
shall generate a SIP 200 (OK) response as specified in the subclause 6.3.2.1.5.2;

2)
shall include in the SIP 200 (OK) response an SDP answer as specified in the subclause 6.3.2.1.2.1;

3)
shall include Warning header field(s) that were received in the incoming SIP 200 (OK) response;

4)
shall copy the contents received in the P-Asserted-Identity header field of the incoming SIP 200 (OK) response into the P-Asserted-Identity header field of the outgoing SIP 200 (OK) response;
5)
shall send the SIP 200 (OK) response towards the MCPTT client according to 3GPP TS 24.229 [4]; and

6)
shall interact with the media plane as specified in 3GPP TS 24.380 [5].

Upon receipt of a SIP 403 (Forbidden) response to the above SIP INVITE request in step 7) the participating MCPTT function:

1)
shall generate a SIP 403 (Forbidden) response according to 3GPP TS 24.229 [4];
2)
shall copy, if included in the received SIP 403 (Forbidden) response, the application/vnd.3gpp.mcptt-info+xml MIME body MIME body to the outgoing SIP (Forbidden) response;
3)
shall include Warning header field(s) that were received in the incoming SIP 403 (Forbidden) response;

4)
shall forward the SIP 403 (Forbidden) response to the MCPTT client according to 3GPP TS 24.229 [4]; and

5)
shall interact with the media plane as specified in 3GPP TS 24.380 [5].
***** Next change *****
10.1.2.3.1.2
Reception of a SIP re-INVITE request from served MCPTT client

This subclause covers both on-demand session and pre-established sessions.
Upon receipt of a SIP re-INVITE request for a served MCPTT client of a chat MCPTT group, the participating MCPTT function:

1)
if unable to process the request due to a lack of resources or a risk of congestion exists, may reject the "SIP INVITE request for terminating participating MCPTT function" with a SIP 500 (Server Internal Error) response. The participating MCPTT function may include a Retry-After header field to the SIP 500 (Server Internal Error) response as specified in IETF RFC 3261 [24]. Otherwise, continue with the rest of the steps;
NOTE 1:
If the SIP re-INVITE request contains an application/vnd.3gpp.mcptt-info+xml MIME body with the <emergency-ind> element set to a value of "true", the participating MCPTT function may by means beyond the scope of this specification choose to accept the request.
2)
shall determine if the media parameters are acceptable and the MCPTT speech codec is offered in the SDP offer and if not, reject the request with a SIP 488 (Not Acceptable Here) response. Otherwise, continue with the rest of the steps;
NOTE 2:
If the received SIP re-INVITE request is received within a pre-established session associated with an MCPTT group session, the media-level section for the offered MCPTT speech media stream and the media-level section of the offered media-floor control entity are expected to be the same as was negotiated in the existing pre-established session.
3)
shall generate an outgoing SIP re-INVITE request as specified in subclause 6.3.2.1.9;
4)
shall determine the MCPTT ID of the originating user from the P-Asserted-Identity header field of the SIP INVITE request, and authorise the calling user;

NOTE 3:
The MCPTT ID of the originating user is bound to the public user identity at the time of service authorisation, as documented in subclause 7.3.

5)
shall include the MCPTT ID of the originating user in <mcptt-calling-user-id> element of the application/vnd.3gpp.mcptt-info+xml MIME body of the SIP INVITE request;
6)
shall, if the SIP re-INVITE request was received within an on-demand session, include in the SIP re-INVITE request an SDP offer based on the SDP offer in the received SIP re-INVITE request as specified in subclause 6.3.2.1.1.1;

7)
shall, if the SIP re-INVITE request was received within a pre-established session, include in the SIP re-INVITE request an SDP offer based upon the previously negotiated SDP for the pre-established session as specified in subclause 6.3.2.1.1.2;
8)
if the received SIP re-INVITE request contains a Resource-Priority header field, shall include a Resource-Priority header field with the contents set as in the received Resource-Priority header field; and

NOTE 4: The controlling MCPTT function will determine the validity of the Resource-Priority header field.
9)
shall forward the SIP re-INVITE request according to 3GPP TS 24.229 [4].
Upon receipt of a SIP 2xx response to the above SIP re-INVITE request in step 7) the participating MCPTT function:

1)
shall generate a SIP 200 (OK) response as specified in the subclause 6.3.2.1.5.2;

2)
if the SIP 200 (OK) response is to be sent within an on-demand session, shall include in the SIP 200 (OK) response an SDP answer as specified in the subclause 6.3.2.1.2.1;
3)
if the SIP 200 (OK) response is to be sent within a pre-established session shall include in the SIP 200 (OK) response an SDP answer based upon the previously negotiated SDP for the pre-established session;
4)
shall include Warning header field(s) that were received in the incoming SIP 200 (OK) response; and
5)
shall send the SIP 200 (OK) response to the MCPTT client according to 3GPP TS 24.229 [4];

Upon receipt of a SIP 403 (Forbidden) response to the sent SIP re-INVITE request the participating MCPTT function:

1)
shall generate a SIP 403 (Forbidden) response according to 3GPP TS 24.229 [4];
2)
shall copy, if included in the received SIP 403 (Forbidden) response, the application/vnd.3gpp.mcptt-info+xml MIME body MIME body to the outgoing SIP (Forbidden) response;
3)
shall include Warning header field(s) that were received in the incoming SIP 403 (Forbidden) response; and
4)
shall forward the SIP 403 (Forbidden) response to the MCPTT client according to 3GPP TS 24.229 [4];
