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1. Introduction
Removes several ENs.

2. Reason for Change
Change
-
Editor's note:
Add a statement somewhere that the IWF will need an IMPU for every MCPTT ID that it uses.
>
IMPU is not needed for IWF users. It's only needed to route SIP traffic between MCPTT client and server. The P-asserted-identity contains the identity of the sender, which in this case is the IWF. Further IMPU removal is in another pCR.
-
Editor's note:
Need to add instructions for how the IWF should create the SDP offer.
>
The existing CF common subclause in the existing TS is used to provide the SDP 
-
Editor's note:
step 6a needs to be revisited when we consider priority coordination between systems.
>
Restore the original reference to 106.3.3.1.19. The referenced 106.3.3.1.19 provides the usual out of scope disclaimer.
-
Editor's note:
step 7a needs to be revisited when we consider priority coordination between systems.

>
The referenced 106.3.3.1.19 provides the usual out of scope disclaimer.
Revision 1:

-
Removed void step 8
3. Conclusions

4. Proposal

It is proposed to agree the following changes to 3GPP 3GPP TR 24.883-051.
* * * First Change * * * *

110.1.1.4.1.1
INVITE targeted to an MCPTT client

This subclause describes the procedures for inviting an MCPTT user to an MCPTT session. The procedure is initiated by the IWF performing the controlling role as the result of a request from the LMR system or an action in subclause 110.1.1.4.2 or as the result of receiving a SIP 403 (Forbidden) response as described in this subclause.

The IWF performing the controlling role:

1)
shall generate a SIP INVITE request as specified in subclause 106.3.3.1.2;

2)
shall set the Request-URI to the public service identity of the terminating participating MCPTT function associated to the MCPTT user to be invited;

NOTE 1:
How the IWF performing the controlling role finds the address of the terminating MCPTT participating function is out of the scope of the current release.

NOTE 2:
If the terminating MCPTT user is part of a partner MCPTT system, then the public service identity can identify an entry point in the partner network that is able to identify the terminating participating MCPTT function.

3)
shall set the P-Asserted-Identity header field to the public service identity of the IWF performing the controlling role;

4)
shall include in the application/vnd.3gpp.mcptt-info+xml MIME body in the outgoing SIP INVITE request:

a)
the <mcptt-request-uri> element set to the MCPTT ID of the terminating user; and

b)
the <mcptt-calling-group-id> element set to the group identity;

NOTE 3:
The <mcptt-calling-user-id> is already included in the MIME body as a result of calling subclause 106.3.3.1.2 in step 1).

5)
shall include in the SIP INVITE request an SDP offer based on the SDP offer in the received SIP INVITE request from the originating network according to the procedures specified in TS 24.379 [81], subclause 6.3.3.1.1, with the IWF acting as the controlling MCPTT function;


6)
if the in-progress emergency state of the group is set to a value of "true" the IWF performing the controlling role:
a)
shall include a Resource-Priority header field populated with the values for an MCPTT emergency group call as specified in subclause 106.3.3.1.19;


b)
if the IWF needs to set the group state to emergency:

i)
shall include in the outgoing SIP INVITE request in the application/vnd.3gpp.mcptt-info+xml MIME body an <emergency-ind> element set to a value of "true"; and

ii)
if the IWF needs to set an emergency alert and the MCPTT group is authorised for the initiation of MCPTT emergency alerts as determined by the procedures of subclause 106.3.3.1.13.1, shall populate the application/vnd.3gpp.mcptt-info+xml MIME body and the application/vnd.3gpp.mcptt-location-info+xml MIME body as specified in subclause 106.3.3.1.12. Otherwise, shall set the <alert-ind> element to a value of "false"; and

c)
if the in-progress imminent peril state of the group is set to a value of "true" shall include in the application/vnd.3gpp.mcptt-info+xml MIME body an <imminentperil-ind> element set to a value of "false";

7)
if the in-progress emergency state of the group is set to a value of "false" and the in-progress imminent peril state of the group is set to a value of "true", the IWF performing the controlling role:

a)
shall include a Resource-Priority header field populated with the values for an MCPTT imminent peril group call as specified in subclause 106.3.3.1.19; and


b)
shall include in the application/vnd.3gpp.mcptt-info+xml MIME body with the <imminentperil-ind> element set to a value of "true"; and

8)
shall send the SIP INVITE request towards the terminating network in accordance with 3GPP TS 24.229 [4].

Upon receiving a SIP 183 (Session Progress) response containing a Require header field with the option tag "100rel" and containing a P-Answer-State header field with the value "Unconfirmed" in response to the SIP INVITE request the IWF performing the controlling role:

1)
shall send a SIP PRACK request towards the MCPTT client according to 3GPP TS 24.229 [4].

Upon receiving a SIP 200 (OK) response for the SIP INVITE request the IWF performing the controlling role:

1)
shall interact with the media plane as specified in 3GPP TS 24.380 [5] subclause 6.3;

2)
shall send a SIP NOTIFY request to all MCPTT participants with a subscription to the conference event package as specified in subclause 110.1.3.4; and

Editor's note:
Add subclause 110.1.3.4

3)
shall increment the local counter of the number of SIP 200 (OK) responses received from invited members, by 1.
