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	Reason for change:
	The specification contains editor’s note on abnormal cases in the UE for the PDU EAP message reliable transport procedure, quote of 6.3.1.2.4:
Editor's note:	Abnormal cases are FFS
There is need of resolving the editor’s notes in the specification.

The purpose of the PDU session authentication and authorization procedure is to enable the DN:
a)	to authenticate the upper layers of the UE, when establishing the PDU session;
b)	to authorize the upper layers of the UE, when establishing the PDU session;
c)	both of the above; or
d)	to re-authenticate the upper layers of the UE after establishment of the PDU session.

As for abnormal cases, the PDU session identity included in the PDU SESSION AUTHENTICATION COMMAND message can mapp to an inactive one in the UE, and therefore the UE has to return a 5GSM cause value to indicate this towards the SMF as per other 5GSM procedure. Hence it is proposed to add the 5GSM cause value to the PDU SESSION AUTHENTICATION COMPLETE message.

[bookmark: _GoBack]There should not be case that the network fails authentication at the 5GSM side as the authentication is first performed in a secure domain as the 5GMM layer is already athenticaticated and the PDU session authentication and authorization procedure is performed from the network towards the UE (i.e., the UE passes to the upper layers the EAP message received in the EAP message IE of the PDU SESSION AUTHENTICATION COMMAND message where the EAP exchange takes place rather than in 5GSM).

	
	

	Summary of change:
	The editor’s note is resolved.

	
	

	Consequences if not approved:
	Editor’s note remains in the specification on abnormal cases in the UE for the PDU EAP message reliable transport procedure
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*** Next change ***
6.3.1.2.4	Abnormal cases in the UE
Editor's note:	Abnormal cases are FFS
The following abnormal case can be identified:
a)	PDU session inactive for the received PDU session ID.
	If the PDU session ID in the PDU SESSION AUTHENTICATION COMMAND message belongs to any PDU session in state PDU SESSION INACTIVE in the UE, the UE shall set the 5GSM cause IE to #43 "Invalid PDU session identity" in the PDU SESSION AUTHENTICATION COMPLETE message.
*** Next change ***
[bookmark: _Toc533172343][bookmark: _Toc525306854]8.3.5.1	Message definition
The PDU SESSION AUTHENTICATION COMPLETE message is sent by the UE to the SMF in response to the PDU SESSION AUTHENTICATION COMMAND message and indicates acceptance of the PDU SESSION AUTHENTICATION COMMAND message. See table 8.3.5.1.1.
Message type:	PDU SESSION AUTHENTICATION COMPLETE
Significance:	dual
Direction:		UE to network
Table 8.3.5.1.1: PDU SESSION AUTHENTICATION COMPLETE message content
	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	Extended protocol discriminator
	Extended protocol discriminator
9.2
	M
	V
	1

	
	PDU session ID
	PDU session identity
9.4
	M
	V
	1

	
	PTI
	Procedure transaction identity
9.6
	M
	V
	1

	
	PDU SESSION AUTHENTICATION COMPLETE message identity
	Message type
9.7
	M
	V
	1

	
	EAP message
	EAP message
9.11.2.2
	M
	LV-E
	6-1502

	7B
	Extended protocol configuration options
	Extended protocol configuration options
9.11.4.6
	O
	TLV-E
	4-65538

	59
	5GSM cause
	5GSM cause
9.11.4.2
	O
	TV
	2




