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10.1.5.3
IWF performing the participating role
10.1.5.3.1
Originating procedures

In the procedures of this subclause:

-
the term "requesting user" is used to refer to the user who sent a request to initiate a remotely initiated group call; and

-
the term "remote user" is used to refer to the user who is sent a request to initiate a remotely initiated group call.

Upon determining the need for remotely initiated group call for originating participating function the IWF performing the participating role:
1)
if unable to process the request due to a lack of resources or a risk of congestion exists, may skip the rest of the steps;

2)
shall determine the MCPTT ID of the calling user ;


3)
shall determine if the calling user is authorized for remotely inititated group call and if the calling user is not authorized shall skip the rest of the steps; 

4)
shall determine the public service identity of the controlling MCPTT function associated with the group identity which is remotely initiated;
5)
shall generate a SIP MESSAGE request in accordance with 3GPP TS 24.229 [4] and IETF RFC 3428 [33];

6)
shall set the Request-URI of the outgoing SIP MESSAGE request to the public service identity of the controlling MCPTT function associated with the group identity as determined in step 4);

7)
shall include a application/vnd.3gpp.mcptt-info+xml MIME body as specified in clause F.1 in the outgoing SIP MESSAGE request;
8)
shall include an application/resource-lists MIME body into the outgoing SIP MESSAGE request;
9)
shall set the <mcptt-calling-user-id> element of the <mcptt-Params> element of the <mcpttinfo> element  to the MCPTT ID determined in step 2) above;
10)
shall set the P-Asserted-Identity in the outgoing SIP MESSAGE request to the public user identity of the IWF;
11)
shall include an Accept-Contact header field containing the g.3gpp.mcptt media feature tag along with the "require" and "explicit" header field parameters according to IETF RFC 3841 [6];

12)
shall include an Accept-Contact header field with the media feature tag g.3gpp.icsi-ref with the value of "urn:urn-7:3gpp-service.ims.icsi.mcptt" along with parameters "require" and "explicit" according to IETF RFC 3841 [6];
13)
shall include the ICSI value "urn:urn-7:3gpp-service.ims.icsi.mcptt" (coded as specified in 3GPP TS 24.229 [4]), into the P-Asserted-Service header field of the outgoing SIP MESSAGE request; and
14)
shall send the SIP MESSAGE request as specified to 3GPP TS 24.229 [4].



10.1.5.3.2
Terminating procedures

Upon receiving a "SIP MESSAGE request for remotely initiated group call for terminating participating function" the IWF performing the participating role:
1)
if unable to process the request due to a lack of resources or a risk of congestion exists, may reject the SIP MESSAGE request with a SIP 500 (Server Internal Error) response. The IWF performing the participating role may include a Retry-After header field to the SIP 500 (Server Internal Error) response as specified in IETF RFC 3261 [24] and skip the rest of the steps;

2)
shall use the MCPTT ID present in the <mcptt-request-uri> element of the application/vnd.3gpp.mcptt-info+xml MIME body of the incoming SIP MESSAGE request to identify the remote user; and
3)
 shall send a SIP 200 (OK) response to the SIP MESSAGE request received from the controlling MCPTT function according to 3GPP TS 24.229 [4].





10.1.5.4
IWF performing the controlling role
The IWF performing the controlling role needs to distinguish between the following SIP MESSAGE requests for handling of remotely initiated group call:
-
SIP MESSAGE requests routed to the IWF performing the controlling role and containing a Content-Type header field set to "application/vnd.3gpp.mcptt-info+xml" and includes an XML body containing a <mcpttinfo> root element with a <mcptt-Params> element containing an <anyExt> element with the <request-type> element set to a value of "remotely-initiated-group-call-request". Such requests are known as "SIP MESSAGE request for remotely initiated group call request for controlling MCPTT function"; and
-
SIP MESSAGE requests routed to the tot he IWF performing the controlling role and containing a Content-Type header field set to "application/vnd.3gpp.mcptt-info+xml" and includes an XML body containing a <mcpttinfo> root element with a <mcptt-Params> element containing an <anyExt> element with the <response-type> element set to a value of "remotely-initiated-group-call-response". Such requests are known as "SIP MESSAGE request for remotely initiated group call response for controlling MCPTT function.
Upon receiving:

-
a "SIP MESSAGE request for remotely initiated group call request for controlling MCPTT function"; or

-
a "SIP MESSAGE request for remotely initiated group call response for controlling MCPTT function";

The IWF performing the controlling role:
1)
if unable to process the request due to a lack of resources or a risk of congestion exists, may reject the SIP MESSAGE request with a SIP 500 (Server Internal Error) response. The IWF may include a Retry-After header field to the SIP 500 (Server Internal Error) response as specified in IETF RFC 3261 [24] and skip the rest of the steps;

2)
shall reject the SIP request with a SIP 403 (Forbidden) response and not process the remaining steps if an Accept-Contact header field does not include the g.3gpp.icsi-ref media feature tag containing the value of "urn:urn-7:3gpp-service.ims.icsi.mcptt";

3)
if:

a)
there is a <request-type> element set to a value of "remotely-initiated-group-call-request" contained in the <anyExt> element in the <mcptt-Params> element contained in the <mcpttinfo> root element contained in the application/vnd.3gpp. mcptt-info+xml MIME body in the received SIP MESSAGE request; and
b)
if the MCPTT user identified by the MCPTT ID in the application/resource-lists MIME body contained in the SIP MESSAGE request is not affiliated with the MCPTT group identified by the <mcptt-request-uri> in the application/vnd.3gpp. mcptt-info+xml MIME body as determined by the procedures of subclause 106.3.6;


then:

a)
shall reject the SIP MESSAGE request with a SIP 403 (Forbidden) response with the warning text set to "120 user is not affiliated to this group" in a Warning header field as specified in subclause 4.4 and skip the rest of the steps below;
4)
if the IWF performing the controlling role determines a need to generate a SIP MESSAGE, the IWF shall generate a SIP MESSAGE request in accordance with 3GPP TS 24.229 [4] and IETF RFC 3428 [33];
NOTE 1:
A SIP MESSAGE needs to be sent for cases where the terminating side users are in a MCPTT system. Handling of users homed in the IWF is outside the scope of the specification.
5)
shall include an Accept-Contact header field containing the g.3gpp.mcptt media feature tag along with the "require" and "explicit" header field parameters according to IETF RFC 3841 [6];

6)
shall include an Accept-Contact header field with the media feature tag g.3gpp.icsi-ref with the value of "urn:urn-7:3gpp-service.ims.icsi.mcptt" along with parameters "require" and "explicit" according to IETF RFC 3841 [6];

7)
shall copy the contents of the application/vnd.3gpp.mcptt-info+xml MIME body in the received SIP MESSAGE request into an application/vnd.3gpp.mcptt-info+xml MIME body included in the outgoing SIP MESSAGE request with the following clarifications:

a)
shall set the <mcptt-calling-group-id> to the MCPTT group identity contained in the <mcptt-request-uri> element contained in the application/vnd.3gpp.mcptt-info+xml MIME body included in the received SIP MESSAGE request; and

b)
shall set the <mcptt-request-uri> element of the application/vnd.3gpp. mcptt-info+xml MIME body in the outgoing SIP MESSAGE request to the MCPTT ID contained in the application/resource-lists MIME body contained in the received SIP MESSAGE request;
8)
shall set the Request-URI to the public service identity of the terminating participating MCPTT function associated with the MCPTT user identified by the MCPTT ID contained in the <mcptt-request-uri> element of the application/vnd.3gpp. mcptt-info+xml MIME body in the outgoing SIP MESSAGE request;

NOTE 2:
How the IWF finds the address of the terminating MCPTT participating function is out of the scope of the current release.

9)
shall include a P-Asserted-Service header field with the value "urn:urn-7:3gpp-service.ims.icsi.mcptt";
10)
shall copy the public user identity of the calling MCPTT user from the P-Asserted-Identity header field of the incoming SIP MESSAGE request into the P-Asserted-Identity header field of the outgoing SIP MESSAGE request; and

11)
shall send the SIP MESSAGE request according to according to rules and procedures of 3GPP TS 24.229 [4].
Upon receipt of SIP 2xx responses to the outgoing SIP MESSAGE requests, the IWF performing the controlling role shall generate a SIP 200 (OK) response and forward the SIP 200 (OK) response to the originating participating MCPTT function.
Upon receipt of a SIP 4xx, 5xx or 6xx response to the SIP MESSAGE request, the IWF performing the cotrolling role shall forward the error response to the originating participating MCPTT function.
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