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1. Introduction
This pCR proposes to descirbe procedures related to Multi-Identity service (MiD) when the identity used is a Virtual Identity. Indeed, the Virtual Identity is a new concept and in the current version of the document, it is not specified how is can be declared, registered and routed in 3GPP.
Reminder of the initital requirement for Virtual Identity:

From GSMA : "It shall be possible to configure the service that any incoming (voice or video) calls either directed to the MSISDN of the SIM in the Mobile Device, i.e., the native MSISDN / phone number / identity, or to any added phone number (fixed or mobile) can be received on the Mobile Device.

Then it has been included in the stage 1 as in TS 22.173 “NOTE:  The identity does not have to be pre-allocated to an individual USIM or ISIM.”

The Virtual Identity is not natively associated with an IMSI (associated with an ISIM or USIM). For the Vitual identity, in order to exist in 3GPP (HSS), it is proposed to define it as a Shared Public User Identity as defined in TS 23.228 and TS 29.228. This shared public user identity will be a shared IMPU declared as a new service profile for each native identity (IMSI) which will use it. For each user subscribing to the MiD service with a Vitual Identity, it will be added a new identity in its HSS profile with a new associated service profile.It can be used by one or several users having different IMS subscriptions. If several users share a common Virtual Identity, the identity and the associated service profile will be shared and the first profile created for the Virtual Identity will be reused.
When a UE registers a Native Identity for which a Vitual Identity has been subscribed, the Virtual Identity will be automatically registered (both will be sent in the REGISTER) or stay registered if already registered. Registrations of all public user identities belonging to these UEs are directed to the same S-CSCF.
When a UE deregisters a Native Identity for which a Vitual Identity has been subscribed, the Virtual Identity will be deregistered as well, except of the case when the same Virtual Identity has been also subscribed for another Native Identity which is still registered.

Following schema illustrate this data model: [image: image1.jpg]Private (dentity
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This pCR update the network procedures for the Virtual Identity use case.
2. Reason for Change
Missing description of what is exactly a Virtual Identity in IMS.
3. Conclusions

<Conclusion part (optional)>
4. Proposal

It is proposed to agree the following changes to 3GPP TS 24.174.
* * * First Change * * * *
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* * * 2nd Change * * * *

3.1
Definitions

For the purposes of the present document, the terms and definitions given in 3GPP TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in 3GPP TR 21.905 [1].

Native Identity: identity used by the UE (e.g. MSISDN, tel URI or SIP URI) that is associated to the IMSI which is currently used by the device for IMS registration.

Alternative Identity: identity used by the UE (e.g. MSISDN, tel URI or SIP URI) that is not associated to the IMSI which is currently used by the device for IMS registration and which is associated to a different IMSI for the same IMS subscription owned by the same IMS network.

External Alternative Identity: identity used by the UE (e.g. MSISDN, tel URI or SIP URI) that is not associated to the IMSI which is currently used by the device for IMS registration and which is associated to a different IMSI for another IMS subscription owned by the same or a different IMS network.

Virtual Identity: identity used by the UE (e.g. MSISDN, tel URI or SIP URI) that is not associated with any IMSI (associated with ISIM or USIM) in a device, owned by the same IMS network  and registered as a Shared Public User Identity as defined in TS 23.228 [7].

Non-native Identity: identity which is not the Native Identity. The Non-native Identity may be an Alternative Identity, External Alternative Identity or a Virtual Identity.
* * * End of Changes * * * *

