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1. Introduction
Resolving the following editor's note:
Editor's Note: Setting of the Route header field depending on the type of identity contained in the Additional-Identity header field (alternative identity, external alternative identity or virtual identity) is FFS.
2. Reason for Change
If the type of the identity contained in the Additional-Identity header field is external alternative identity or virtual identity, the Route header field cannot be set to identify the AS serving the originating user holding the non-native identity.
3. Conclusions

<Conclusion part (optional)>
4. Proposal

It is proposed to agree the following changes to 3GPP TS 24.147 version 0.2.0.
* * * First Change * * * *

4.5.3.2.1
General

For an originating user that subscribes to Multi-Identity service, upon receiving an incoming INVITE or MESSAGE request containing an Additional-Identity header field, the AS shall:

a)
extract the identity contained in the Additional-Identity header field as defined in annex A;
b)
verify the authorization for the user to use the identity extracted for the Additional-Identity header field with the MuD service as described in subclause 4.5.3.2.2; and

Editor's Note: Whether the AS checks if the identity in the Additional-Identity header field is different from the native identity is FFS.

c)
if the user is not authorized to use the non-native identity requested, then the AS shall reject the incoming request. The originating request may be rejected by operator policy with a 403(Forbidden) response including a warning header field 399 "Identity not allowed".

If the user is authorized to use the non-native identity then the AS shall modify the following header fields with the specified values:
a)
the From header field is set to the SIP URI with "user=phone" or tel URI copied from the Additional-Identity header field after verification;

b)
the Privacy header field is set to "id" to keep private the native identity in the P-Asserted-Identity as defined in IETF RFC 3325 [6];

c)
the Route header field is set to identify the entry point of the home network of the non-native identity; and

d)
the Additional-Identity header field is remained unchanged.

Editor's Note: Whether the P-Asserted-Identity is modified depending on the type of non-native identity user is FFS.


* * * Next Change * * * *

