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1
Overall description
CT1 thanks SA2 for their LS on Slice-Specific Secondary Authentication.

CT1 has discussed the open issue indicated in SA2’s LS related to the interaction of the NAS registration procedure timer and the EAP procedure timer. CT1 has identified few issues as follows:

· The handling (stop and restart) of the NAS registration timer is not in line with the normal timer handling especially given that the authentication and security mode control procedures would have been successfully completed.
· It is not clear how the UE will determine which is the last EAP authentication so that the NAS registration timer can be restarted.
· The NAS would need to have other new mechanisms to recover from errors or abnormal cases that occur during the EAP-based authentication procedures. Such mechanisms become more complex if errors occur for several EAP authentication procedures. This will cause a big delay to the registration procedure.
Due to (at least) the protocol impacts listed above and the potential delays to the registration procedure, it is CT1’s view that the EAP authentication procedures for slice-specific secondary authentication should be performed as an independent procedure after the registration procedure is completed. 
The following alternative should be used instead:
· The Registration Accept message indicates that the slice-specific authentication procedure will be performed after the registration procedure 

· The UE may be provided with an allowed NSSAI containing the S-NSSAI(s) for which slice-specific authentication is not applicable (or e.g. a “dummy” allowed NSSAI if no S-NSSAI is allowed)
· After the registration procedure is completed, the AMF performs slice-specific authentication to determine the allowed NSSAI

· The AMF uses the generic UE configuration update procedure to provide the allowed NSSAI to the UE as determined by the slice-specific authentication procedure

2
Actions
To SA2  

ACTION: 
CT1 kindly requests SA2 to take the above into account.
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