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3.1
Definitions

For the purposes of the present document, the terms and definitions given in 3GPP TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in 3GPP TR 21.905 [1].

MTU: Maximum transmission unit (MTU) is the largest PDU size which can be transmitted and received by a network entity in one single IP packet without any need for IP fragmentation.
NWu: In this specification, NWu is the reference point between the UE and the N3IWF for establishing secure tunnel(s) between the UE and the N3IWF so that control-plane and user-plane exchanged between the UE and the 5G core network is transferred securely over untrusted non-3GPP access.
For the purposes of the present document, the following terms and definitions given in 3GPP TS 23.501 [2] apply:

5G Access Network 

5G Core Network 

5G QoS flow

5G QoS identifier

5G System

PDU Session

For the purposes of the present document, the following terms and definitions given in 3GPP TS 23.003 [8] apply:

Alternative NAI
NAI

For the purposes of the present document, the following terms and definitions given in 3GPP TS 33.501 [5] apply:

SUPI
SUCI

 ***** Next change *****
3.2
Abbreviations

For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in 3GPP TR 21.905 [1].

5GCN
5G Core Network

5GS
5G System
5G-AN
5G Access Network

5QI
5G QoS Identifier

AMF
Access and Mobility Management Function

ANDS
Access Network Discovery and Selection

ANDSP
Access Network Discovery and Selection Policy
ANQP
Access Network Query Protocol
AUSF
Authentication Server Function

CP
Control Plane

DL
Downlink

DNS
Domain Name System

DSCP
Differentiated Services Code Point

ePDG
Evolved Packet Data Gateway

ESP
Encapsulating Security Payload

FQDN
Fully Qualified Domain Name

h-PCF
Home Policy Control Function

IP
Internet Protocol

IPsec
Internet Protocol Security

N3AN
Non-3GPP Access Network

N3IWF
Non-3GPP InterWorking Function

NAI
Network Access Identifier

NAS
Non Access Stratum

PCF
Policy control Function

PDU
Protocol Data Unit

QFI
QoS Flow Identifier

RQI
Reflective QoS Indicator
SA
Security Association 

SPI
Security Parameters Index

SUPI
Subscription Permanent Identifier

SUCI
Subscription Concealed Identifier

TCP
Transmission Control Protocol

UL
Uplink

UP
User Plane

UPF
User Plane Function

v-PCF
Visited Policy Control Function

WLANSP
WLAN Selection Policy
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5.2.1
General 

If PLMN selection specified in 3GPP TS 23.122 [13] is applicable (e.g., at switch-on, recovery from lack of 3GPP coverage, or user selection of applicable 3GPP access technology), the PLMN selection to select the highest priority PLMN according to these specifications is performed before any access network discovery. 
In the access network discovery procedure, the UE can get ANDSP information on available access networks in its vicinity and ANQP information on available PLMNs from an AP. The UE can use this information when determining preferred access networks. Determination of the presence of access networks requires using radio access specific procedures, which are not further described here.

***** Next change *****
5.3.2.1
General

The purpose of the WLAN selection procedure is to: 
-
create a prioritized list of selected WLAN(s);

-
select a service provider over WLAN; and

-
construct a NAI for use with authentication signalling with the selected service provider in order for the UE to be authorised to use the WLAN.

The UE shall perform WLAN selection based on the user preferences and WLANSP rules. The UE may be provisioned with WLANSP rules from multiple PLMNs. User preferences take precedence over the WLANSP rules.
The user preferences are used to select between the automatic WLAN selection procedure or the manual WLAN selection procedure:
-
if user preferences are present, the UE shall determine the prioritized list of selected WLAN(s) using the manual mode WLAN selection procedure (see subclause 5.3.2.2); and
-
if user preferences are not present or if there is no user-preferred WLAN access network available, the UE shall determine the prioritized list of selected WLAN(s) using the automatic mode WLAN selection procedure (see subclause 5.3.2.3).

***** Next change *****
5.3.2.1A
Service provider solicitation

The UE shall determine which service providers are available from the prioritized list of selected WLAN(s) as constructed using the WLAN selection procedure described in subclause 5.3.2.1 using the following procedures:
i)
the UE selects a WLAN from the list of selected WLAN(s) as constructed using the WLAN selection procedure described in subclause 5.3.2.1;

ii)
if the WLAN selected in step i):
a)
supports ANQP specified in IEEE Std 802.11-2012 [19] and if the UE did not obtain a list of realms using ANQP in subclause 5.2.1 item 2, the UE sends an ANQP request for a list of realms (i.e. ANQP-elements "NAI Realm") and/or PLMN identities (i.e. ANQP-element "3GPP Cellular Network"); and
NOTE 1:
The UE uses procedures defined in IEEE Std 802.11-2012 [19] to determine if the WLAN supports ANQP and to send the ANQP query request for ANQP-elements "NAI Realm" and/or "3GPP Cellular Network", as specified in IEEE Std 802.11-2012 [19].
b)
does not support ANQP or the UE does not receive a list of realms in item a), an EAP-Request/Identity is received and the EAP-request/Identity does not include one or more of realms and/or PLMN identities of service providers (encoded in accordance with IETF RFC 4284 [4284]), the UE supports IEEE 802.1x authentication (see IEEE Std 802.1X™-2010 [8021x]), the UE shall request a list of realms and/or PLMN identities of service providers interworking with that WLAN by sending the EAP-Response/Identity message including as identity the alternative NAI; and
iii)
the UE repeats this procedure for all WLANs from the available list of WLAN(s) as constructed using the WLAN selection procedure described in subclause 5.3.2.1.
NOTE 2:
The list with realms and/or PLMN identities of service providers received in accordance with procedures in IETF RFC 4284 [4284], is of limited size and might not contain all the realms and/or PLMN identities of service providers available via the WLAN.

The UE shall convert any received PLMN identities into PLMN realms using the rules defined in 3GPP TS 23.003 [8].

***** Next change *****
5.3.2.2
Manual mode WLAN selection
The UE creates a prioritized list of available WLAN(s). The creation of the prioritized list is implementation specific. The UE may obtain the service providers available for WLAN using procedures as described in subclause 5.3.2.1A. The UE will select the service provider based on the user preference.
***** Done with changes *****
