
3GPP TSG-CT WG1 Meeting #114
C1-190136
Bratislava, Slovakia, 21-25 January 2019
Source:
Harris Corporation
Title:
IWF 110.1.2.3.1.2 Sending a SIP re-INVITE
Spec:
3GPP TR 24.883-051
Agenda item:
16.3.1
Document for:
Agreement
1. Introduction
The existing subclause relies on subclause 106.3.2.1.9 to create message headers for emergency, imminent peril and cancellation, but 106.3.2.1.9 does not do this because of the complexity. This contribution restructures the subclause to more closely parallel the structure of TS 24.379, to use steps in client subclauses rather than 106.3.2.1.9.
2. Reason for Change
Changes:
-
Refers to client subclauses for upgrade, e cancel, ip cancel

-
Remove reference to 106.3.2.1.9, it only copied client supplied message items.
-
Removed resource priority header, it's supplied in the referenced subclauses.
-
Added references to client subclauses for SIP 2xx, 4xx, 5xx, 6xx and SIP INFO.

-
Made action on receipt of forbidden out of scope. The original in 24.379 had nothing about media plane upon receipt of forbidden.
-
Added step to copy MCPTT ID to the outgoing message, original 24.379 was missing it.
3. Conclusions

4. Proposal

It is proposed to agree the following changes to 3GPP 3GPP TR 24.883-051.
* * * First Change * * * *

110.1.2.3.1.2
Sending of a SIP re-INVITE request towards the MCPTT controlling function
Upon a need to send a SIP re-INVITE request for an MCPTT session identifying an on-demand chat MCPTT group session, the IWF performing the participating role:
1)
shall determine the MCPTT ID of the originating user from public user identity in the P-Asserted-Identity header field of the SIP INVITE request, and authorise the calling user;

NOTE:
The MCPTT ID of the originating user is bound to the public user identity at the time of service authorisation, as documented in subclause 7.3.

2)
shall include the MCPTT ID of the originating user in <mcptt-calling-user-id> element of the application/vnd.3gpp.mcptt-info+xml MIME body of the SIP INVITE request;
3)
if the request is for an upgrade to an in-progress emergency or an imminent peril, the IWF performing the participating role shall perform the steps in subclause 110.1.2.2.1.4;

4)
if the request is for a cancellation of an in-progress emergency, the IWF performing the participating role shall perform the steps in subclause 110.1.2.2.1.3; 

5)
if the request is for a cancellation of an in-progress imminent peril, the IWF performing the participating role shall perform the steps in subclause 110.1.2.2.1.5;
6)
shall include in the SIP re-INVITE request an SDP offer as specified in subclause 106.3.2.1.1.1;

7)
shall send the SIP re-INVITE request according to 3GPP TS 24.229 [4].


Upon receipt of a SIP 2xx response to the above SIP re-INVITE request, the participating MCPTT function: 
1)
if the request in the present subclause above is for an upgrade for emergency or immiment peril, follow the procedures for SIP 2xx response as specified in subclause 110.1.2.2.1.4;

2)
if the request in the present subclause above is for an in-progress emergency cancel, follow the procedures for SIP 2xx response as specified in subclause 110.1.2.2.1.3; or

3)
if the request in the present subclause above is for an in-progress imminent peril cancel, follow the procedures for SIP 2xx response as specified in subclause 110.1.2.2.1.5.
Upon receipt of a SIP 403 (Forbidden) response to the sent SIP re-INVITE request the participating MCPTT function, the IWF action is out of scope of the present document.
On receiving a SIP 4xx response, SIP 5xx response or SIP 6xx response to the SIP re-INVITE request the IWF:
1)
if the request in the present subclause above is for an upgrade for emergency or immiment peril, follow the procedures for SIP 4xx, 5xx or 6xx response as specified in subclause 110.1.2.2.1.4;

2)
if the request in the present subclause above is for an in-progress emergency cancel, follow the procedures for SIP 4xx, 5xx or 6xx response as specified in subclause 110.1.2.2.1.3; or

3)
if the request in the present subclause above is for an in-progress imminent peril cancel, follow the procedures for SIP 4xx, 5xx or 6xx response as specified in subclause 110.1.2.2.1.5.

Upon receiving a SIP INFO request where the Request-URI contains an MCPTT session ID identifying an ongoing session, the IWF performing the participating role shall: 
1)
if the request in the present subclause above is for an upgrade for emergency or immiment peril, follow the procedures for SIP INFO as specified in subclause 110.1.1.2.1.4; or
2)
if the request in the present subclause above is for an in-progress emergency cancel, follow the procedures for SIP INFO as specified in subclause 110.1.1.2.1.3.

