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	Reason for change:
	In the subclause 6.4.6 of TS 33.501, it was stated that UE security capabilities are cleartext IEs.
In the SECURITY MODE COMMAND message, the selected EPS NAS security algorithms and replayed S1 UE security capability are included. If the UE does not send the EPS NAS security algorithms and S1 UE security capability in cleartext IEs, then AMF can not include the selected EPS NAS security algorithms and replaye S1 UE security capability in the SMC message. This would result that the UE can not which EPS NAS security algorithms will be used in the EPS.

Interoperability impact analysis
(1) UE compliant to the current version will send the EPS NAS security algorithms and S1 UE security in the REGISTRATION REQUEST message in the SECURITY MODE COMPLETE message;
(2) The AMF may trigger additional SMC message to transmit the selected EPS NAS security algorithms.
From this PoV, then it seems that the change in this CR is a compatible change.

	
	

	Summary of change:
	The EPS NAS security algorithms and S1 UE security capability are cleartext IEs.

	
	

	Consequences if not approved:
	The stage 3 is not aligned with stage 2 requirements.
Additional signalling is required to transmit the selected EPS NAS security algorithms.
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*** First change ***
[bookmark: _Toc533171744]4.4.6	Protection of initial NAS signalling messages
The 5GS supports protection of initial NAS messages as specified in 3GPP TS 33.501 [24]. The protection of initial NAS messages applies to the REGISTRATION REQUEST and SERVICE REQUEST message, and is achieved as follows:
a)	If the UE does not have a valid 5G NAS security context, the UE sends a REGISTRATION REQUEST message including cleartext IEs only. After activating a 5G NAS security context resulting from a security mode control procedure:
1)	if the UE needs to send non-cleartext IEs, the UE shall include the entire REGISTRATION REQUEST message (i.e. containing both cleartext IEs and non-cleartext IEs) in the NAS message container IE and shall include the NAS message container IE in the SECURITY MODE COMPLETE message;
2)	if the UE does not need to send non-cleartext IEs, the UE shall include the entire REGISTRATION REQUEST message (i.e. containing cleartext IEs only) in the NAS message container IE and shall include the NAS message container IE in the SECURITY MODE COMPLETE message.
b)	If the UE has a valid 5G NAS security context and the UE needs to send non-cleartext IEs in a REGISTRATION REQUEST or SERVICE REQUEST message, the UE includes the entire REGISTRATION REQUEST or SERVICE REQUEST message (i.e. containing both cleartext IEs and non-cleartext IEs) in the NAS message container IE and shall cipher the value part of the NAS message container IE. The UE shall then send a REGISTRATION REQUEST or SERVICE REQUEST message containing the cleartext IEs and the NAS message container IE.
When the initial NAS message is a REGISTRATION REQUEST message, the cleartext IEs are:
-	Extended protocol discriminator;
-	Security header type;
-	Spare half octet;
-	Registration request message identity;
-	5GS registration type;
-	ngKSI;
-	5GS mobile identity;
-	UE security capability;
-	EPS NAS security algorithms;
-	S1 UE security capability;
-	Additional GUTI;
-	UE status; and
-	EPS NAS message container.
When the initial NAS message is a SERVICE REQUEST message, the cleartext IEs are:
-	Extended protocol discriminator;
-	Security header type;
-	Spare half octet;
-	ngKSI;
-	Service request message identity;
-	Service type; and
-	5G-S-TMSI.
When the UE sends a REGISTRATION REQUEST or SERVICE REQUEST message that includes a NAS message container IE, the UE shall set the security header type of the initial NAS message to "integrity protected".
If the UE does not need to send non-cleartext IEs in the initial NAS message, the UE shall send the initial NAS message i.e. REGISTRATION REQUEST or SERVICE REQUEST message with cleartext IEs only i.e. without including the NAS message container IE in the initial NAS message.
When the AMF receives an integrity protected initial NAS message which includes a NAS message container IE, the AMF shall decipher the value part of the NAS message container IE. The AMF shall consider the NAS message that is obtained from the NAS message container IE as the initial NAS message that triggered the procedure.
When the initial NAS message is a DEREGISTRATION REQUEST message, the UE always sends the NAS message unciphered.

*** End of changes ***

