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	In TS 24.501, when the SMF deletes some QoS flows, the SMF modify the QoS flow descriptions (i.e. the SMF sets the operation code IE in the QoS flow descriptions IE for the deleted QoS flows to "Delete existing QoS flow description") in the authorized QoS flow descriptions.

According to the updated SA2 requirement (S2-1813029), if the SMF initiates the PDU session modification procedure to provide new authorized QoS flow descriptions but does not receive response from the UE, the SMF marks that the status of those QoS flows is to be synchronized with the UE in order to avoid use of deleted QoS flows.

To achieve this updated SA2 requirement, when the SMF deletes some QoS flows and does not receive response from the UE during the PDU session modification procedure, the SMF shall use new authorized QoS flow descriptions instead of the previous authorized QoS flow descriptions and initiate the PDU session modification procedure after a period of time.


	
	

	Summary of change:
	Add the network behavior for using new authorized QoS flow descriptions and synchronizing the new authorized QoS flow descriptions after a period of time when the SMF initiates the PDU session modification procedure to provide new authorized QoS flow descriptions but does not receive response from the UE.


	
	

	Consequences if not approved:
	The SMF and UE may continue to use the old authorized QoS flow descriptions, and the UE may use QoS flows which were delete.
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*** Next change ***
6.3.2.5	Abnormal cases on the network side
The following abnormal cases can be identified:
a)	Expiry of timer T3591.
	On the first expiry of the timer T3591, the SMF shall resend the PDU SESSION MODIFICATION COMMAND message and shall reset and restart timer T3591. This retransmission is repeated four times, i.e. on the fifth expiry of timer T3591, the SMF shall abort the procedure and enter the state PDU SESSION ACTIVE.
	The SMF may continue to use the previous configuration of the PDU session or initiate the network-requested PDU session release procedure. If a new authorized QoS flow descriptions was included in the authorized QoS flow descriptions IE of the PDU SESSION MODIFICATION COMMAND message, the SMF may use the new authorized QoS flow descriptions and resend the PDU SESSION MODIFICATION COMMAND message after a period of time according to operator's policy.
b)	Invalid PDU session identity.
	Upon receipt of the PDU SESSION MODIFICATION COMMAND REJECT message including 5GSM cause #43 "invalid PDU session identity", the SMF shall release locally the existing PDU session.
c)	Collision of UE-requested PDU session release procedure and network-requested PDU session modification procedure.
	If the SMF receives a PDU SESSION RELEASE REQUEST message during the network-requested PDU session modification procedure, and the PDU session indicated in the PDU SESSION RELEASE REQUEST message is the PDU session that the SMF wants to modify, the SMF shall abort the PDU session modification procedure and proceed with the UE-requested PDU session release procedure.
d)	Collision of UE-requested PDU session modification procedure and network-requested PDU session modification procedure.
	If the network receives a PDU SESSION MODIFICATION REQUEST message during the network-requested PDU session modification procedure, and the PDU session indicated in the PDU SESSION MODIFICATION REQUEST message is the PDU session that the network wants to modify, the network shall ignore the PDU SESSION MODIFICATION REQUEST message received in the state PDU SESSION MODIFICATION PENDING. The network shall proceed with the network-requested PDU session modification procedure as if no PDU SESSION MODIFICATION REQUEST message was received from the UE.

