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1. Introduction
The use of 5GSM cause #29 "user authentication or authorization failed" is different from 4G. However, current TS24.501 defines the requirement in the same manner (i.e., no requirement). This may cause some user experience problem i.e., not able to provide DN authentication feature.
This discussion paper intends to clarify the argument and ask for the agreement on proposed CR.
2. Two different reject scenarios
According to TS24.501, there are two scenarios for 5GSM cause value #29 "user authentication or authorization failed".
	Scenarios
	#1 PDU DN request container not compliant with the local policy
	#2 EAP failure

	TS24.501
	6.4.1.2
if the information for the PDU session authentication and authorization by the external DN in PDU DN request container is not compliant with the local policy, reject the PDU session establishment request including the 5GSM cause #29 "user authentication or authorization failed", in the PDU SESSION ESTABLISHMENT REJECT message.
	6.4.1.4
If the DN authentication of the UE was performed and completed unsuccessfully, the SMF shall include the 5GSM cause value #29 "user authentication or authorization failed" in the 5GSM cause IE of the PDU SESSION ESTABLISHMENT REJECT message and shall set the EAP message IE of the PDU SESSION ESTABLISHMENT REJECT message to an EAP-failure message as specified in IETF RFC 3748 [34], provided by the DN

	WHO decides
	SMF
	DN

	UE action
	NOT defined
	NOT defined

	3GPP Scope?
	YES
	NO i.e., matter of EAP 


Observation#1: There are two different reject scenarios for5GSM cause #29.
3.
#1 PDU DN request container is not compliant with the local policy
The scenario #1 occurs BEFORE (step7 in Figure 11.1.2-1, TS33.501) EAP authentication is invoked unlike scenario#2 where it occurs AFTER EAP authentication is invoked.
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Figure 11.1.2-1: Initial EAP Authentication with an external AAA server
So, now, it is clarified that the use of #29 is not same as the one in TS24.301.  

· It is not only for EAP failure.
· It is the SMF determines the failure for scenario#1.

· For scenario #2 (EAP failure), the 5GSM cause #29 comes with EAP message IE (containing EAP failure). 

· For scenario #1, the 5GSM cause #29 comes without EAP message IE.

3. Way forward
With that says, similar to abnormal handling with #50 "PDU session type IPv4 only allowed", #51 "PDU session type IPv6 only allowed", #54 "PDU session does not exist", and #46 "out of LADN service area", we need to define UE behaviour upon reception of #29 "user authentication or authorization failed".

For scenario #2, no definition as out of 3GPP specification. 
For scenario #1, upon reception of #29 without EAP message IE, the UE shall not automatically send another SM request with the same DN specific ID until the DN specific ID is changed. 

4. Proposal

With analysis above, it is proposed to agree the change captured in C1-190080.
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