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5.2.1.4
Policy on authentication mechanism used for XCAP
The policy on authentication mechanism used for the XCAP enables the network to choose authentication mechanism for the Ut reference point.
The policy on authentication mechanism used for the XCAP can be set to one of the following values:
a)
GBA_ME;

b)
GBA_U;

c)
GBA_Digest; and
d)
SSC (support for subscriber certificates).
The UE may support the policy on authentication mechanism used for the XCAP.

If the UE supports the policy on authentication mechanism for the XCAP, when the UE needs to send an HTTP request:
a)
if the policy on authentication mechanism used for the XCAP is set to "GBA_ME", the UE shall use GBA_ME authentication mechanism as defined in 3GPP TS 33.220 [xx];
b)
if the policy on authentication mechanism used for the XCAP is set to "GBA_U", the UE shall use GBA_U authentication mechanism as defined in 3GPP TS 33.220 [xx];
c)
if the policy on authentication mechanism used for the XCAP is set to "GBA_Digest", the UE shall use GBA_Digest authentication mechanism as defined in 3GPP TS 33.220 [xx]; or
d)
if the policy on authentication mechanism used for the XCAP is set to "SSC", the UE shall use SSC authentication mechanism as defined in 3GPP TS 33.221 [yy].
The UE may support being configured with the policy on authentication mechanism used for the XCAP using the AuthenticationForXCAP node of 3GPP TS 24.424 [22].
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