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1. Introduction
This contribution provides the text for subclause 106.6.1.2 Performing XML content encryption.
Changes in 8620 :

- Changed two occurrences of MCPTT server to IWF.

- Changed the reference to subclause 6.6.2.5 to 106.6.2.5.

2. Proposal

It is proposed to agree the following changes to 3GPP TR 24.833 v0.4.0.
* * * First Change * * * *

106.6.1.2
Performing XML content encryption

Whenever the IWF includes XML elements or attributes pertaining to the data specified in 3GPP TS 24.379 [81] subclause 4.8 in SIP requests or SIP responses, the IWF shall perform the procedures in subclause 106.6.2.3.2, with the exception that when the IWF receives a SIP request with XML elements or attributes in an MIME body that need to be copied from the incoming SIP request to an outgoing SIP request without modification, the IWF shall perform the procedures specified in subclause 106.6.2.5.

NOTE:
The procedure in subclause 106.6.2.3.2 first determines (by referring to configuration) if confidentiality protection is enabled and then call the necessary procedures to encrypt the contents of the XML elements if confidentiality protection is enabled.
* * * End Changes * * * *

